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Enterprise architecture enjoys a national momentum fueled by many sources. Mandates
of the federal government drive architecture development, as does the recognition by
municipal, county and state leaders of the need for increased efficiency in deployment of
technology solutions aligned with the business of the enterprise. These same leaders also
acknowledge the critical need for timely, accurate information sharing horizontally
between departments within the enterprise and vertically with agencies of different gov-
ernmental levels. The NASCIO Enterprise Architecture Development Tool-Kit is struc-
tured to address those needs at each level.

Process models accompanied by explanatory narrative allow the user to customize the
tool to fit their specific agency needs. Process diagrams are included for the governance,
business and technology architectures. Architecture lifecycle processes are illustrated to
encourage the user to address the recurring needs for architecture updates as business
processes and technology drivers change. In addition, the Tool-Kit contains sample blue-
prints for the security and application domains. The fully populated samples were com-
piled from the input of several state and county representatives.

On behalf of NASCIO, we would like to thank the members of the Architecture Working
Group (AWG) for their contributions of time and expertise to enhancing the content of the
Tool-Kit for this release. The AWG spent countless hours reviewing and commenting on
the Tool-Kit content and process maps. Only with the support and proficiency of our vol-
unteersis NASCIO able to continue to gather content to keep this tool viable.

Lastly, we would like to encourage all who have not yet done so to put architecture on
your "To Do List." Once architecture is on the agenda, utilize the wealth of knowledge
collected in this resource to begin making information architecture an integral part of
your enterprise.
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Gerry Wethington, chair AWG Doug Robinson, vice-chair AWG
Chief Information Officer Executive Director

Office of Information Technology Governor's Office for Technology
State of Missouri Commonwealth of Kentucky




Enterprise Architecture Development Tool-Kit v2.0



TABLE OF CONTENTS

A O SRS 1
ADBOUL NASCIO ...ttt ettt ettt et e be e be e s be e saeesatesateeate e be e beesbeesbessaeesntesnbeesbeesaeesnns 1
Y S o o F S 1
HIStOrY Of thE ASSOCIALION .......ccuieiiitice ettt st st e s e et e sbe e besreaeesreennenes 1
ADbout the ArchiteCtUre PrOgram ... ..ot 1
NASCIO Officers and Directors 2001-2002 ........c.cceeruererieereeeenieseeeeseeeesseseeseesseesseseessaesseseesseses 2
Architecture Working Group Members 2001-2002 ..........cccoerererenenerienienieseesesee e 4
Architecture Working Group Associate Members 2001-2002..........ccceeveeeieeenreeieesieeeesreeeesreeee e 5
Architecture Working Group CONSUITANES............cceoiiieiiiiiecie ettt sre e 6
NASCIO SEAT ..ot s b et e e e e e e e se e s e e besaessess e s enaeseeneeseenenrennenes 6
NASCIO HEBOQUAITEI'S........ceeeeeeeeeeee ettt b et b ettt eb bbb s e s ene b b e 6
Audience fOr TOOI-Kit SECHONS.......ccviiieiiresiesese et re st sae e neenenreenas 7
EXECULIVE SUMIMAIY ...ttt sttt sttt e st e st ebeshe e st e sbesaeestesbeenbesbeentesbeensesestesneesesreensens 8
NASCIO’S CUMENE SITUBLION. ......eeveevertesieeiesiesie e seesee e e e steseesteseeseeeeneeseeseesessessessessessesensessenes 8

N T O 1@ =3 o 11 o] O 9
INTRODUGCTION ...ttt sttt s sesbeseese e eseeseesesbessesseneeneeseesessessesbenseneenessensensens 11
Concept - Why ATChITECIUNE? ..ottt sttt st ere et e s resnaesresresreennens 11
Overview of Enterprise Architecture TErms & CONCERLS........oieeiiiieieiicie ettt 15
ATChItECIUrE ANBIOGY ....oveeiiitice ettt sttt et e b e e st eeaeesbesbeentesaeennesbesbesnnennas 15
Framing the ENterprise ArChITECIUIE .........coiiiiiiiere e 16
Breaking Things Down INto Workable Parts..............coeriiieieieeeccese s 18
(0] 11T o SR 21
OVENVIEW Of TOOI-KIt SETUCIUIE. .....eveieeeieieieeeeetee ettt s e e s nne s s 22
GOVEINANCE ATCHITECIUIE. ...ttt sttt ettt e s e s e nenbeseesbeseereenenes 23
BUSINESS ATCRITECIUNE. ... ettt e e s te et estesreetesneenaeseeeneennas 23
TeChNOIOgY ATCIITECIUNE........eiuiiiireieti ettt b b e s b e 24

N 0= 210 RS 24
GOVERNANCE ARCHITECTURE.......co ottt ettt s e st s et e e s e e snte e snte s ennneesnree s 25
Architecture GOVErNanCe FramEWOIK..........cceierieieeieieieese st sae e e 26
Enterprise & Architecture Governance EIEmENTS...........coeieiriiirincresese s 26
GOVEINANCE APPIOBCI. ...ttt b e bt a et e e e e e nneene b 26
ENLErPriSE EIOMENES......eeeii ettt st s te e ne e e e tesneenns 26
Enterprise Element REGONSNIPS .......oovviieiiiecec ettt e 29
Enterprise Architecture Framework EIEMENLS..........ccccviieii e 30
Architecture GOVErNANCE ROIES. ........cuoieieeieeeses ettt eere e 31

Enterprise Architecture Development Tool-Kit v2.0 i



SUPPOITIVE FOIES......eiticeeicte ettt ettt e st e st e et e s teeae e besaeetesbe e s e steeatesbeeaeenteseesreennenes 38
GOVEINANCE SAMPIES ...ttt b e bt e e e bbb 41
Applicability In The Judicial ENVIFONMENT ..........ccoviiiieieieeeeeeeeses e 41

L€ T0Y = g g2 01 1Y, o L= S 42
ArchiteCture GOVEIMANCE PrOCESS.........eiieeeriseerieseeste st e e s e e te e tessaestesreenaesreenaessesseessesneeseenes 63
Determing ArchiteCture GOVEIMANCE..........ccviieeereeeesesee e seeteseesae e e saesteesaessesseessesseessesseenes 65
Create Architecture GOVErNANCE SLIUCKUNE............eeieiiesesieeieseeseesee e seeae e esee s e seeseeseeseesnnens 68
Document/Update Architecture LifecyCle ProCESSES.........ccccceeieiecieeieccee et 70
Confirm Architecture GOVErNanCe SITUCKUIE..........cuecveeeeiieciecie ettt eee et nne s 74
ArchiteCture LifECYCIE PrOCESSES.........coiciicii ettt sttt s te et be s e et saeeresaestesnnennas 77
Architecture DOCUMENLELION PrOCESS .......cceeiuiiiieeese ettt ste sttt ste s sbesreenbesaeenesbeeneeseas 80
Initiating DOCUMENTAION PrOCESS ......c.coiiieiieiieierierie sttt 81
Conduct Documenter WOrK SESSIONS..........cciueiiiiierieiieiiesteeiaesteeee e seessesaeessesteesesressaessesneessens 84
ATChiIteCIUre REVIEW PrOCESS. ... ..ottt sttt st aesre e e stesseentesnenneeneas 86
Propose Architecture Change ... 87
Determing REVIEW DECISION ......ceecueiieeieseeeeie st eiee e seeste st ste e eee e sseestesseeneesseensessesnsessesneesens 90
Document Architecture REVIEW DECISION .......cccviieiiiiiicie ettt 92
Architecture COMMUNICALION PrOCESS ........ccouiiiieieiiieerie st ce ettt et aesre e besae e tesneenas 95
Communicate Architecture INfFOrMatioN .........ccocvveeiireerece e e 96
Architecture CompPlianCe PrOCESS.........cccoiiiiiiiesiese e 99
Request ArChiteCtUrE HEIP ...o.eeieiceee e st ne e 100
Determine Technology OPLiONS ........couirieiieieieieiesiesie sttt 103
Create Architecture VarianCe BUSINESS CaSE .......ccouvvveeiieiiecie ettt sttt sae e sne e 105
Architecture Framework Vitality PrOCESS ........ccoiieiieieieieieesesies st 107
Determine Architecture Framework Changes ..........coooererierieiieieeieeeesese s 108
Architecture BIUEPINt Vitality PrOCESS.......ccoiiiiiie ettt sttt sneas 112
Determine Architecture BIUEPrint Changes ........cccoeeceiiceece e 113
TECHNOLOGY ARCHITECTURE........oo ettt estee et s e tee e stae s te s s e st e e enae e snte s enae e eneeennes 117
Technology ArchiteCture FramEWOTK ............coiiiiiriiiriesieere e 118
TECNNOIOGY DITVEIS. ... .ottt bbbt e ettt h bbbt n e s e b ene e 118
I Voo =S R 119

I =TS B o o= SRS 119
L= 01070 [0 | W= 0o LSO 119
Technology Architecture BIUeprint Framework............coooeeeieeeeeeeeeeses e 120

ii Enterprise Architecture Development Tool-Kit v2.0



Architecture BIUeprint SIrUCIUrE OVEIVIEW ........cc.ooueieieieeeieeeeeesi st 120

Complete/Update Domain BIUEPINL.........c.coiuiiieie ettt st ne e 123

DOMAEIN TEMPIBLE. ......eeeieiieceee et st st s re et e s be e e e s beeaeesbesbeenbesteeaeenbesaeennenes 126
Complete/Update DisCipling BIUEDIINL ........couviiiiiiriesiesiesiesesiesiese e 131
DiSCIPIINE TEMPIBIE ...ttt bbb e e ne e 136
Document/Update TEChNOIOGY ATEBS........coviieieiieciecte ettt et ae e 142
Technology Area TEMPIELE. .......c.oiieeeeeieieie ettt e 145
Document/Update Product COMPONENTES........ccueiriririirieriisiesienie e sne e e 149

Product Component TEMPIALE..........cci i st be e e ne e 154
Document/Update Compliance COMPONENLS.........coeeieiieeiieieeeecte et sre e eee st eee e s ne s 160
Compliance Component TEMPIELE...........ccuriririrerereree e 164

Evaluate Compliance/Product COMPONENTS..........cvirrrereriereeeereeieesessesseseeseeseesseseeseeneseesens 170
Technology ArchiteCture SAMPIES.........cocvieeere ettt esreesaenresneeneenes 174
Technology DIVEr SAMPIES.......cciiiiiiie et 174

I oo =SOSR 174

I =TS B o o= 174

L= % 070 [0 Y 0oL 174
Technology Architecture BIUEprint SAMPIES .......c.cooviiiiiirrr e 174
Technology Architecture Communications Document SampIes..........coceveeieieieieieeieeeeeeeeee 224
Application Development Classification REPOM..........c.ccveiiiieiiiicce et 224
Electronic Collaboration Classification REPOIT............cceiriririiine e 225

Security ClassifiCatioN REPOI.........cccoiiiiiriririrese e 226
Technology Architecture Miscellaneous SAMPIES.........ccooviieiiriere e 229
Domain/DisCipling - COMDINGLTIONS..........ccueiriiirieriesie et 229
Domain/DisCipling — INTEISECLIONS........c.eiiruirierieriesieste ettt sr e et 230
APPENDIX A = LEXICON ...ttt sttt st sae et ssessestesseseeseneenessessesnessessenes 233
APPENDIX B - SAMPLE DISCIPLINE DESCRIPTIONS.......cccoiiiiiresiseneeee e 237
APPENDIX C: ROLES & RESPONSIBILITIESMATRIX......cooiiieieieese e 241

Enterprise Architecture Development Tool-Kit v2.0 i



Enterprise Architecture Development Tool-Kit v2.0



PREFACE

About NASCIO

The Nationa Association of State Chief Information Officers (NASCIO)
represents state chief information officers and information resource N
executives and managers from the 50 states, six U.S. territories, and the The ml SS' On_ of the
District of Columbia. State members are senior officials from any of the association isto
three branches of state government who have executive-level and statewide shape national IT
responsibility for information resource management. Representatives from olic

federal, municipal, and international governments and state officials who P Y-

are involved in information resource management but do not have chief
responsibility for that function participate in the organization as associate
members. Private-sector firms and non-profit organizations participate as corporate members.

MISSION

The mission of the association isto shape national IT policy through collaborative partnerships,
information sharing, and knowledge transfer across jurisdictional and functional boundaries.

HISTORY OF THE ASSOCIATION

The association was founded as the National Association of State Information Systemsor NASIS. In
1989, the membership voted to undertake a major realignment for the association, including a change in
name to the National Association of State Information Resource Executives, and an expansion of
membership. The association name changed to the National Association of State Chief Information
Officersin 2001 as areflection of the executive-level roles of the state members. All of the changes were
aimed at providing NASCIO members with the information they need to meet their growing
responsibilities.

ABOUT THE ARCHITECTURE PROGRAM

The Adaptive Enterprise Architecture Development Program is a program funded by the Bureau of
Justice Assistance, Office of Justice Programs, U.S. Department of Justice, under Grant No. 98-DD-BX-
0067, and awarded to NASCIO. In 1998, when the program began, few states considered the importance
of enterprise architecture in the provision of services. However, following publication in February 2000
of the NASCIO report, Toward National Sharing of Governmental Information, a national call for
architecture was made. Asrecommended in 1998 by the Office of Justice Programs and identified as
critical in the report findings, NASCIO developed an enterprise architectural framework for government
information systems integration.

Adaptive enterprise architecture effectively supports the business of government, enablesinformation
sharing across traditional barriers, enhances government’ s ability to deliver effective and timely services,
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and supports agenciesin their efforts to improve government functions. Enterprise architecture supports
the identification and optimization of the entity’ sinterrelated business processes and resulting I T systems.
The enterprise architecture promotes a constant re-eval uation of enterprise needs and is the best way to

build an adaptive enterprise-wide architecture.

The NASCIO Architecture Program and this Enterprise Architecture Development Tool-Kit guide
agencies at all levels of government in the definition, development, utilization, maintenance, and
ingtitutionalization of an enterprise architecture program supported by stakeholders of al levels, from the
executive to the citizen user.

For more information on the NASCIO Adaptive Enterprise Architecture Devel opment Program please

visit the NASCIO website at www.nascio.org.
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Audience for Tool-Kit Sections

The Introduction section of the Enterprise Architecture Devel opment
Tool-Kit providesinformation that will be of interest to anyone desiring an

overview of the importance of enterprise architecture, an introduction to the The T_OO| -Kit
enterprise architecture concepts and terms or a genera perspective of the contains four
topics covered within this Tool-Kit. The remainder of the Tool-Kit is more major sections —

technical in nature. Introduction,

The section on Architecture Governance will be of particular interest to Architecture
those who currently guide or manage the organization’ s enterprise Governance,
architecture or will in the future. Organizations with Architecture Business

Governance in place will benefit by using the information on roles and .
responsibilities contained in this section as an assessment tool. They will Architecture and
also benefit from the sample organizational charts, provided by state, Technology

county and city governments. Architecture.

The validation and workshop comments indicated an increasing interest in
expanding the scope of Business Architecturein the Tool-Kit. The
Business Architecture section currently contains only an outline, but this section is the focus for future
updates to the Tool-Kit. This section will cover items of interest to developers of business or technol ogy
architecture, providing insight for organizations to establish the business drivers, and processes necessary
to ensure that the technical solutions will address the business needs of the organization.

Those who will be guiding, managing or developing the organization’ s enterprise architecture will benefit
from the Technology Architecture section of the Tool-Kit. This section provides detailed information
such as process models, templates for documenting the technology and compliance criteriain use or
anticipated within the organization. This section also includes sample tools, data and reports relative to
technology architecture, compiled from municipal, county and state governments with successful
enterprise architecture programs.
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Executive Summary

An emerging customer-oriented approach to digital-government provides
the incentive for this Enterprise Architecture Development Tool-Kit. Itis

designed to improve information sharing across government boundaries, as Enter_ prise
well asto position government enterprises for the digital government age Architecture
and the advantages and opportunities that technology presents. provides the

NASCIO’ s goal isaTool-Kit that a government enterprise might use as a b ueprint for the

guide to develop their own Enterprise Architecture Framework. It will | ntegrati on of
support designing, implementing and maintaining the infrastructure for information and
their networks and systems. services.

The Tool-Kit incorporates the design principles and technical standards
necessary to be effective at digital government and to share information
nationally.

"Adaptive" is key because the Enterprise Architecture Framework must be able to support awide variety
of applications, and it must evolve as technology changes. The rate of change in the business and
administrative process of organizationsis accelerating. Consequently cycle times for implementing new
service delivery mechanisms are shrinking. While cycle times of the 1970's and 1980's were typically
seven to 10 yearsin length, in the 1990's, cycle times were averaging one to two yearsin length. The rate
of emerging technology is aso increasing, making the need even more critical.

Enterprise Architecture Framework can be described as a methodology for devel oping an organization's
IT support functions. Ideally, when governments establish their infrastructures using common enterprise
architecture, making systems work together will be simpler because each would have addressed the items
that are crucial to interoperability of systems developed for specific business needs.

Enterprise architecture is critical because it provides the blueprint for the integration of information and
services at the design level across agency boundaries. Enterprise architecture is the blueprint for allowing
datato flow from agency to agency, just as water flows through the pipes and electricity flows through
the wiring of awell planned home.

NASCIQO’s CURRENT SITUATION

NASCIO's Architecture Working Group is currently in the fourth year of the Adaptive Enterprise
Architecture Program. The working group has presented Version 1.0 of its Tool-Kit, which documents
enterprise architecture processes and concepts to municipal, county, and state government nationwide,
and has contracted with National Systems & Research Co. (NSR) as atechnical support partner to support
the devel opment of the Adaptive Enterprise Architecture Program. The design and validation of an
enterprise architecture Tool-Kit, benchmarking tools, and models to improve implementation are well
underway. Itsfuture focuswill be educational workshops and technical assistance for government
entities in the process of establishing their enterprise architectures.
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NASCIO’s SOLUTION

NASCIO's solution provides the Enterprise Architecture Development Tool-Kit asaguidein
implementing specific Enterprise Architecture Frameworks. NASCIO promotes national data sharing, the
implementation of digital government and the empowerment of municipal, county, and state government
to understand, document, control and monitor performance of itsIT investments. NASCIO will continue
to provide assistance to states in adopting Enterprise Architecture Frameworks. Specifically, NASCIO
has developed a Tool-Kit that guides government enterprises through the implementation and evolution of
enterprise architecture.

Private industry benefits from the resale of enterprise architecture modeling processes and information
technology in general. More and more government enterprises are recognizing the need to share
information. Government at every level reaps the highest benefits from sharing common ideas, common
approaches and the sharing of information and technology. The Tool-Kit is a product of the government
stakeholdersit isintended to support. The NASCIO Architecture Work Group, made up of volunteer
executive information technology professionals, has worked together to develop the Tool-Kit.

Three government agencies, at varying levels of implementing enterprise architecture (beginning,
intermediate and operational), were chosen to participate in avalidation program to determine the
implications for government enterprises to move toward the national template. The results of this
validation effort were incorporated into the final NASCIO Tool-Kit v1.0.

Three regiona development workshops were conducted to formalize the presentation of the national
template to government representatives and further enhance its applicability. A benchmarking process
has been developed and implemented to determine the readiness of municipal, county and state
governments to adopt the national enterprise architecture methodology. A number of states participated
in aface-to-face benchmarking effort. The additional states and the District of Columbiawill participate
in the benchmarking process through a benchmarking survey instrument.

Additionally, the feasibility of submitting the Enterprise Architecture Development Tool-Kit to nationally
recognized standards bodies such as |SO or IEEE for recognition, certification, and publication are being
explored. If deemed feasible, NASCIO will pursue the national certification.

Follow-on efforts to keep the Enterprise Architecture Development Tool-Kit viable, to integrate the
Adaptive Enterprise Architecture Development program with other national efforts for standardization,
and to expand municipal, county and state government participation are currently being defined.

Enterprise architecture viability initiatives include: a continued awareness program, performance
measures, technical assistance programs, progress tracking, and an on-going enterprise architecture
refresher program to keep the Tool-Kit current with emerging technology and government needs.
Integration efforts include mapping the enterprise architecture to the Concept of Operations that has been
developed by NASCIO, along with integration with other national standards initiatives conducted by
organizations such as the NASCIO Digital Government Work Group, the Global Infrastructure/Standards
Working Group and the National Governors Association.

Expanding government participation in this effort includes the development of partnerships with the
Federal CIO Council and municipal and county government entities that have been involved in the
development and validation activities as appropriate.
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INTRODUCTION

Concept - Why Architecture?

Adaptive enterprise architecture effectively supports the business of
government, enables information sharing across traditional barriers,

enhances government’ s ability to deliver effective and timely services, and . -greatly enhan(?e_
supports agenciesin their efforts to improve government functions and, government’'s abili ty
thereby, services. NASCIO has developed enterprise architecture to deliver effective

processes and templates that guide an organization through enterprise

architecture development and adoption, continually providing support that, and i mely SErVICES.

through standards, narrows the number of products to support and resultsin
reduced complexity. As product numbers and complexity decrease, cost
savings emerge. The Tool-Kit is the product of municipal, county and state government input and is
applicableto all levels of government with or without existing forms of architecture.

Adopting enterprise architecture increases the utility of an enterprise’ s data by facilitating information
sharing between data stores. Committing to an ongoing, renewable enterprise architecture process fosters
atechnol ogy-adaptive enterprise. Enterprise Architecture becomes aroad map, guiding all future
technology investments and identifying and aiding in the resolution of gaps in the entity’ s businessand IT
infrastructures.

Technology architecture provides technology commonality that reduces security risks by providing
standards for implementing security. It also promotes staff retention by simplifying training and support
requirements. It reduces the total cost of ownership by producing technology savings through component
commonality, joint purchases and reuse.

Implementing enterprise architecture requires a significant capital investment. It can be compared to
moving from an old house to anew one. The old house is a known entity; we understand what it costs to
live there. Moving to anew house, though, potentially requires capital investment for utility deposits,
connection fees, appliances, window coverings and landscaping. Y ou would not have been required to
make these investments if you had remained in the old house.

Most governments will not have unlimited capital to invest in implementing new enterprise architecture
and standards. |mplementing enterprise architecture via the big bang theory is not going to work.
Migrating to enterprise architecture within available budgets is the only viable method.

The implementation of technology architecture requires categorizing existing standards and legacy system
components into one of the following four technology categories. emerging, current, twilight, or sunset
standards. These categories are defined in the following paragraphs.

Emer ging technol ogies identify those developing or recently released technol ogies that are projected to
become industry standards. Though the items listed may seem to be the latest and greatest, they will
generally take some time to be tested and accepted by the industry as standards. It is generally
understood that these items should be considered carefully before implementing them within the
enterprise architecture.
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Current technol ogies represent items that are current standards for use within the enterprise. They have
been tested and are generally accepted as standard by the industry. These are the preferred technologies
of theday. These items comply with or support the Technology Drivers listed for the discipline.

Twilight technologies identify technologies that may still bein use, but are not the optimum. They may
be a deterrent to reaching the goals of the enterprise and are being phased out.

Sunset technol ogies identify technologies that are in use but do not conform to the stated technol ogy
architecture direction. The sunset component will have a date of discontinuance.

Future technology investment and new projects adhere to the adaptive enterprise architecture standards.
Over time, the enterprise infrastructure will migrate to the new technology architecture standards.

Enterprises with existing in-house architectures and standards can incorporate them into NASCIO’s
architecture templates. The organization need only categorize the existing architecture within the
provided templ ates.

Many view enterprise architecture standards as constraints that reduce flexibility in system devel opment
and deployment, hinder the ability to provide effective service, and increase the cost of service delivery.
In fact, enterprise architecture standards create commonality, increasing the enterprise’s capability to
provide effective information and services and to reduce the cost of delivering those services.
Implementation of NASCIO’ s adaptive Enterprise Architecture model provides thisincreased capability
through familiarity.

Repetitive use of common and adaptive enterprise architecture standards hel ps to identify and mitigate
project risks, increase project success rates, provide the enterprise with interchangeabl e staff and deliver
solutions more quickly. All of these represent opportunities for cost savings. The alternativeisto
continue to develop and deploy specialized information and business systems with proprietary
requirements that may or may not be compatible with other systems.

The debate over whether or not to implement adaptive enterprise architecture standards can be related to a
potential homebuyer’s decision to buy atract home or a custom-built home. Both perform effectively in
the role for which they were designed. Tract homes typically cost 40% less per square foot than custom
homes and rely on proven building plans, defined and readily available building materials, and contractor
familiarity with the building process. These advantages are less likely to occur in building a custom
home.

Implementing enterprise architecture standards provides a significant benefit in procurement and
purchasing. Standardswill reduce the variety of items purchased and allow the enterprise to consolidate
buying power. The reduced variety also minimizes support and training costs, because it resultsin amore
focused work force.

Additional benefits are realized in providing consistent and common languages in enterprise development
of Requests for Proposal (RFPs). Standards may be incorporated as requirements directly into the RFP,
leaving no question what the system requirements are from the contractor’s perspective. The vendor
community must comply with the requirements listed in the RFP and, therefore, can be held accountable
for their performance based on requirements that are consistent with the enterprise architecture. In
practice, this reduces the procurement cycle significantly. The state of Kansas has reduced its I T project
procurement cycle by an average of 41% since its implementation of enterprise architecture. Enterprise
architecture compliance also benefits municipal and county government when it is synchronized with
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state government effortsin the areas of information sharing, integrated services and purchasing through
statewide contracts.

A number of potential issues must be effectively addressed when implementing enterprise architecture.
These issues include designation of responsible parties for the enterprise architecture effort. Not
everyone will agree with the selection. Data ownership will become a political issue, as enterprise
architecture will integrate data from various business units. Identifying the most appropriate and effective
owner of the datais key to a successful integration of the data. There will be perceived winners and
losersin the process. Traditional system control and responsibility may be handed over to a more
appropriate caretaker based on the implementation of enterprise architecture and the integration of data.

Simply stated, adopting adaptive enterprise architecture will greatly enhance government’s ability to
deliver effective and timely services and to support agenciesin their effortsto improve the overall
functioning of government. Sharing information, maximizing resource investment, increasing technology
reuse opportunities, and meeting the public’s ever-increasing expectations for el ectronic access to
government information and services are major mativating factors driving the need for implementation of
common enterprise architecture and standards.

The necessity to share information electronically in atimely, secure and efficient manner is being driven
by the operational requirements of government entities at al levels. A host of state and federal legidative
mandates enacted in recent years, such as the Health Insurance Portability and Accountability Act
(HIPAA) and other government and private initiatives promoting standards for digital government,
communications, e-business and information technology, continue to build on an aready strong case for
the development of an adaptive enterprise-wide architecture that is widely accepted by government.

Sharing information makes better government. Shared information minimizes clerical errors, information
discrepancies and government loopholes. Once information is collected, it is warehoused in a centralized
location where it can be upgraded, backed up, archived and easily accessed many times by multiple users.

Public expectation for el ectronic access to government information and services continues to increase.
Citizens expect the same availability of information and efficiencies for government services as they
receive from the private sector for information, services and products. Digital government and e-
Government initiatives address these expectations. For example, government information and service
delivery in many areas have become available el ectronically on atwenty-four hour, seven day a week
basis without expanding office hours or increasing staff.

Common IT standards and technology architecture will provide guidelines for security, information
privacy, communications protocols, infrastructure build out, platform and operating system integration,
applications development, and user interfaces that will create efficiencies across a multi-disciplined
environment that include significant cost and time savings.

The approach to enterprise architecture development is similar to development in construction: Building
codes are designed to provide for standardization, safety and longevity in homes and buildings yet can be
adapted to specific requirements. For example, residential building codes typically require carpentersto
build with 2x4 boards that must be sixteen inches apart. The requirement provides for structural integrity
and safety, aswell as a number of additional benefits to building material manufacturers, construction
companies and occupants. Building material manufacturers make drywall, roofing materials, insulation
and ductwork designed to fit this standard. This reduces product line requirements and the need for
customized products.
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Because of the use of these standards, the construction industry realizes savingsin cost and time during
construction. Roofing, drywall, plumbing, electrical and heating/ventilation/air conditioning contractors
count on the fact that the studs are on sixteen-inch centersto gain efficiencies in installing those products.
Occupants benefit from lower building costs.

The following advice comes from the State of Kansas concerning the development of Enterprise
Architecture:

“ Regardless of the architectural development level with which an organization starts, certain criteria
should be considered in order for the end-product to be useful and accepted within the organization:

» Architectural principles must be derived from agency goals, objectives and written requirements.

» An architecture plan should guide individual agency information systems and technology
infrastructure decisions.

» Senior Managers, legidators, technical project architects, designers, developers, etc. must
under stand ar chitecture plans.

» The architecture should be developed within the enterprise-wide context of IT and technology
benefits.

» The architecture should enable flexibility and nimblenessin reacting to new changesin IT,
systems and data access.

In general, architecture should:

» Sl itsvision to government leaders and I T management.

» Help align the use of technology with strategic goals and objectives.

» Facilitate the communication of plans within a decentralized IT community.

» Help manage the increasing complexity of I T technologies.

» Facilitate“ bridging” new and emerging I T to legacy architecture.

» Provide guidance in adapting the architecture that packaged solutions bring to the architectural
vision.

» Becomplete and consistent and provide guidance to application developers, I T managers, and
end-users that need to plan, budget as well as, implement and use information technol ogy.

» Providefor easy access (less paper/fewer binders), be web enabled, easy to view, traverse and
query.

» Provide a meansto analyze how processes, tools, technology and people should interact to
produce I T solutions that achieve both individual and combined goals.”

Thereisacritical need for acommon set of IT standards and technology architecture that:

» Ensures adiscipline independent, adaptive, scalable and portable approach
* |Iscapable of being implemented in its entirety or in parts
» Will provide government with the guidelines necessary to migrate from their current environment

and take advantage of new technologies with appropriate consideration for legacy systems and
applications

NASCIO’ s adaptive enterprise-wide architecture development effort addresses this critical need.
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Overview of Enterprise Architecture Terms & Concepts

This Tool-Kit outlines some of the considerations to address as you
develop or move through the process to achieve adaptive enterprise

architecture. It is meant to serve as a guide in understanding the enterprise The Al’phl FeCture
architecture evolution process and provides process models and templ ates Blueprintisa
aswell as completed examples of several sections populated with plan and a
appropriate information. methodol ogy

NASCIO working group members, who represent county and state
agencies that either have implemented or arein the process of developing
enterprise architecture, have compiled the information provided in the samples.

ARCHITECTURE ANALOGY

When we plan to build a house, we rely on the knowledge and experience of others who have successfully
gone through the building process. We either hire an architect to draw up plans or begin from plans that
aready exist. In either case, plans are used as a guide to provide information on the necessary
components, considerations and standards.

Theoriginal plans are a blueprint and are adapted to include the particular requirements and wishes of the
owner. Though thereis room to make changes based on needs and wishes, there are still certain
standards that must be followed, such as electrical standards, common structure features, etc. Standards
such as placing studs and flooring joists on 16" centers; using 3-pronged, grounded electrical outlets;
utilizing electric circuits; placing electrica outlets; and using common plumbing fittings make home
building less costly. This commonality ensures they are more structurally sound and easier to fix or
repair. We also know that, though certain deviations are possible, they may result in more costly
construction or difficulty when it comes time to maintain or resell.

In today’ s world, information sharing is critical, enterprise architecture is essential, and certain building
principles must be followed. Standards are required to accommodate the ever-increasing need for
interaction among agencies and organi zations.

Most people do nat think twice when plugging in their appliances at their new home. They can expect the
plug will fit and the appliance will work, no matter which room or which house they arein, whether it is
next door or in another state. Thiswould not be possible if common building principles and standards
had not been devel oped.

Construction of a new home or any building is very complex. There are many functional areas of concern
and many steps to consider. Though drawing up the plan or blueprint may seem time-consuming and
laborious, we would not think of building a home without the detailed plan.

Creation of enterprise architecture can also be complex, but having an architecture blueprint or planis
essential for the enterprise, just as starting with the architectural planis essential to a sound home.

The purpose of this document isto provide a guide for creating government enterprise architecture or a

“guide for creating your blueprint”. The Tool-Kit can be compared to an initia set of blueprints to use as
the starting point when working to create the final plan.
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Therefore, the Tool-Kit is not meant to dictate the final product, but to provide principles, standards, best
practices, etc. as examples for government agencies creating their own architectura framework. Certain

standards may not be necessary to a particular organization; however, these standards may be essential to
sharing information across organizations and to maintaining viability into the future.

Enterprise architecture can be compared to creating awell planned home, but in an even broader sense, it
can be compared to devel oping a well-planned community. As aguide, enterprise architecture alows
each entity the flexihbility to build its enterprise architecture to meet its specific requirements, but it also
provides common templates to address the essentials, meet the standards and work through the issues that
allow interoperability and information exchange.

Defining, creating and maintaining enterprise architecture is an evolving, long-term process. A strong
commitment is required to dedicate the resources and time required to define the enterprise architecture.
Likewise, it is also the intention of the NASCIO work group that this Tool-Kit/Template Package be a
living document, evolving and being updated on aregular basis. Theintent isto include itemsthat are
beneficia to agencies developing and actively working on their enterprise architecture devel opment
process.

FRAMING THE ENTERPRISE ARCHITECTURE

There are numerous items to consider when undertaking a construction project like a house, government
building or city planning. So many, in fact, that listing each item to consider would soon become
overwhelming. Without some structure for documenting the items to be addressed and a plan for
completion, these projects would be impossible.

This section describes concepts for managing the elements
of enterprise architecture.

The Enterprise Architecture Framework is an overal
framework that allows the framing of all of the architecture
elements and defines the interrel ationships between them in
aconsistent and organized fashion.

The Enterprise Architecture Framework graphic
in Figure 1 provides a pictoria view of how the
various elements in the Enterprise Architecture
Framework interact and influence each other.
je—rl;]t?er%?’?lsz g:gh?‘tg:etﬁt:;:eoietgreeggipetéve Influences ; Influences 1 Influences
conceptually in this graphic. Government
entities should provide asimilar
conceptual diagram when implementing
their Enterprise Architecture Framework.

ARCHITECTURE
BLUEPRINT

TECHNOLOGY
ARCHITECTURE
FRAMEWORK

BUSINESS
ARCHITECTURE
FRAMEWORK

ARCHITECTURE GOVERNANCE FRAMEWORK

Figure 1. Enterprise Architecture Framework
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As can be seen in the pictorial representation of the Enterprise Architecture Framework there are four
major Enterprise Architecture Framework Elements:

Architecture Governance Framework

The Architecture Governance Framework includes the governance roles, elements, and processes
required in maintaining adaptive enterprise architecture.

The Architecture Governance Framework provides a sound governance model to support implementation
and management of the architecture as necessary to ensure the enterprise achievesits objectives. The
architecture governance framework must be resilient enough to alow for those in primary governance
rolesto learn and adapt, manage the risks, and appropriately recognize opportunities and act upon them.
This section of the Tool-Kit supports NASCIO' s architecture program by providing municipal, county
and state governments a method of establishing effective architecture governance.

Business Architecture Framework

The Business Architecture Framework includes the framing elements required to document the
Business Architecture Blueprint. The Business Architecture is broken down into the Business
Drivers (Enterprise Business Principles, Business Best Practices, and Industry Trends), as well
as Business Architecture Processes and Business Architecture Blueprint Templates. The result of
utilizing the Business Architecture Framework is the Business Architecture Blueprint.

The Business Architecture Framework is currently only outlined at this point. In future effortsit will
provide:

» Categoriesfor Business Drivers within the Business Principles, Business Best Practices and
Industry Trends

» A Business Architecture Blueprint Framework that will include:

— Business Architecture Processes
— Business Architecture Blueprint Templates

Technology Architecture Framework

The Technology Architecture Framework includes the framing elements required to document the
Technology Architecture Blueprint. The Technology Architecture is broken down into the
Technology Drivers (Enterprise IT Principles, I T Best Practices, and Technology Trends), aswell
as Technology Architecture Processes and Technology Architecture Blueprint Templates. The
result of utilizing the Technology Architecture Framework is the Technology Architecture
Blueprint.

The Technology Architecture Framework provides a sound set of technology framework elementsto
support implementation and communication of the technology architecture. The mapping of the IT and
Business Strategic Elements with the Technology Driversisvital in verifying that the architectureis
aligned with the enterprise direction. The Technology Blueprint Templates must be concise and
consistent to assure uniformed documentation across the enterprise. It is through the completion of these
templates that the Technology Architecture Blueprint is communicated throughout the enterprise.
Vendors, employees, and business users must all be able to understand the type of information that is
provided and where to find it.
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Architecture Blueprint

The Architecture Blueprint is the collection of the actual standards and specifications that define
how the Business and I T Portfolios are and will be built.

As new technology is brought into the enterprise and older technology is replaced, the Architecture
Blueprint needs to be updated to reflect the change in the Business/I T Portfolio structure.

Architecture Blueprints provide the means to implement technology into the enterprise in atimely and
efficient manner. The vitality of the architecture provides for information concerning the current
technology of the enterprise that is “real-time” and accurate. The benefits of timely decisions based on
improved information include cost savings based on better-informed decisions and cost savings due to the
advantage of shared buying power. This more than justifies the effort of developing and maintaining the
enterprise architecture.

The Enterprise Architecture Framework consists of three types of information:

e Satic Information — Information that changes only on an annual to bi-annual basis. The
Architecture Governance Framework is a good example of static information.

» Semi-Satic Information — Information that changes only when a major shift in the business or
technology occurs. The Business and Technology Architecture Frameworks are considered semi-
static. Business and Technology Drivers will change as new and improved ways of providing
services to the stakehol ders are found.

» Dynamic Information — Information that is reviewed and updated frequently, typically every four
to six months. New information will be added on a monthly basis as various groups in the
organization have business or technology solutions added to the Business/IT Portfolio. The
Architecture Blueprint (comprised of Business and Technology Architecture Blueprints) is
dynamic.

BREAKING THINGS DOWN INTO WORKABLE PARTS

Once the city planners have zoned the various parcels of the land, the individual architects and general
contractors can begin to plan the communities and business that will service the city. Thisalowsthe
management of the city’s building plans from a more modular perspective.

Just asin the analogy, we need to break the Enterprise Architecture Framework elements into workable
modul es that can be addressed separately, but in concert with each other. It isimportant to review these
pieces so that, when they are brought out in the details, the reader will understand where they fit and how
they interact.
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Architecture Governance Framework

Includes the parts of the Enterprise Architecture Framework that will structure the individuals
and groups that are working on the architecture and the processes they will be utilizing.

Four main components of the Architecture Governance Framework are:

» Enterprise Architecture Framework Elements — Elements that pertain specifically to the adaptive
enterprise architecture. The Enterprise Architecture Framework Elements include:

— Architecture Governance Framework (including Lifecycle Processes and Templates)
— Business Architecture Framework

— Technical Architecture Framework

— Architecture Blueprint

+ Business Architecture Blueprint
« Technology Architecture Blueprint

 Architecture Gover nance Roles — Structures of the individuals and groups that are working on the
architecture. Thisisdonein arole-based, rather than position-based, view. Thisalowsthe
various levels of government to decide for themselves the positions and groups that will perform
the various roles required to accomplish architecture.

 Architecture Governance Processes — Processes that go into setting up the governance and
keeping it vital in the organization throughout the architecture process.

» Architecture Lifecycle Processes - Definition and flow to show how the various architecture
lifecycle processes interact with each other to create a continuous cycle of renewal of the
architecture information.

Business Architecture Framework

The Business Architecture Framework includes the parts of the Enterprise Architecture
Framework that will structure business direction and existing business services.

Two main components of the Business Architecture Framework are:

» Business Architecture Blueprint Framework — Templates on how the business architecture
information will be provided and processes on how to document the business architecture
information.

» Business Drivers— Internal goals and strategies and external trends that influence the business.
These are captured in three stages of drivers:

— Industry Trends — Emerging trends within the business world that are impacting how services
and information will be provided.

— Business Best Practices — Those trends and approaches that over time have proven to be the
most successful at providing the services and information.

— Business Principles — Business practices and approaches that the organization choices to
ingtitutionalize to better all services and information provided.
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Technology Architecture Framework

I ncludes the parts of the Enterprise Architecture Framework that will structure technology
direction and existing I T services.

Two main components of the Technology Architecture Framework are:

» Technology Architecture Blueprint Framework — Templates and processes that aid in providing the
technology architecture information.

Architecture Blueprint Template levelsinclude:

— Domains - The natural divisions of the technical architecture and the main building blocks of the
technology architecture blueprint

— Disciplines - The logical functional subsets of a Domain. Disciplines allow further breakdown
of the Domain into manageable pieces.

— Technology Areas - Those technical topics that support the technology functional areas of the
architecture blueprint. Guidelines and standards, which apply to multiple product components,
can be addressed at the Technology Arealevel rather than being repeated for each product at the
Product Component level.

— Product Components - The protocols, products (families) and configurations specific to a
technology area.

— Compliance Components - The guidelines, standards and legidative mandates associated with a
Discipline, Technical Component, and/or Product Component as appropriate.

Figure 2 provides a pictorial view of the relationship between the five technology architecture blueprint
templates. As can be seen from the graphic, these pieces work together to ensure the complete
documentation of the Domains that form the Technology Architecture Blueprint.

» Technology Drivers— Internal business processes and needs and externa innovation that influence
technology. These are captured in three stages of technology drivers:

— Technology Trends — Emerging trends within the technology world that are impacting how
services and the IT Portfolio will be provided.

— IT Best Practices — Those trends and approaches that over time have proven to be the most
successful at providing the services and IT Portfalio.

— IT Principles — Those practices and approaches that the organization choicesto institutionalize
to better all servicesand IT Portfolio pieces provided.
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DOMAINS

* Each Domain may have one or morg
Disciplines.

* Each Discipline will contain detail for
one or more Technology Areas.

* Product componenis are specified
under Technology Areas as appropriale.

* Compliance Components can be
documented at the Discipline,
Technology Area, andfor Product
Component levels, using the same
femplate.

Compliance
Components

Figure 2. Template Relationships

* Architecture Blueprint — The term Architecture Blueprint refers to the dynamic information that is
documented for the enterprise utilizing the Business or Technology Architecture Blueprint
Templates. This dynamic information becomes the essence of the enterprise architecture, showing
exactly how the services, information and Business/IT Portfolio in the organization will be
delivered.

CONCLUSION

It is through the enterprise architecture frameworks and framework elements that the NASCIO Tool-Kit
provides a governmental enterprise the means to apply adaptive enterprise architecture, which aidsin a
structured and consistent delivery of services and information.

The architecture blueprint is not a document that you produce once, store on the shelf and reference on
occasion. It isaplan and a methodology; it must be both or it has no value. Just as with city plans and
building codes, it is constantly being renewed and updated to meet the demands on the organization.
There will be good decisions and bad decisions on the way, but having the information surrounding the
decisions captured allows for better analysis for future decisions.
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i Overview of Tool-Kit Structure

Figure 3 provides a pictorial overview of the Tool-Kit structure. While the
Table of Contents provides directions for the getting to various portions of .
the Tool-Kit, this graphic provides the map. Aswith any map, this section The Tool 'K't
provides an overall view to help you determine where you are and to assist Structurefigure
with your navigation through the Tool-Kit. provides the map

of the Tool-Kit.

Figure 3. Tool-Kit Structure
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The following outline highlights the instructional sections of the Tool-Kit.

GOVERNANCE ARCHITECTURE

The section on Architecture Governance will be of particular interest to those who currently guide or
manage the organization’ s enterprise architecture or will do so in the future. Organizations with
Architecture Governance in place will benefit by using the information on roles and responsibilities
contained in this section as an assessment tool. They will also benefit from the sample organizational
charts, provided by state, county and city governments.

Architecture Governance covers the following topics:

» Architecture Governance Framework

— Enterprise Architecture Framework Elements

— Architecture Governance Roles

— Governance Samples, including sample organization charts and mapping to Architecture
Governance roles and responsibilities

— Architecture Governance processes

» Architecture Life Cycle Processes

— Documentation

- Review

— Communication

— Compliance

— Architecture Framework Vitality
— Architecture Blueprint Vitality

BUSINESS ARCHITECTURE

This section will cover items of interest to devel opers of enterprise architecture, providing insight for
organizations to establish the business drivers, and processes necessary to ensure that the technical
solutions will address the business needs of the organization.

Business Architecture covers the following topics:

» Business Architecture Framework

— Business Drivers covering Business Principles, Best Practices and Industry Trends
— Business Blueprint Framework

« Business Architecture Processes
+ Business Architecture Blueprint Templates

e Business Architecture Samples

— Business Driver Samples
— Business Blueprint Samples
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TECHNOLOGY ARCHITECTURE

Those who will be guiding, managing or developing the organization’ s enterprise architecture will benefit
from the Technology Architecture section of the Tool-Kit. This section provides detailed information
such as process models, templates for documenting the technology and compliance criteriain use or
anticipated within the organization. This section also includes sample tools, data and reports relative to
technology architecture, compiled from municipal, county and state governments with successful
enterprise architecture programs.

» Technology Architecture Framework

— Technology Drivers covering Enterprise IT Principles, IT Best Practices and IT Technology
Trends
— Technology Blueprint Framework

» Technology Architecture Processes
« Technology Architecture Blueprint Templates

e Technology Architecture Samples

« Technology Driver Samples
+ Technology Blueprint Samples

APPENDIX

» Lexicon of terms used through the Tool-Kit.
» Sample Discipline Descriptions as used within the Tool -Kit.

* A Role & Responsibility Matrix, which provides an “at-a-glance” reference of the responsibilities
of specific role, the items acted upon and the roles that interact regarding the responsibility.
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GOVERNANCE ARCHITECTURE

NASCIO has established an Adaptive Enterprise Architecture Program to assist all levels of government
with the adoption of adaptive enterprise architecture. The Architecture Program has devel oped a Tool-Kit
identifying an enterprise architecture framework and methodology for devel oping an adaptive enterprise
architecture that effectively aligns information technology with the enterprise business direction.

A sound governance framework to support implementation and management of the enterprise architecture
is necessary to ensure the enterprise achieves its objectives. The governance framework must be resilient
enough to alow for those in primary governance rolesto learn and adapt, manage the risks, and
appropriately recognize opportunities to take advantage of technology and act upon them.

This section of the Tool-Kit on governance supports NASCIO’ s architecture program by providing
municipal, county and state governments an understanding of and a method for establishing effective
enterprise architecture governance structures. It effectively supports the gap analysis of existing
governance structures, identifying methods to improve governance performance, as well asthe
development of a governance structure in its entirety.

The Architecture Governance Framework information presented in this section defines the purpose of
governance, the concepts of Enterprise Elements and Enterprise Architecture Framework Elements, and
governance roles and the process. Additionally, samples of effective governance organizationa charts
from municipal, county and state government are provided for reference.
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Architecture Governance Framework

Architecture Governance isthe
responsibility of executives, aswell as
stakeholders, such as citizens, businesses,
employees and other organizations,
throughout the enterprise. Governance
consists of the leadership, organizational
structures, direction, and processes that
ensure Information Technology (IT) sustains
and extends the enterprise’ smission,
strategies and objectivesin aplanned
manner.

ARCHITECTURE GOVERNANCE FRAMEWORK

The purpose of architecture governance is to direct or guide initiatives, to ensure that performance aligns
the enterprise business by taking advantage of the associated benefits, to enable the enterprise business by
exploiting opportunities, to ensure I'T resources are used responsibly and Technology Architecture-related
risks are managed appropriately.

Architecture governance istypically applied in layers. Strategy and goals are rolled down into the
organization. Team leaders report to and receive direction from their managers, managers report to the
executive and the executive reports to the mayor or governor. Deviations from goals and standards are
reported and include recommendations for action requiring endorsement by the governing layer.

ENTERPRISE & ARCHITECTURE GOVERNANCE ELEMENTS

GOVERNANCE APPROACH

The Governance Approach presented here relies on the development, collection, and utilization of
“ Enterprise Elements” . Enterprise Elements consist of information developed and documented by both
the business and IT communities within the enterprise.

Information contained in these Enterprise Elements becomes the foundation for building the Enterprise
Architecture Framework Elements. Enterprise Architecture Framework Elements consist of Governance,
Business, and Technology Architecture Frameworks, as well as the Architecture Blueprint for the
enterprise. These four elements are the foundation for a comprehensive Enterprise Architecture
Framework. These established Enterprise Architecture Framework Elements provide the capability to
categorize and identify the details of the enterprise architecture including business needs, technological
direction, architecture lifecycle processes and overall enterprise architecture program specifics.

ENTERPRISE ELEMENTS

Enterprise Elements are identified in this section along with a high-level explanation of their relationships
to the Architecture Governance Elements. A detailed understanding of these relationships can be gained
from the Governance processes identified later in this section. Enterprise Elements aid in communicating
information throughout the enterprise and can be classified in three categories: strategic, procedural and
tactical.
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“Srategic” Enterprise Elements aid in top down communication within the enterprise and ensure
enterprise-level strategies are addressed appropriately within the EA Framework. Some examples of
Strategic Enterprise Elements are:

» Enterprise Direction

* Mission Statements

* Organizational Charts

» Operating Budgets

o Strategies, Goas, & Objectives
e Strategic Initiatives

“Procedural” Enterprise Elementsaid in providing the trandation of the top down communication into
the bottom up communication and identify the implementation relationships to the Strategic Enterprise
Elements. Some examples of Procedural Enterprise Elements are:

* Project Methodologies

» Service Policies and Procedures

» Procurement Policies and Procedures
» Adaptive Enterprise Architecture

“Tactical” Enterprise Elementsaid in providing information from the bottom of an enterprise up and
provide the actual delivery of the various services, products and initiatives. Tactical elements provide
opportunity for measuring the effectiveness of the enterprise architecture efforts. Some examples of
Tactical Enterprise Elements are;

» Tactica Initiatives

* Services

* Projects

» Specific Budgets (Project or Unit)

Figure 4 illustrates the flow that the Enterprise Elements follow from the enterprise perspective, along
with their relationships. .
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ENTERPRISE ELEMENT RELATIONSHIPS

Strategic elements trandlate into both the procedural and tactical e ementsto accomplish the identified
goals and objectives of the enterprise. It makes little difference whether an organization utilizes Strategic
Planning, Enterprise Direction Statements, or Mission Statements to communicate the various strategic
elements. All organizations have, in some form, strategic elementsthat are then translated into procedural
and tactical elementsto aid in implementation.

Strategic Elements can be communicated in various ways including, but not limited to:

e Enterprise Direction

* Organizational Charts
* Mission Statements

o Strategic Plans

e Strategic Initiatives

» Enterprise Budgets

Procedural elements address questions such as what is the best delivery method, which payment options
give the best value, and which enterprise architecture best matches the strategic element. Through
utilization of the procedural elements, Strategic Initiatives will provide better opportunities to leverage
services across the enterprise. Thisinformation is provided as feedback into the strategic elementsto aid
in refining existing strategies and developing new strategies.

There are processes and information available to the service and project teams that are designed to help
the business and IT communities consistently and methodically execute projects, purchases, and
implement technology solutions. Among these are:

» Procurement Policies and Procedures
* Project Methodologies

» Service Polices and Procedures

» Adaptive Enterprise Architecture

Implementation work begins with the tactical elements, once the delivery method/procedureis
determined, the enterprise architecture solution is identified, and the procurement vehicle is established.

It isthrough the tactical elements that the strategic elements are brought to fruition. Tactical el ements can
include:

* Project Teams

» Service Teams

e Tacticd Initiatives

* Project/Departmental Budgets

Asthe project and service teams work with the various procedural elements, they may see ways to
improve the methods, policies, and procedures. These improvement suggestions need to be fed back into
the procedural elementsto aid in future implementation efforts.
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All three levels of enterprise elements are required to have an effective and adaptive enterprise:

» Strategic elements provide direction.
» Procedura elements provide consistent, timely, and budget-conscience deliveries.
» Tactical elements provide day-to-day implementation of the services and products.

ENTERPRISE ARCHITECTURE FRAMEWORK ELEMENTS

Now that the overall, top-down flow of Enterprise Elements from Strategic Elements to specific Tactical
Elements has been established, their relationship with Enterprise Architecture Framework Elements can
be explained (see Figure 5). Enterprise Architecture Framework Elements pertain specifically to the
adaptive enterprise architecture and therefore, fall within the scope of enterprise architecture governance.
The Enterprise Architecture Framework Elements include:

» Architecture Governance Framework (including Lifecycle Processes and Templates)
» Business Architecture Framework

» Technology Architecture Framework

 Architecture Blueprint

In Figure 5, the Enterprise Architecture SR
Framework Elements are placed between the

Strategic Elements and the Tactical Elements. G o e [
Similar to Project Methodol ogies/Service

Policies/Procedures and Procurement
Policies/Procedures, the Enterprise Architecture ARCHITECTURE
Framework Elements define the adaptive L
enterprise architecture that supports the project
and service teams, which methodically and
consistently bring solutions to the enterprise.

Procedural Elements

; Influences ;

TECHNOLOGY
ARCHITECTURE
FRAMEWORK

Influences Influences

BUSINESS
ARCHITECTURE
FRAMEWORK

Strategic Elements, focused on Business
Strategies, provide the information for the
Business Architecture Framework at the
business executive level. The Strategic s FE oS
Elements, focused on Technology Strategies,

along with the Business Architecture LI
Framework, aid in establishing and confirming g
the Technology Architecture Framework.

Figure 5. EA Supports Enterprise Elements
The Technology Architecture Framework can
also influence the Business Architecture Framework. The affect the Internet has had in changing the way
businesses interact with their customersis a good example of how technology can influence business.

The Technology Architecture Framework capturesthe IT enterprise principles, IT best practices, and IT
technology trends.

It is through established processes and templates that the Business Architecture Framework and the
Technology Architecture Framework are finalized and maintained. These processes and templates are
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discussed in detail later in the Business Architecture and Technology Architecture sections of this Tool-
Kit.

Once these foundation pieces of the enterprise architecture are in place, the Architecture Blueprint can be
produced. The Technology Architecture Blueprint contains the data on products and compliance criteria
that is documented, reviewed, and communicated throughout the enterprise. Technology Architecture
Blueprints may differ in the levels and categories of information documented, but at a minimum, they
must contain products and compliance criteria. The Architecture Blueprint is utilized by various builders
of the Business/IT Portfolio to assure they are meeting the compliance criteriaidentified by the adaptive
enterprise architecture.

ARCHITECTURE GOVERNANCE ROLES

Well-established roles and responsibilities for Architecture Governance are essential to implementing
successful enterprise architecture programs. Architecture Governance roles cover responsibility for such
itemsas:

» Ensuring the Enterprise and Enterprise Architecture Framework Elements effectively represent the
needs and wishes of the enterprise.

» Defining the Enterprise Architecture Framework and Blueprint.
» Maintaining the vitality of the Enterprise Architecture Framework and Blueprint.

In this section, the roles are specific to the function performed. When an organization developsits
Architecture Governance structure, the roles will be distributed among individuals, groups, or committees
as best meets the needs of the organization.

Two types of governance roles are identified in this section: primary roles and supportive roles.

Primary roles are roles that consistently work with the Enterprise Architecture Framework Elements.
Supportive roles differ from primary rolesin that they work with the Enterprise Architecture Framework
Elements on an as-needed basis. Eight primary roles and seven supportive roles are identified to aid in
governing the on-going Architecture lifecycle:

ARCHITECTURE GOVERNANCE ROLES
Primary Roles Supportive Roles

Overseer Subject Matter Experts (SME)

« Champion » Services Teams

e Manager * Project Teams

e Documenter ¢ Procurement Manager

« Communicator » Project/ Services Methodology Communicator
¢ Advisor » Special Interest Groups

* Reviewer « Enterprise Executive

* Audience
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Figure 6 shows the primary and supportive roles and their close relationships within the Enterprise

Architecture Framework.
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Figure 6. Roles & Responsibilities

32

Enterprise Architecture Development Tool-Kit v2.0



Each of the governancerolesis described in detail in this section. For each role the following information
is provided:

» Description — Therole and its relationship to other roles.

* Implementation recommendations — Is the role better implemented as a committee or asasingle
position?

» Checks and Balances — Should this role be implemented in combination with other roles and what
combinations to avoid.

* Full-time/ Part-Time — Istherole typically considered full-time or part-time.

» Role Sgnificance — Istherole critical, necessary, or helpful. If theroleiscritical or necessary, a
comment addressing the risk of non-implementation is provided under “Missing Role Risk”.

» Missing Role Risk — An explanation of therisk incurred if the role is missing from the governance
model. Included only for critical or necessary roles.

Appendix C contains a Role & Responsibility Matrix, which provides an “at-a-glance” reference of the
responsibilities of each Architecture Governance role, the items acted upon and the roles that interact
regarding the responsibility.

PRIMARY ROLES
Overseer

» Description: The Overseer isarolethat is established by legidative mandate or similar directive
from the Enterprise Executive. Membership on the committee is usually by appointment from the
establishing organization or designated representative. A committee, team or group typicaly fills
therole of Overseer. The Overseer isresponsible for ensuring that Business and IT plans follow
the proper direction for the enterprise and that the associated budgets are well spent.

» Implementation Recommendation: The role of Overseer is best implemented as acommittee. An
informed, consensus opinion must be obtained for effective oversight.

» Checksand Balance: Therole of Overseer can be combined with the roles of Manager, Advisor,
Communicator, and Subject Matter Expert. Combining the role of Overseer with the role of
Reviewer is not recommended.

* Full-time/ Part-Time: Therole of Overseer is considered part-time.
* Role Sgnificance: Helpful
* Missing Role Risk:
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Champion

Description: While every individual associated with the enterprise architecture effort should be its
“champion” by continuously promoting, advertising, marketing, and participating, the role of
Champion istypically an executiverole. Potentially the role of Champion is held by an executive
at the CIO or equivalent level, and is responsible for ensuring the enterprise goals and objectives
set out by the enterprise architecture efforts are met. Though the role of Champion is not directly
involved in the specific enterprise architecture processes, the Champion provides the cheerleading
and public relations that the adaptive enterprise architecture effort requires to be successful. The
Champion is also responsible for promoting the benefits that will be accomplished by creating
adaptive enterprise architecture. Aswith any effort that is conducted at the enterprise level of an
organization, a Champion is essential for success throughout the enterprise.

I mplementation Recommendation: The role of Champion is best implemented as an individual;
however, everyone connected with the enterprise architecture effort should be a champion of the
effort. Having an executive-level management Champion for the adaptive enterprise architecture
effort isvital to its success, especialy in getting started and when seeking compliance.

Checks and Balance: The role of Champion can be combined with the Advisor and/or Manager.
Full-time/ Part-Time: The role of Champion is recommended as part-time.
Role Sgnificance: CRITICAL

Missing Role Risk: Lack of executive support and enterprise visibility. Enterprise architecture
effort would not be empowered.

Manager

Description: The Manager is an executive that is responsible for the coordination of the overall
enterprise architecture effort. The manager seeks guidance and support from the Champion on
enterprise architecture related matters such as selecting individuals to fulfill enterprise architecture
roles or enterprise architecture review items that require executive approval. The Manager also
receives clarity and support from the Advisor on Strategic Elements from both the businessand IT
communities within the enterprise.

The Manager chairs and directsthe role of Reviewer. The Manager also receives evaluations and
recommendations from the Reviewer. Both the Manager and the Reviewer sharein the
responsibility of approving or rejecting enterprise architecture requests. The Manager appoints
and directs the Documenters. The Manager spells out the responsibilities of the Documenters both
in processes and in scope of work.

The Manager provides information to the Communicator to:

— Promote the overall enterprise architecture effort.

— Specify who can see what information.

- ldentify what information is available during the various enterprise architecture process steps.

I mplementation Recommendation: This Manager role is best implemented as an individual, not a
committee. Theindividual should have a solid technical background and, ideally, the Chief
Architect or equivalent should fill therole at the enterprise level. Precise decisions and direction
are needed.

The Manager role can be extended into multiple roles at varying levels or in various organizations
within the enterprise. Extended Managers act as an extension of the enterprise level Manager and
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essentially fulfill the same responsibilities, except that they are taking their guidance and direction
from the enterprise level Manager.

Checks and Balance: The Manager role can be combined with the Champion and/or
Communicator Roles. The Manager can be a Reviewer but should not be the only Reviewer. The
combination of role of Manager with the role of Advisor is not recommended.

Full-time/ Part-Time: The Manager role is recommended as full-time.
Role Sgnificance: CRITICAL

Missing Role Risk: Lack of guidance and a single consistent vision.

Documenter

Description: The Documenter can be either a senior and junior level IT staff. A Documenter’s
primary responsibility isto maintain the various Governance Elements. Based on the
Documenter’s scope, which is directed by the Manager, the Documenters maintain the following:

— Architecture Governance Framework
— Business Architecture Framework

— Technology Architecture Framework
— Architecture Blueprint

Thefirst three Governance Elements are fairly static and change only due to updates to the
Strategic Elements or approved enterprise architecture process improvement suggestions. The
Architecture Blueprint Documenter is an on-going role that is constantly reviewing the Business/
IT Portfolio and emerging technologies to bring about the best, integrated solutions for the
enterprise. The Documenter is responsible for providing information regarding updates to the
various Enterprise Architecture Framework Elementsto the Reviewer and the Communicator.
After the Documenter receives the results of the evaluation from the Reviewer, the Documenter is
responsible for updating the Enterprise Architecture Framework Elements to include a summary of
theresultsfor historical purposes.

I mplementation Recommendation: The role of Documenter is best implemented as a committee.
A consensus opinion must be put into the documentation. Architecture Blueprint Documenters
often make up Domain Committees responsible for documenting the discipline set that makes up
their assigned domain.

Checks and Balance: Therole of Documenter can be combined with the role of Subject Matter
Expert, Support Teams, and/or Project Teams. The combination of role of Documenter with the
role of Reviewer and/or Communicator is not recommended.

Full-time/ Part-time: The role of Documenter is recommended as part-time. At the start of the
Architecture Blueprint documentation period, this may be afull-timerole.

Role Sgnificance: CRITICAL

Missing Role Risk: No documented business or technical architecture blueprint available for
communication, review or compliance.
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Communicator

Description: The Communicator is the conduit for Enterprise Architecture information into the
enterprise. Anindividual with experiencein technical writing and/or end user reporting, best fills
the Communicator role. Thisindividual can be ajunior level IT staff member. Based on
parameters established by the Manager, the Communicator both pulls information on behalf of a
request and pushes information to the Audience. Information is provided to the Communicator
from the following threeroles:

— The Documenter
— The Reviewer
— The Manager

Though information can be requested from any of the Architecture roles, the requests will come
primarily from the roles of:

— Audience

— Service Teams

— Project Teams

— Subject Matter Experts

— Special Interest Group

Implementation Recommendation: Every individual involved in the enterprise architecture effort
has certain inherent communications responsibilities as defined by their designated role. However,
the role of Communicator is best implemented as an individua rather than a committee. Precise,
formal communication is needed. Differing communication styles can cause for confusion to the
Audience.

Checks and Balance: The Communicator role may be combined with the Reviewer and/or
Manager. Combining Communicator role with the role of Documenter is not recommended.

Full-time/ Part-time: The Communicator role is recommended as part-time.
Role Sgnificance: CRITICAL

Missing Role Risk: Lack of visihility, understanding, and accountability in the Architecture
Blueprint. Compliance is difficult to ascertain absent an understanding of the previous Audience
communication that identified the version of the Architecture Blueprint used for future compliance
reviews.

Advisor
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Description: An Advisor is an executive that provides clarity and support to the Manager of the
enterprise architecture. This Advisor serves as arepresentative of the Strategic Elements from
both the business and IT communities within the enterprise. This executive will also provide
guidance on enterprise architecture variance requests from a business and economic perspective.

I mplementation Recommendation: Thisrole can be implemented as an individual, multiple
individuals, or acommittee. Guidance, decisions, and direction are needed that encompasses all
organizations within the enterprise. Advisors should be identified in a manner that effectively
represents the enterprise.

Checks and Balance: Thisrole can be combined with the roles of Champion. The Advisor can be
a Reviewer but should not be the only Reviewer. The combination of role of Advisor with the role
of Manager is not recommended.
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» Full-time/ Part-time: The Advisor role is recommended as part-time.
* Role Sgnificance: Necessary

» Missing Role Risk: A well-rounded perspective of the enterprise needs and requirements will be
absent.

Reviewer

e Description: The Reviewer can be an executive or senior-level IT person. The Reviewer is
responsible for eval uating the suggested Architecture Governance Elements changes for the
Manager. The Reviewer may seek advice from the various Subject Matter Experts prior to making
arecommendation. The Reviewer may need clarity from the Documenter.

For Architecture Review Items that require executive approval, the Reviewer will ask the Manager
for assistance. Reviewer provides recommendation and reviewed information to the
Communicator and the Manager.

» Implementation Recommendation: The role of Reviewer is best implemented as a committee.
More than one opinion must be put into the review.

e Checksand Balance: The role of Reviewer can be combined with the roles of Communicator,
Subject Matter Expert, Support Teams, and/or Project Teams. The combination of role of
Reviewer with the role of Documenter is not recommended.

e Full-time/ Part-time: The Reviewer roleis recommended as part-time.
* Role Sgnificance: CRITICAL

» Missing Role Risk: Lacking more than one set of eyesfor quality assurance and variety of
perspectives.

Audience

» Description: The Audience is made up of various groups of identified stakeholdersin the
Architecture Governance Elements, including:

— Enterprise executives, departmental managers, and enterprise business leaders.

— Internal and external IT Staff that are creating and maintaining I T services for the enterprise.
- Vendors that provide or wish to provide technology solutions to the enterprise.

— Various enterprise architecture team members.

— Executive IT staff members.

» Implementation Recommendation: Please see the above description for the various
implementations of thisrole.

» Checksand Balance: None

» Full-time/ Part-time: Therole of Audience is considered part-time.

* Role Sgnificance: Necessary

» Missing Role Risk: Lack of architecture stakeholders. Must identify those held accountable for
compliance and ensure communications are delivered in atimely manner.
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SUPPORTIVE ROLES

Subject Matter Experts

Description: Aninternal or externa group that provides knowledge on a given subject. Subject
Matter Experts contribute information to the following:

— Documenter

- Reviewer

— Service Teams
— Project Teams

Implementation Recommendation: Thisrole is best when implemented as a committee or a group.
More than one opinion must be put into the expert advice.

Checks and Balance: Thisrole can be combined with the Documenter, Support Teams, and/or
Project Teams. The combination of role of Subject Matter Expert with the role of Reviewer of the
same effort is not recommended.

Full-time/ Part-time: This Subject Matter Expert role is recommended as part-time.
Role Sgnificance: Necessary

Missing Role Risk: Possible mandate of incorrect product or compliance criteria.

Services Teams

38

Description: Services Teams support the existing business/IT portfolio for the enterprise. They
review Strategic and Tactical Initiatives to determine whether existing service and/or technology
can be utilized to solve the initiative. When extending the existing service/technology, the Service
Teams communicate new compliances and/or the need for version updates to the Documenter.
Thisalowsfor continuous improvement to the Architecture Blueprint.

I mplementation Recommendation: None
Checks and Balance: None

Full-time/ Part-time: Therole of the Services Team is a part-time user of the enterprise
architecture.

Role Sgnificance: Necessary

Missing Role Risk: Could not supply day-to-day servicesto the enterprise. Necessary to
enterprise architecture to verify the Architecture Blueprint is providing the plan for achieving
Sservices.
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Project Teams

Description: Project Teams align Strategic/Tactical initiatives with possible service and/or
technology solutions. In determining the best solution the Project Team may:

— Review the Architecture Blueprint.
— Seek further technology scans in emerging solutions.
— Provide information on existing solutions.

When requesting new service/technology or extending existing service/technology, the Project
Teamisresponsible for reviewing and adhering to Architecture Compliance.

Implementation Recommendation: None

Checks and Balance: None

Full-time/ Part-time: The role of Project Team is a part-time user of the enterprise architecture.
Role Sgnificance: Necessary

Missing Role Risk: Could not enhance/extend the existing services for the enterprisein large-scale
efforts in a consistent and organized fashion without the daily interruptions for existing services.
Theroleis necessary for the vitality of the enterprise architecture in seeking out new
services/technology to extend the Architecture Blueprint.

Procurement Manager

Description: The Procurement Manager is responsible for the procurement policies and
procedures. These policies and procedures are external to the enterprise architecture; however, the
interface with the enterprise architecture processes is essential to assure that purchases have been
correctly evaluated and documented in the Architecture Blueprint.

I mplementation Recommendation: None.
Checks and Balance: None

Full-time/ Part-time: The role of Procurement Manager is a part-time advisor to the enterprise
architecture groups.

Role Sgnificance: CRITICAL

Missing Role Risk: Thisroleiscritical to the purchasing of new services and technologies for the
enterprise. Thisroleiscritical to enterprise architecture; to verify that purchase requests adhere to
the Architecture Compliance process prior to purchase.

Project/ Services Methodology Communicator

Description: The Project and Services Communicator is responsible for communicating the
methodol ogies and procedural steps to be followed when providing services and project support to
the enterprise. The methodology should be adapted to include steps for Architecture Review and
Compliance.

I mplementation Recommendation: None

Checks and Balance: None
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» Full-time/ Part-time: Therole of Project/ Services Methodology Communicator is a part-time
advisor to the enterprise architecture groups.

* Role Sgnificance: Necessary

» Missing Role Risk: Critical to consistent and timely delivery of extensions and servicesto the
enterprise. Necessary to enterprise architecture to verify that Architecture Compliances are done
in atimely manner according to the Project and Service methods, palicies, and procedures.

Special Interest Groups

» Description: Specia Interest Groups can vary greatly in make-up as well asinterests. They can
be both interna and external to the enterprise. An example of internal special interest groups
would be a Geographical Information Systems Advisory Group. Examples of external special
interest groups would include citizen groups associated with libraries or the state’s educational
system. Specid interest groups provide advisory input into the enterprise architecture by
identifying special needs, interests, or considerations, as well as enterprise architecture compliance
requirements specific to the group.

» Implementation Recommendation: Specia Interest Groups are implemented as a committee or
group. Generally, theinput isthe consensus of the groups and is provided to the Manager or
Documenter.

» Checksand Balance: Therole of Specid Interest Groups should not be combined with any other
role.

e Full-time/ Part-time: This Provider role is recommended as part-time.
» Role Sgnificancee HELPFUL

» Missing Role Risk: Lacking multiple perspectives on what would benefit the enterprise.

Enterprise Executive

» Description: Enterprise Executive provides the Strategic Elements that give direction, goals and
objectivesto the enterprise. Enterprise Executive istypically an executive role, potentially at the
level of governor/mayor or equivalent and is responsible for ensuring the enterprise goals and
objectives are set by the state/county/municipality.

» Implementation Recommendation: Enterprise Executives are implemented as an individual or
group of individual s tasked with strategically aligning the enterprise.

» Checksand Balance: The role of Enterprise Executive can be combined with role of Advisor.
* Full-time/ Part-time: This Enterprise Executive role is recommended as full-time.
* Role Sgnificance: CRITICAL

* Missing Role Risk: Absent the Strategic Elements, implemented technology would not relate to
the business of the enterprise.

Each organization will create its Architecture Governance structure based on the previously described
roles. The following section provides several examples of how various government organizations
implement these roles.
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GOVERNANCE SAMPLES

Successful architecture governance models that have been implemented by municipal, county and state
governments are provided as examples of working architecture governance models. The sample
governance modelsin general are not purely representative of governance; they intermingle I T/business
organizations and positions not specifically related to architecture governance with the governance roles.

Samples of governance models representing State government include:

o State of Missouri

e Commonwealth of Kentucky
o State of Arkansas

e State of Kansas

» State of Washington

» State of North Carolina

Samples of governance models representing municipa and county government include examples from:

» Philadelphia, Pennsylvania
» San Diego, Cdifornia

» VirginiaBeach, Virginia

e Fairfax County, Virginia

The samples are represented with an organizational chart graphic followed by a description of significant
organizational function for each of the governance models. The magjority of the samples were devel oped
utilizing atypical organizational chart structure with typical position titles, while the architecture roles
previoudy identified in this Tool-Kit are functional in nature. A cross-reference column isincluded in the
significant organizational function lists that map the governance model components to the architecture
roles. Rolesidentified within the samples are defined by the providing enterprise and interpreted for the
purpose of this discussion. In some cases, the rationale for the mapping may not be apparent.

APPLICABILITY IN THE JUDICIAL ENVIRONMENT

Theillustrated governance models contained in this document are primarily based on the executive
branch of government. The components are equally applicable in the judiciary or legidative branch of
government by simply inserting the appropriate Enterprise Executive for the enterprise and applying the
other roles and functional relationships as they apply. Established Judicial Branch Governance models, if
illustrated, are similar to those identified for the executive branch.

Ideally, an enterprise governance structure in amunicipal, county or state government would encompass
all applicable entities of the Executive, Legidative and Judicia branches of government.

A good example of thisistheillustrated Kansas Governance model, which effectively incorporates all
three branches in the governance process. All enterprise decisions at the executive level are by joint
decree. All three branches have equal say in the process. It is possible to implement avariation of this
model using a structure that allows for independent decision making on issues that are only germaneto a
specific branch of government.
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The requirement to keep the three branches of government separate prevents an in-depth involvement and
ismore strictly enforced in some enterprise environments. Kentucky’sillustrated governance model isa
good example of this situation. Originally, the judicial branch participated as a voting member in
Kentucky’s governance structure. The Kentucky Supreme Court ruled the participation was
uncongtitutional preventing their continued participation. The Judicial Branch, however, is still
participating in the process by presenting their business case and having it influence the direction of the
enterprise. The key isto set up the governance modd so that all branches of government can participate.
Strong executive leadership is critical in promoting the partnership between the three branches of
government and implementing a strong governance model for the enterprise.

GOVERNANCE MODELS

The following examples represent the successful Architecture Governance Models that have been
implemented in the State of Missouri, the Commonwealth of Kentucky, the State of Arkansas, the State of
Kansas, the State of Washington and the State of North Carolina as well asin the municipal and county
government entities for Philadelphia, PA; San Diego, CA; VirginiaBeach, VA; and Fairfax County, VA.
A description of significant organizational functions of the governance model is provided for each
example.
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State Government - Missouri

The following diagram illustrates the Architecture Governance Model for the State of Missouri.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for the State of Missouri.

Functions Description D EIENE
P Role Mapping

Chief Information Champions the architecture effort, promotes architecture value, Champion
Officer (CIO) ensures architecture success, assigns appropriate resources, and

manages architecture principles. Has IT project approval for large

budget projects and supports the budget and appropriation

process on behalf of other agencies.
Architecture Approves architecture variations, reviews project plans, risk Advisor
Executive strategy for consistency with architecture.
Committee (AEC)
Chief Architect Implements management processes; educates facilitators and Manager,

users; manages targets and performance measures, manages
implementation plan; manages architecture contents; administers
compliance reviews; develops domain templates; and administers
ARC.

Communicator

Architecture Review  Submits architecture recommendations to AEC, reviews Reviewer
Committee (ARC) architectural changes, reviews requests for variance, establishes

architecture management processes; appoints Facilitators and

Architecture domain committees & chairs.
Architecture Domain  Recommend architecture standards, provides domain guidance to  Documenters

Committees (ADC)

Architecture

agencies, and provide technical assistance on architecture
domain issues.

Educate domain committees, facilitate domain sessions, assure

Subject Matter

Technical adherence to methodology, ensure consistent enterprise view, Experts
Committee (ATC) gain consensus of ADC members, serve as methodology experts,

and handle special projects.
Information This board consists of the department level CIOs and/or IT N/A
Technology directors. Implements strategic plan and develops IT strategies.
Advisory Board Critical to endorsing CIO initiatives. Functions as the key contact
(ITAB) with project stakeholders. Staff many of the committees for policy

IT Architecture
Manager

Agency CIO

and standards.

Establishes & manages departmental compliance process;
communicates to and educates developers, users, & mgrs;
establishes architecture targets and measurements; manages
departmental architecture database; manages architecture
implementation plan; assures adherence to methodology; and
acts as a potential members of ATC.

Owns department-level architecture.

Subject Matter
Experts

Audience
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State Government - Kentucky

The following diagram illustrates the Architecture Governance Maodel for the Commonwealth of
Kentucky.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for the Commonwealth of Kentucky.

Functions Description Governancg
Role Mapping
Clo Oversees developing, implementing and managing strategic Champion,
information technology directions, standards and enterprise Manager,
architecture, including implementing necessary processes to Advisor
ensure full compliance with those directions, standards and
architecture.
Deputy CIO Provides support to the CIO for developing, implementing and Subject Matter
managing strategic information technology directions, standards Expert
and enterprise architecture, including implementing necessary
processes to ensure full compliance with those directions,
standards and architecture.
Enterprise Chaired by the CIO. Composed of multiple agency representatives  Documenter
Architecture and is administered and supported by the Division of Planning and
and Standards Architecture, Governor's Office for Technology. Responsible for
Committee governing the architecture and standards process.
Governor’s Office For  This office was established by the legislature to help ensure that Reviewer,
Technology the information technology direction of the state adequately Communicator,
supports the needs of the citizens of the commonwealth. Project /
Extensive responsibilities including providing support to the CIO Services
for enterprise level initiatives. Manages enterprise level systems Methodology
and services. Communicator,
Overseer

CIO Governance
Team

Information
Technology

Advisory Council

Telehealth Board

Commercial Mobile
Radio Service
(CMRS) Emergency
Telecommunications
Board

Geographic
Information Advisory
Council

Formed by the CIO (not required by statute). Represents all
agency ClOs. Operates as the IT policy and investment board.

Advises the CIO on IT issues.

Advises the CIO and IT community on IT issues relating to health.

Advises CIO and IT community on IT issues relating to mobile
radio services and emergency telecommunications issues.

Advises the CIO and IT community on IT issues relating to
geographic information.

Services Team,
Project Team,

Subject Matter
Experts

Special Interest
Group

Special Interest
Group

Special Interest
Group
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State Government - Arkansas

The following diagram illustrates the Architecture Governance Model for the State of Arkansas.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for the State of Arkansas.

. . Governance
Functions Description Role Mapping
State Executive CIO  Directs the formulation of policies, standards and guidelines for IT ~ Champion,

in the state; reports to the Governor. Manager,
Advisor

CIO Council

IT Oversight
Committee

Office of Information
Technology

Technical
Architecture Staff

Architecture Domain
Teams

Provides leadership in coordinating information technology in the
state; made up of agency CIOs.

Committee of private and public entities to advise executive CIO
on allocation of information technology resources used by the
state.

Acts as CIO’s staff; oversee agency IT planning and review;
administer enterprise projects; ensure IT project alignment with
state technical architecture; houses technology investigation
center; houses state GIS office.

Work under the direction of the state executive CIO within the
Office of Information Technology; facilitate domain architecture
teams.

Business and technical staff from state agencies that research and
come to consensus on standards, best practices and policies.

Subject Matter
Experts

Overseer,
Special Interest
Group

Communicator,
Reviewer,
Service Teams,
Project Teams

Documenter

Documenter
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State Government - Kansas

The following diagram illustrates the Architecture Governance Model for the State of Kansas.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for the State of Kansas.

. o Governance
Functions Description Role Mapping
Information Responsible for adopting information technology resource policies  Overseer,
Technology and procedures and project management methodologies for all .
Executive Council state agencies/offices; an enterprise information technology Cha_mplon,
(ITEC) architecture, including telecommunications systems, networks and Adw_sor,

equipment, that covers all state agencies/offices; standards for Reviewer
data management for all state agencies/offices; and a strategic
information technology management plan for the state.
Chief IT Architect Non-voting member of the ITEC. Develops and recommends Manager,
(CITA) information technology resource policies and procedures and Documenter

CHIEF
INFORMATION
TECHNOLOGY
OFFICER (CITO)

Information
Technology
Advisory Board

project management methodologies for all state agencies/offices;
an information technology architecture, including
telecommunications systems, networks and equipment, that
covers all state agencies/offices; standards for data management
for all state agencies/offices; and a strategic information
technology management plan for the state.

Responsible for implementing information technology resource
policies and procedures and project management methodologies;
an information technology architecture, including
telecommunications systems, networks and equipment; standards
for data management; and the strategic information technology
management plan for the requisite branch of government. CITO
also approves all projects and bid specifications over $250,000.
Every quarter the CITO reports the status of projects.

Functions as a technical resource to the CITO for the executive
branch.

Communicator

Subject Matter
Experts
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State Government - Washington

The following diagram illustrates the Architecture Governance Model for the State of Washington.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for the State of Washington.

. _r Governance
Functions Description Role Mapping
Information Services Establishes IT policy, direction, IT plans and technology Overseer,
Board (ISB) standards. Champion,

Manager
Digital Government ~ Membership includes the Office of the State Treasurer, Office of Advisor
Executive Steering the Secretary of State, Office of the State Auditor and Office of
Committee Financial Management. Provides enterprise-wide business policy
(DGESC) guidance, recommendations, issue resolution and coordination to
achieve the goals of the digital government program.
Technology Makes recommendations to the DGESC regarding technical Reviewer,

Architecture
Advisory Group
(TAAG)

Department of
Information Services
(DIS) Customer
Advisory Board

requirements, tool selection and objectives for e-commerce
infrastructure and services, including design of electronic
authorization technologies, access control and directory services.
The TAAG also participates in the development of digital
government policy, standards and guidelines. This group is
composed of senior level agency IT managers drawn from the DIS
Customer Service Board.

Provides technical expertise and guidelines for digital government;
coordinates and supports interagency communications; develops
and implements new technology infrastructure and services;
advises on funding to support agency digital government services;
and provides staff support to the ISB.

Subject Matter
Expert

Communicator,
Documenter,
Subject Matter
Expert, Project /
Services
Methodology
Communicator
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State Government — North Carolina

The following diagram illustrates the Architecture Governance Model for the State of North Carolina
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for the State of North Carolina.

. . Governance
Functions Description Role Mapping
ClO The head of Information Technology Services. State CIO reports Champion,

to Governor and is Secretary of IRMC. ldentifies IT polices for Manager

IRMC. Provides statewide common IT services — computing,

telecommunications, etc. Responsible for statewide IT strategies,

initiatives, and QA.
Information Top statewide policymaking body, commissions IT committees Overseer,
Resource including the Technical Architecture and Project Certification, Documenter,
Management Information Privacy and Protection, and E-Government Steering Reviewer,

Commission (IRMC)

IT Management
Advisory Council
(ITMAC)

CIO Council

NC Information
Highway Policy
Board

Criminal Justice
Information Network
Board

Committees.

Agency business leaders provide representation on the IRMC and
advice to the CIO.

Agency CIOs provide representation on the IRMC and advice to
the CIO.
The board provides representation on the IRMC and advice to the

ClO.

The board provides representation on the IRMC and advice to the
ClO.

Communicator

Advisor

Subject Matter
Expert

Subject Matter
Expert

Subject Matter
Expert
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Local Government — Philadelphia, Pennsylvania

The following diagram illustrates the Architecture Governance Model for Philadelphia, Pennsylvania.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for Philadelphia, Pennsylvania.

. _r Governance
Functions Description Role Mapping
Information Chaired by the Chief of Staff with the CIO, CFO, & MDO making N/A
Technology up the remainder of the committee. Responsible for management
Governing prioritization approval and resources allocation .

Committee (ITGC)

CIO The CIO chairs the coordinating committee; is a member of the Champion
ITGC; manages the IT infrastructure of the city; and uses the input
from the Cluster CIOs and to understand IT needs and priorities
across the City.

Business Case Made up of Department Heads. The BCRC will review all business  Advisor

Review Committee
(BCRC)

Technical Advisory

Committee (TAC)

Clo CC

CTO

CLUSTER CIOs

cases from their specific cluster and recommend sending the
proposal to the CIO Coordinating Committee, send the proposal
back to the department for additional work, or disapprove the
project.

Made up of Department IT Directors. The TAC will assist the CTO
and CIO CC on design and architecture for IT systems and
implementation of enterprise.

Responsible for strategic planning for IT: championing the impact
of e-government, resource planning and control, systems and
technology control, and budgetary control.

In coordination with the CIO CC, responsible for design and
architecture for IT systems and implementation of enterprise
standards.

Cluster ClOs work with Department Heads to understand
department-specific, cluster-specific and enterprise needs;
represents cluster and department in CIO CC and advocates for
projects accordingly; supervises department IT directors/managers
and project managers.

Subject Matter
Expert

Reviewer,
Communicator

Documenter

Project Teams,
Service Teams,
Project /
Services
Methodology
Communicator
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Local Government — San Diego, California

The following diagram illustrates the Architecture Governance Model for San Diego, California.
Mayor

Information
Technology Board

Infarmation

Tachnology

Governance
Committee (ITGC)
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for San Diego, California

. . Governance
Functions Description Role Mapping
Information Responsible for establishing IT policy; approving IT strategic plans  Champion
Technology Board and IT annual budgets; defining and communicating business

goals and objectives; and establishing support for high level IT

initiatives.
Information Responsible for reviewing and prioritizing IT project proposals and  Manager,
Technology annual IT budgets; approving business cases; delineate citywide, Reviewer
Governance multi-dept. and single-dept. initiatives; review major projects; and
Committee approving IT standards.
Technical Advisory Advises the ITGC on architecture and standards; provides Documenter
Committee technical review and advice on projects; and ensures

departmental IT initiatives are consistent with approved City

architecture and standards.
Business Case Reviews business cases; provides business case feedback to the  Advisor

Review Committee

City Departments

(ITGC), provides guidance and assistance to Departments in
evaluating significant issues associated with IT projects.

Advocate and sponsor IT projects; own and manage Department
specific IT projects; define and monitor project accountability and
success measures.

Project Teams,
Service Teams,
Project/Services
Methodology
Communicator
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Local Government — Virginia Beach, Virginia

The following diagram illustrates the Architecture Governance Model for Virginia Beach, Virginia.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Model for VirginiaBeach, Virginia

Functions

Description

Governance
Role Mapping

Mayor’s Special

Advisory Council on

E-Government
City Manager

Chief Information
Officer

Information
Technology
Commons Policy
Team (ITCPT)

Director,
Department of
Communications
and Information
Technology

Information
Technology
Advisory Group
(ITAC)

Technical
Workgroups

Applications
Support

Communications
Public Information
Office

Technology
Systems

Made up of citizen appointees. Provide citizen input to the Mayor
on IT issues.

Responsible for coordinating IT vision and city direction with
department heads including the CIO.

The CIO is responsible for establishing Citywide architecture and
standards, manages the IT infrastructure of the City and
implements City IT policies.

Information Technology Governance Team — Made up of agency
directors. Responsible for providing input to the CIO on agency
business and IT needs.

Member of the ITCPT. Responsible for operational aspects of
implementing IT policies, standards and procedures.

Advises the Director of CIT on Information Technology issues.

Provides technical support to ITAC on IT efforts.

Responsible for application life-cycle support.

Responsible for maintaining the City’s website, providing
telecommunications, video and E-911 services and support.

Responsible for supporting technology systems, GIS and printing
for the City.

Special Interest
Group

Champion,
Enterprise
Executive

Manager,
Documenter

Advisor,
Reviewer

Communicator

Subject Matter
Expert

Subject Matter
Expert
Services Team

Services Team

Services Team
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Local Government — Fairfax County, Virginia

The following diagram illustrates the Architecture Governance Model for Fairfax County, Virginia.
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Significant Organizational Functions

Thefollowing list identifies the significant organizational functions of the Architecture Governance
Modé for Fairfax County, Virginia.

Functions

Description

Governance
Role Mapping

IT Policy Advisory
Committee (ITPAC)

Senior It Steering
Committee

Chief Information
Officer (CIO)

Director Of The
Department Of
Information
Technology

Policy, Planning And
Administration

Architecture
Planning

Architecture
Committees,
Standards
Committees And
Project Steering
Committees

Enterprise Systems

Technical
Infrastructure

Private sector citizen representatives appointed by the Board of
Supervisors - Critical to ensuring the Chairman and the Board of
Supervisors that IT plans are following the right direction for the
County and that IT funding is well spent. This group endorses the
IT budget to the Board during budget hearings and are a critical
part of the funding process.

Internal advisory group chaired by the CIO. Members include the
County Executive, Chief Financial Officer, Deputy County
Executives, Director of the Department of Information Technology
and major department directors/stake holders. This group sets the
overall strategic objectives for the County’s IT program and is
critical to ensuring that departments are a part of the IT planning
process and that proposed IT projects are aligned with the
County’s overall direction.

Works with the County Executive, Deputy County Executives,
Chief Financial Officer, County departments and IT committees to
ensure that that the IT program is meeting its objectives as
approved by the Board of Supervisors. The CIO is responsible for
the overall management of information and technology countywide
and works to establish overall IT architecture, standards, policies
and direction.

Responsible for the day-to-day operation of the IT Department,
infrastructure and projects countywide. The Director is critical to
successful collaboration with departments and key IT project
stakeholders in the County.

This group assists the Director of the Department of Information
Technology and the CIO to manage IT enterprise project budgets
and funding, produce the annual IT plan, manage the
administration for the Department of Information Technology and
enterprise IT projects, write IT policy and provide information
security.

Two IT architects, which report to the Director of the Department
of Information Technology and focus on architecture from an
infrastructure and software development standpoint.

Critical to establishing cooperation/collaboration at the working
level of the County organization. They are very important in
producing the building blocks, architecture, standards, project
proposals, statuses etc. for the other groups to review, consider
approve etc.

Department of Information Technology Division responsible for
Geographic Information Systems, Land Development Systems,
Public Safety Systems and E-government.

Department of Information Technology Division responsible for
Telecommunications (voice, video and data), Data Center
operations, Technical Support Center and user support services.

Overseer,
Special Interest
Group

Advisor

Champion,
Manager

Project /
Services
Methodology
Communicator

Advisor

Documenter

Reviewer

Services Team

Services Team
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Governance

Functions Description Role Mapping

Business Systems Department of Information Technology Division responsible for Services Team
Tax Systems, Finance/Procurement/Human Resources Systems,
Training, Human Services Systems, Customer Relationship
Management Systems and other miscellaneous systems.

ARCHITECTURE GOVERNANCE PROCESS

This section identifies the process that can be used by municipal, county or state government to identify a
partial or complete architecture governance structure. The presented processis effective for all
government levelsindependent of their maturity in the process of establishing governance. Usethe
process to identify gaps in existing governance structures and roles that can be added to existing
organizations to enhance performance. The Governance Process consists of four sub-processes that will
facilitate the documentation of the Governance Elements, Governance Roles, Architecture Lifecycle
Processes, and Architecture Governance Organizational Charts. The four sub-processes are:

» Determine Architecture Governance

» Create Architecture Governance Structure

» Document/Update Architecture Lifecycle Processes
» Confirm Architecture Governance Structure

Each of these four sub-processesis presented in detail in this section. A Process Modd is presented
followed by a narrative of the detail for each of the sub-processes.

The process model for the first of the four sub-processes, “ Determine Architecture Governance”, is
presented on the following page.
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DETERMINE ARCHITECTURE GOVERNANCE

Define the organization’ s governance based on an understanding of the elements to be governed, the
relationship of those elements with each other, and the various governance roles needed to effectively
manage the elements. Collaboration between the various roles, when executing these processes, will
provide abetter overall perspective.

Determine Enterprise Elements. An understanding of the various Enterprise Elements, objectsin the
enterprise that are governed by structure and/or process, that go into creating, supporting, and utilizing the
Enterprise Architecture Framework Elements need to be determined.

Determine Enterprise Elements Information Flows:. Once the Enterprise Elements are determined,
document the relationship between the elements. This allows those objects that are specific to enterprise
architecture to be scoped and the interdependencies documented.

Determine Governance Roles. Governance roles are determined based on the types of Enterprise
Elements defined and the processes that will be executed against those elements. An understanding of
these overal rolesin the organization aids in setting up the enterprise architecture governance roles.

Determine Enterprise Architecture Framework Elements: Identification and documentation of the
Enterprise Architecture Framework Elements should consider what is aready provided through the
Enterprise Elements. The purpose of enterprise architecture is to document the enterprise architecture
elements that do not exist and provideties to the Architecture Blueprint for previously existing objects.

Determine Enterprise Architecture Framework Elements Information Flow: Once the Enterprise
Architecture Framework Elements are determined, document the relationships between the elements.
Thiswill identify the order for creation and update of the objects.

Determine Architecture Governance Roles. Architecture Governance roles are determined based on the
types of Enterprise Architecture Framework Governance Elements and the processes that will be executed
against those elements. Roles include such primary functionality as:

e Advisor

* Manager

* Reviewer

* Documenter
e Communicator
e Audience

Theroles can also play supporting positions such as:

* Subject Matter Expert
* Team Member

e Other Managers

» Other Communicators
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The remaining three-process steps represent sub-processes that branch off the Determine Architecture
Governance Process. They will be presented in the same manner as independent processesin the
remainder of this section:

» Create Architecture Governance Structure
» Document/Update Architecture Lifecycle Processes
e Confirm Architecture Governance Structure

The process model for the second of the four sub-processes, “ Create Architecture Governance Structure”,
is presented on the following page.
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CREATE ARCHITECTURE GOVERNANCE STRUCTURE

Create the architecture governance structure based on understanding the various Enterprise Architecture
Framework Elements and architecture governance roles. Confirmation of the architecture governance
structure occurs after the Architecture Lifecycle processes are finalized.

Determine Resources Available: Determine the resources that are available and allocate the roles
between committees and individuad titles. Many of the resources are only needed on a part-time basis
(see Architecture Governance Roles above).

Setup Architecture Governance Committees: Document the Architecture Governance Committee’s roles
and responsibilities. Also, setup committee charters, periodic meeting times, and the process of
introducing the committees to what they will be doing in the Architecture Lifecycle Processes. Asthe
Lifecycle processes are created, these committees should confirm and modify their roles and
responsibilitiesin the processes.

Set up Architecture Governance Titles: Document the Architecture Governance Individual Titlesroles
and responsibilities. The creation of job descriptionsis recommended. The various positions should be
involved during the creation of the Architecture Lifecycle processes to confirm and/or modify their roles
and responsibilities in the processes.

Map Architecture Governance Roles. Map the Architecture Governance Roles to the committees and
titles. Document and map any remaining unmapped roles to existing committees or titles.

Document Architecture Governance Organizational Chart: Based on the committees and titles that have
been created, the organizational structure needs to be determined. What are the relationships between the
various groups? Who reports to whom? What is the hierarchy followed during escalation?

Review Architecture Governance Organizational Chart: Once the Architecture Organizational Chart is
created the various roles in the Architecture Governance need to review the division of labor and the
previoudy identified checks and balances to confirm that the structure will support the various processes
to be conducted.

Approve Architecture Governance Organizational Chart: After the review of the Architecture
Governance Organizational Chart, the various roles in the Architecture Governance will approve the
chart. Like any organizational chart, thisis a versioned document. It will change over time asthe
organization’s needs for enterprise architecture are understood and the Architecture Governance aligns
itself to meet those needs.

The process model for “Document/Update Architecture Lifecycle Processes,” the third of the four sub-
processes, is presented on the following page.
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DOoCUMENT/UPDATE ARCHITECTURE LIFECYCLE PROCESSES

Determine and document the Architecture Lifecycle processes. Figure 7 illustrates the flow of the
lifecycle processes over time.

/ poeumen I \
Vitality I Review I

Compliance Communication I

Y\_/

Figure 7. Architecture Lifecycle Process

The lifecycle processes begin with documenting the various Governance Elements and continue with
documenting the Architecture Blueprint. The various Architecture Governance roles should review all
created documentation. Once reviewed, the Communicator relays the review results to the Audience.
After the palicies, procedures, and compliance criteria are finalized and communicated, avarianceis
required via the Compliance Process for any deviation from the stated compliance criteria. Conduct the
Vitality process on the Architecture Blueprint at arecommended minimum of every six months. On a
less frequent basis, determined by changesin enterprise direction and technology, the Enterprise
Architecture Framework will undergo the compliance process.

All of the processesidentified and created are updated during the Confirm Architecture Governance
Structure process or the Architecture Governance Elements Vitality Process. The following processes
must be accomplished in order to set the stage for thislifecycle to begin.

Document/Update Architecture Documentation Process: The process steps and information required for
creating the Architecture Blueprint will be articulated in the section entitled Architecture Documentation
Process. Create and update this process with much consideration. Here are just a few considerations:

» What are the goals and objectives that an adaptive enterprise architecture striving to fulfill for the
organization?

» What technology should be controlled from an Enterprise perspective?
* What isthe best way to communicate the Architecture Blueprint information?

* What isthe immediate need in the organization that the Architecture Blueprint Documenters could
aidin researching? (Biggest bang for the buck.)

» How many levels of categories need to go into sorting the products and compliance criteria? (The
example presented later in the Tool-Kit has three levels prior to getting to the product and
compliance criterialevels.)

»  What will be the solution to a product that can be categorized in many of the categories?
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— Will one of the categories be the owner of the product and the others associated categories?

— Will a“cross-category” documentation team be set up to document those products that don't fit

into asingle category?

Document/Update Architecture Review Process: The Architecture Review process articul ates the process

steps and items for review. Typically, thiswill include one or more of the Governance Elements.
Reviews can be regularly scheduled and/or requested based on a specific need. The Architecture Review
Process and the Architecture Compliance Process are where amajority of the architecture governance's

primary and supportive roles get involved. Considerations when creating this process would include:

Availability of Review Committeesto meet.

Level of information to be presented.

Governance committees/titles that can provide clarity and expertise.

What criteriadeterminesif IT or business executive perspective is needed.
How the results will be communicated.

— To the Audience — Allowing them to know their expected areas of compliance.
— To the Documenters — To capture the history of the decision be it an approval or arejection.

Document/Update Architecture Communication Process: The Architecture Communication Process

articul ates the information and method of communicating the Enterprise Architecture Framework
Elements. Include considerations for the following areas when establishing or updating the Architecture
Communication Process.

Who is the audience?
At what steps in the Architecture Lifecycle process should information be provided?
What are the types of information to be provided? Examplesinclude:
— Static Information —
« Architecture Governance Framework

- Governance (Roles, Elements, and Processes)
- Architecture Lifecycle Processes
- Architecture Blueprint Templates

— Semi- Static Information —

+ Business Architecture Framework
« Technology Architecture Framework

— Dynamic Information —
« Technology Architecture Blueprint

- Technology Architecture Blueprint Levels (Tool-Kit examples are: Domain Discipline,
Technology Area, Product Component, and Compliance Component.)

+ Business Architecture Blueprint
- Business Architecture Blueprint Level (Not determined at thistime.)
Methods of communication could include:

— Publishing information in a push fashion.
— Providing ability to search the information based on specific criteriain a pull fashion.

Audience identification:

Enterprise Architecture Development Tool-Kit v2.0
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— Subscription Audiences
— Pre-defined Audiences
— Ad-hoc Audiences

Document/Update Architecture Compliance Process. The Architecture Compliance Process provides the
guidelines, process steps, and information required to seek Architecture help and to request deviation
from the Architecture Compliance Components. Address the following considerations when establishing
or updating this process:

* What Projects and Service enhancements fall under Architecture Compliance’ s scope?
» How will Architecture Compliance be enforced:

— Through mandatory step in the Procurement procedures?
— Through mandatory project task in the Project Methodol ogy?
— Through mandatory step in the Change/Release Management process for Services?

»  Will Architecture Compliance be audited?

» How will the Project and Services Team seek help from the Documenters and Subject Matter
Experts?

» What information will be required for requesting a variance from the stated Architecture Product
and Compliance Components?

Document/Update Architecture Framework Vitality Process: The Framework Vitality Process provides
the periodic times, normally annually or semi-annually, or triggers that will initiate a change in the
various portions of the Adaptive Enterprise Architecture Framework Manual.

Consideration when creating the Architecture Framework Vitality Process must include:

» Eventsthat can trigger changes:
— New Business Strategic Elements
+ Possible changesin:

- Business Architecture Framework
- Technology Architecture Framework

— New IT Strategic Elements
+ Possible changesin
- Technology Architecture Framework

— Modification to Enterprise Architecture Framework Elements (Governance, Architecture
Lifecycle Processes, and/or Architecture Blueprint Templates)

« Possible changesin:

- Business Architecture Framework
- Architecture Blueprint

— Modification to Business Architecture Framework
+ Possible changesin:
- Technology Architecture Framework
— Modifications to Technology Architecture Framework
+ Possible changesin:
- Architecture Blueprint
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— Best timefor initiating periodic reviews.

— Feedback methods to improve the processes, templates, and governance in the adaptive
enterprise architecture.

— Training on changes to the Adaptive Enterprise Architecture Framework Manual.

Document/Update Architecture Blueprint Vitality Process: The Architecture Blueprint Vitality Process

provides the periodic times (a minimum of every six months due to short technology cyclesis
recommended), or triggers that will initiate areview of the Architecture Blueprint. Considerations when
creating this process include:

Who will be responsible for the Architecture Blueprint Vitality Process?
How to determine the last time something has been examined?
What are the critical technologies that need to be reviewed?

What Business Strategic Elements (Initiatives) are coming in the future that may require new
technology solutions? Technology scans for products could begin to help clarify possible
solutions.

Review Architecture Lifecycle Processes: Once the Architecture Lifecycle processes are documented or

updated, each of the governance roles should review the individual processes and their integration. In
addition, review any forms or templates used in the execution of the processes.

Approve Architecture Lifecycle Processes: After the review of the Architecture Lifecycle Processes, each

of the governance roles should approve the processes. Process models are versioned documents that will
change over time as the organization’s needs for enterprise architecture are understood and the
Architecture Governance aligns its processes to meet them.
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CONFIRM ARCHITECTURE GOVERNANCE STRUCTURE

Confirmation of the Architecture Governance Structure is a continuous process. Initiate this process on a
recurring basis, aswell as for new and changed governance processes, governance roles, and/or enterprise
architecture framework elements. There are relationshi ps between the governance processes, roles and
elements; therefore, when one of them changes, review all.

Document/Update Architecture Lifecycle Processes: If changes to the lifecycle processes are identified,
document or update the affected process. Review the remaining lifecycle processes for possible changes.
Examples of processinitiating changes include:

 Identification of anew lifecycle process or an update to a process step narrative.
 Identification of anew governance role or updates to an existing governance role.

 Identification of a new enterprise architecture framework elements or updates to existing
enterprise architecture framework elements.

Update Architecture Governance Roles: This process must be completed for additions or changesin the
Architecture Roles. The following information must be created or updated for the additional or changed
role:

* Roletype - Identifies whether the roleis amain role or a supportive role.
— Description - Describes the role and its relationship to other roles.

— Implementation Recommendations — Provides information as to whether the role is better
implemented as a committee or as asingle position.

— Checks and Balances — Provides information as to whether this role can be implemented in
combination with other roles and which roles should not be combined.

— Full time/ Part Time — Provides information as to whether the roleis typically considered to be
full or part-time.

- Role Significance — Shows whether the role is critical, necessary, or helpful. If theroleis
identified as critical or necessary, a comment addressing the risk of non-implementation is aso
provided under “Missing Role Risk”.

— Missing Role Risk — Explains the risk incurred if the role is missing from the governance model.

Update Enterprise Architecture Framework Elements: This process must be completed for additions or
changes to the Framework Elements. The following steps, at minimum, should be accomplished for the
additional or changed element:

» Review exigting Enterprise Architecture Framework Elements for impacts.

— ldentify affected areas or new areas to update in the Enterprise Architecture Framework
Elements.

— Incorporate changes to the Enterprise Architecture Framework Elements.

— Review Changes to the Enterprise Architecture Framework Elements.

— Approve Changes to the Enterprise Architecture Framework Elements.

— Communicate Changes to the Enterprise Architecture Framework Elements.
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Map Architecture Governance Roles: During this process, the new or changed role is mapped to a
committee or an individua title. The following questions help determine where to map the role:

» Istherole onethat is best accomplished in acommittee or as asingle position?

* In mapping this role to a specific committee or position will the mapping cause a check and
balance issue with another role the committee or individual is performing?

» Doesthe workload of the committee/position have room for one more role?

Update the documentation for the Architecture Governance Committee and Architecture Governance
Titles with required changes.

Update Architecture Governance Organizational Chart: Denoted the new/updated committees and
positionsin the Architecture Governance Organizational Chart. Keeping thisinformation current and
available will aid in the working relationships of the Architecture groups. The currency of this
information is critical to support an IT community not participating in Enterprise Architecture activities
on adaily basis. Keeping the information current will ensure the IT community knows who to contact to
help them resolve issues, answer questions, or exchange information in an expedient manner.

Review Architecture Governance Organizational Chart/Review Architecture Lifecycle Processes. Once
the Architecture Governance Organizational Chart and Architecture Lifecycle processes are documented
or updated, review the various roles in the Architecture Governance.

Approve Architecture Governance Organizational Chart/Approve Architecture Lifecycle Processes:
After the review of the Architecture Governance Organization Chart and the Architecture Lifecycle
Processes, the appropriate roles in the Architecture Governance will approve the chart and the processes.
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Architecture Lifecycle Processes

The Architecture Lifecycle Processes section of the Enterprise Architecture

Development Tool-Kit documents the processes and templates used to .

manage, initiate, and review the Architecture Blueprints. The Architecture
Lifecycle Processes

The Architecture Lifecycle Processes and templates are vital to the success arevital to the

of the adaptive enterprise architecture. Enterprise architecture is made up

of aset of dynamic elements. The Architecture Lifecycle Process succe_$ of the :
Overview (Figure 8) shows how the architecture lifecycle processes adaptl ve enterprise
interact with each other to create a continuous cycle of renewal of these architecture.

dynamic elements.

/ poeumen I \
Vitality I Review I

Compliance Communication I

‘\/

Figure 8. Architecture Life Cycle Process

The cycle of renewal is achieved with a structure of re-usable processes, discussed in detail here.

Architecture Lifecycle Processes Overview: The Architecture Lifecycle Processes are integral pieces of
the overall Architecture Governance Framework used to implement technology solutions within
government. There are SiX primary processes:

» Architecture Documentation Process

» Architecture Review Process

» Architecture Compliance Process

» Architecture Communication Process

» Architecture Framework Vitality Process
» Architecture Blueprint Vitality Process
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Major deliverables from these processes include:

» Updates to the Adaptive Enterprise Architecture Framework Manual (manual developed by
governments for their organization)

» Architecture Blueprints
» Architecture Communication Document

Documentation utilized by the processes include:

» Adaptive Enterprise Architecture Framework Manual
e IT Strategic Elements
» Business Strategic Elements

Associated management processes include:

* Project Management
* Procurement
» Change and Release Management

See Figure 9 for the data flow of the Architecture Lifecycle processes.
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ARCHITECTURE DOCUMENTATION PROCESS

The Architecture Blueprint articul ates the organization’ s business and technology architecture, providing
classifications for products and compliances as emerging, current, twilight, and sunset. Products and
compliances are also denoted as accepted or rejected during the creation and review of the Architecture
Blueprint. From this documentation process, a wealth of information will exist to aid agenciesin
determing technology solutions.

The Architecture Documentation Process describes the systematic process for developing and maintaining
the Architecture Blueprint.

Documenters, identified by the Architect Manager, are responsible for the development and vitality of the
Architecture Blueprint. The committee of Documentersis made up of Subject Matter Experts who are
familiar with the organization’s I T environment.

The Architecture Documentation Process provides the steps necessary for creating theinitial Technica
Architecture Blueprint and may be triggered from other Architecture Lifecycle processes including:

» Architecture Framework Vitality Process

» Help request generated during the Architecture Compliance Process.
» Architecture Blueprint Vitality Process

» Documenting the results from the Architecture Review Process

The Architecture Documentation Process provides the dynamic information that the Architecture
Communication Process uses.

The Architecture Documentation Process applies to both Business and Technology with two sub-
Processes:

e QOutline Domain and train Documenters
* Conduct Documenter work sessions

Each of the sub-processes follows the same format, providing a Process Modd followed by the process
detail.

The processes that are specific to business or technology continue in detail within their respective sections
of the Tool-Kit:

» Business Architecture Blueprint Framework
» Technology Architecture Blueprint Framework
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INITIATING DOCUMENTATION PROCESS
The Architecture Documentation process may be initiated based on three events:

» Theinitia development of the adaptive enterprise architecture.
» Following the Architecture Blueprint Vitality Process.
» Following the Compliance Process (Architecture Help Request).

The starting point depends on the event that triggered the documentation process. The following explains
the starting points and rationales;

» Enterprise Architecture Initiation Trigger — The first time the Architecture Blueprint is
documented supply the Documenters with basic information for each of the Domains and
Disciplines, such as definition, rationale, benefits, boundary statements and an initial set of subject
areas to be covered within each. Also, train the Documenters on the various enterprise
architecture processes and templ ates.

» Architecture Blueprint Vitality Process Trigger — This periodic process verifies that the
Architecture Blueprint is staying current with the changes in the business and in the technology
world. Vitality can impact the Architecture Blueprint from the Domain level down.

» Compliance Process Trigger — The Compliance Process is the point where IT groups outside of the
Architecture group interact with the various Architecture processes and blueprints. This processis
initiated from an Architecture Help Request. Compliance can impact the Architecture Blueprint
from the technology area down.

Develop Business Architecture Framework: The information documented within the Business
Architecture Framework will play an important role in the devel opment of the Technology Architecture
Blueprints and will include items like the creation of the Business Drivers. The processes and templates
for development of the Business Architecture Framework are not included in the Tool-Kit at thistime;
however, they are purposed for future versions of the Tool-Kit.

Develop Technology Drivers, Identify Initial Domains, Provide Domain Boundary Statements, |dentify
Initial Disciplines, and Provide Discipline Boundary Statements. The Architecture Committee develops
and provides:

» Technology Drivers (IT Enterprise Principles, IT Best Practices, and Technology Trends.)
» A definition for each identified Domain and Discipline.
» Parameters for identifying the boundaries of each Domain and Discipline.

Document Reviewer Domain/Discipline Information: All of the information developed and gathered in
the previous processes will be documented and fed into the educational sessions and Documenter working
Sessons.

Appoint Architecture Documenters. After al of thisis developed, the Documenters will be appointed
from subject matter experts familiar with the organization’s IT environment.

Receive Architecture Introduction Training, Receive Domain Architecture Training, and Conduct
Documenter Work Sessions. These committees will receive three progressive educational sessions:
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» Architecture Introduction — Covering the overal enterprise architecture and architecture
governance.

» Domain Architecture Training — Addressing the technology architecture documentation templates
and technology architecture documentation processes.

» Documenter Work Sessions— Applying knowledge gained in first two sessionsto begin
development of the Domain Architecture Blueprint documentation.

The objective of the Documentersis to develop or select Compliance Components (guidelines, standards,
and mandates) for the various levels of the Architecture Blueprint. The level of detail in each Domain’s
Architecture Blueprint may vary depending on the requirements for specificity. Some may only identify
guideline compliances at the Discipline level, while others may have very definitive standards for
configurations at the product level. It isthe purview of the Documenter to determine the appropriate level
of specificity required. This decision should be documented in the Discipline Documentation
Requirements section of the Discipline Template.
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conpbuctT DOCUMENTER WORK SESSIONS

These work sessions are intended to produce the documentation that initially popul ates the Architecture
Blueprint. Ongoing Documenter meetings are required to maintain the vitality of the Domain’s
architecture blueprint.

Documenter Work Session: Thefirst session will include:

e Defining roles and responsibilities.
» Reviewing architecture blueprint documentation regquirements.
» Determining expectation of on-going meetings.

After the first meeting, on-going working sessions are triggered from Architecture Lifecycle Processes
including:

» Architecture Review Process
» Architecture Compliance Process
» Architecture Blueprint Vitality Process

Summarize Architecture Level Changes. Based on changes occurring since the last periodic review, the
Documenter will pull together asummary. This summary should list all changes to the Architecture
Blueprint for that Domain throughout the five levels.

Review Business/Technology Driver Compliance: The submitted changes for a specific Domain may
cause a conflict with one of the Business/Technology Drivers. This process step assures that the
Documenter takes a high-level review of the Domain’s architecture blueprint to verify that no conflicts
exist. Where conflicts exist, provide the proper documentation to the Architecture Manager.

Submit Architecture Blueprint Results. Based on time or completion of a documentation process, pull
together and submit the available Domain blueprint results to the Architecture Manager.

Review Architecture Blueprint Results: The Architecture Manager will receive, review, and summarize
the Domain results.

Architecture Review Process. Present and review the prepared Domain Results at the next Architecture
Review Meeting.
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ARCHITECTURE REVIEW PROCESS

The Architecture Review Process alows the architecture governance groups to review, debate, discuss,
and make decisions about the various additions and changes to the Architecture Blueprint and Enterprise
Architecture Framework. This process also determines which variances will be accepted into the
organization’s technol ogy portfalio.

The proposed architecture changes may be triggered from any of the following processes:

» Architecture Compliance Process

» Architecture Blueprint Vitality Process
 Architecture Documentation Process

» Architecture Framework Vitality Process

The process of reviewing changes to the Enterprise Architecture Framework, Architecture Blueprint,
and/or variance requestsis made up of three sub-processes. The sub-processes include:

» Propose Architecture Change
« Determine Architecture Review Decision
* Document Review Decisions

Each of the sub-processes follows the same format, providing a Process Modd followed by the process
detail.
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PROPOSE ARCHITECTURE CHANGE

The Architecture Review Processistypically part of aregularly scheduled Architecture Review meeting.
Individual organizations should define the frequency of Review meetings, based on the needs of their
organization.

The Architecture Review Processis triggered by the completion of the following Architecture Lifecycle
Processes:

» Architecture Framework Vitality Process
» Architecture Blueprint Vitality Process
 Architecture Documentation Process

» Architecture Compliance Process

Depending on the process that triggered the review, the Proposed Architecture Review Request will
contain different information, as depicted in the following chart:

Process That Triggered Review Information For Review

« Architecture Framework Vitality Process * Summarized changes to the Adaptive Enterprise
Architecture Framework Manual

« Architecture Blueprint Vitality Process « Summarized changes to the Architecture Blueprints
¢ Architecture Documentation Process « Summarized changes to the Architecture Blueprints
« Architecture Compliance Process « Architecture Variance Business Case

Determine Architecture Review Presenters, Present Proposed Architecture Review Request: The
Architecture Manager will determine the role best suited to present the changes to the
Reviewers/Advisors. The Manager may choose to make the presentation or may choose a Team Leader,
or Documenter to make the presentation.

Consider Proposed Architecture Review Requests. For each proposed change the Reviewers should
consider:

» Impact on the Technology Architecture Blueprint.
» Physical implementation requirements.

» Impact on installed applications or services.

* Impact on existing installation standards.

e Funding.

The Reviewers may al so request the assistance of an Advisor.

Clarify/State Architecture Technical Opinion: During the consideration of the request the Reviewer may
seek technical opinions from Subject Matter Experts in regard to the requested change. The Reviewer
may also ask for clarification of some of the information provided with the request.
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Debate/Discuss Proposed Architecture Review Request: The Reviewers weigh the pros and cons to make
adecision toward accepting or rejecting the change. The Reviewerswill also consider the immediate, as
well as the long-term needs of the organization. It isessential that both perspectives be given proper

consideration.

Enterprise Architecture Development Tool-Kit v2.0
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DETERMINE REVIEW DECISION

Typicaly, organizations will set cost criteriafor projects, above which additional business approval is
required. If arequest exceeds thislimit or additional information is required related to the business
functionality, the Manager may seek the opinion of the appropriate business Advisor on behaf of the
Reviewers.

If no Advisor input is required, the process continues with the Accept/Reject Proposed Architecture
Review Items process step, documented bel ow.

Prepare Architecture Change Proposal: When the Business perspective is needed, the Manager will
prepare the proposal sto be submitted to the Advisors. The proposal should contain information
pertaining to the request and the business requirement to be addressed by the Advisor. This could vary
from request to request.

Present Architecture Change Proposal: the government entity should determine when and how the
presentation occurs, but the Architecture Manager will typically present the Architecture Change Proposal
to the Advisors during aregularly scheduled Advisor meeting. The Advisors may ask for the requesting
Team Leader or Documenter to attend the presentation to answer questions or make clarifications.

Consider Architecture Change Proposal: For proposed changes that need consideration from a business
perspective, the Advisor should consider:

» Impact on the Business Architecture Blueprint.

* Impact on the organization’s I T Portfolio.

» Physical implementation requirements on the business.

» Impact on installed applications or services that currently support the business.
e Funding.

Debate/Discuss Architecture Change Proposal: The Advisors weigh the pros and cons from the business
perspective to make a determination toward accepting or rejecting the change. Aswith the Reviewers, the
Advisors will aso consider the immediate, as well as the long-term needs of the organization.

Make Recommendation on Architecture Change Proposal: The Advisors will make recommendations to
the Reviewer and Architecture Manager regarding whether to accept or reject the Proposed Architecture
Review Items.

Accept/Reject Architecture Review Request: Based on the business case and the immediate and long-
term needs of the organization, the Reviewer will either accept or reject the proposed architecture review
regquest or line items. Note that each organization should determine whether Requests are accepted or
rejected as awhole or whether the requests may be separated into line items addressed separately.

Document Architecture Review Decisions. Whether a change was accepted or rejected, the results should
be documented. This provides a better picture of the evolution of the decision process and history for the
Enterprise Architecture Framework and Architecture Blueprint.

The documentation of the Architecture Review Decision is provided in the following sub-process model
and description.
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DOCUMENT ARCHITECTURE REVIEW DECISION

Summarize Architecture Review Decisions. The Architecture Manager will summarize the decision of
the Reviewer meeting.

Determine Affected Domains: Multiple Domains may be affected based on the results of the review. The
Manager should determine the affected Domains and the required updates.

Apply Approved Enterprise Architecture Framework Changes: These Enterprise Architecture Framework
Elements are maintained in the sub-process Confirm Architecture Governance Structure of the
Architecture Framework Vitality Process. After the updates are completed, the Architecture Blueprint
Vitality Processistriggered to determine if the Architecture Blueprint also requires updating. Thisisa
continuation of the Architecture Lifecycle processes.

Communicate Architecture Review Decisions: Major changes or decisions of the Architecture Review
Process should be communicated to the IT community through the Architecture Communication Process.
Domain-specific information should be provided to the Documenters of all Domains affected by the
reviews.

Understand Architecture Review Decisions. The Documenters should understand the decisions
communicated to them. Once they have an understanding, they should review the Architecture Blueprint
and make updates as required to document the decisions. Update each level of the Architecture Blueprint
affected by the review.

NOTE: The following processes are sub-processes of the Architecture Documentation Process and are
used for updating the Architecture Blueprints.

Complete/Update Domain Blueprint: If the accepted change identified a new Domain, the new Domain
should be fully documented, including all subordinate levels.

If the change being sought identified changes to an existing Domain, the blueprint for the Domain and the
other affected Domains should be updated to reflect the accepted or rejected change.

See Architecture Blueprint Templates — Domain Template for documentation requirements.

Complete/Update Discipline Blueprint: If the accepted change identified a new Discipline, fully
document the new Discipline, including all subordinate levels. If the requested change identifies changes
to an existing Discipline, update the blueprint for the Discipline and other affected Disciplinesto reflect
the accepted or rejected change.

See Architecture Blueprint Templates — Discipline Template for documentation requirements.

Create/Update Technology Areas: If the accepted change identifies a new technology area, fully
document the new technology area, including all subordinate levels. If the requested change identifies
changes to an existing technology area, update the blueprint for the area to reflect the accepted or rejected
change.

See Architecture Blueprint Templates — Technology Area Template for documentation requirements.
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Create/Update Product Components: If the accepted change identified a new Product Component, fully
document the new Product Component, including all subordinate levels. If the requested change
identifies changes to an existing Product Component, update the blueprint for the product to reflect the
accepted or rgjected change.

Conditional use should be documented as well, if it applies.
See Architecture Blueprint Templates — Product Component Template for documentation requirements.

Create/Update Compliance Components: If the accepted change identified a new Compliance
Component, fully document the new Compliance Component. If the requested change identifies changes
to an existing Compliance Component, update the blueprint for the Compliance Component to reflect the
accepted or rgjected change.

Conditional use should be documented as well, if it applies.

See Architecture Blueprint Templates — Compliance Template for documentation requirements.
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ARCHITECTURE COMMUNICATION PROCESS

The Architecture Communication Process ensures the contents of the enterprise architecture contents are
communicated in atimely and accurate manner. Thisisavital processin the success of the enterprise
architecture. Without a thorough communication process, the enterprise architectureis simply a
document, providing no real substance to the organization.

All users must have accessto the latest version of the enterprise architecture documents and blueprints. A
mechanism must exist to communicate the status and updated documentation to all users. Adequate
communication of the enterprise architecture plays avital rolein ensuring that enterprise activities will be
synchronized with the Architecture Blueprint and the organization’ s strategic plans.

The communication document should be available to contractors and vendors required to conform to the
organization’s enterprise architecture.

To ensure the shared enterprise architecture information meets the communi cation requirements, conduct
areview of all audience members and their information needs. Some communication is automeatically
distributed; other times information is requested and subsequently distributed to the requester.

Any time the enterprise architecture makes a noticeable change due to an Architecture Review,
Architecture Vitality, or Architecture Documentation Process, the information must be communicated to
the Architecture Audience in atimely manner.

The process of communicating the documented enterprise architecture includes one sub-process to help

determine, document and send the architecture communication document. The sub-process is entitled
Communicate Architecture Information and includes a Process Moddl, followed by the process detail.
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COMMUNICATE ARCHITECTURE INFORMATION

The Architecture Communication is a set of communication “documents’ that can be disseminated or
requested from enterprise architecture information to the various Architecture Audience members. Some
of the communication is best queried from the enterprise architecture information itself, while other
communication is best summarized, with the added ability to query for the details.

This process model shows the Architecture Roles and Lifecycle processes that can trigger the production
and delivery of the Architecture Communication Document.

Request Architecture Information: The Architecture Audience, Architecture Manager, and/or
Architecture Documenter can request architecture information. This can include requests such as:

» All information for aDomain or any of the Architecture Blueprint Levels.
» All architecture blueprint information not reviewed in the last six months.

» All Compliance Components for a specific Product. (For example: Compliance Components for
DB2 database.)

» All architecture blueprint information associated with akeyword. (i.e., keyword: web)
» All product componentsthat are classified as current in the technology architecture blueprint.

Thetype of requestsis dependent upon the requirements of the requesters. Organizations should
determine such items as:

* What information can be shared?

» At what point in the Architecture Lifecycle processes will sharing be allowed.
» Which Architecture Roles should have access to what information?

» The balance between need and efficiency.

Request Architecture Review Items: During periodic Architecture Reviews, the information that is
documented in the Architecture Blueprint or Enterprise Architecture Framework Elements, but not
reviewed, should be collated and summarized for the Reviewers. The status allows the Architecture
Communicator to gather the information and provide it in a Communication Document.

Create Architecture Communication Documents. The content of the Architecture Communication
Document will vary based on the information collection trigger. The following processes provide the
information for the document:

e Architecture Review Process
» Architecture Framework Vitality Process
« Architecture Documentation Process

The following types of information are available to share:

 Architecture Blueprint information
» Enterprise Architecture Framework Elements
» Summaries of the Architecture Review
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» Summaries of the Architecture Documentation effort
» Highlights from enhancements due to the Architecture Framework Vitality Process

Send Architecture Communication Document: Based on what triggered the Architecture Communication
Document to be produced, the document will be sent out to the appropriate Architecture Audience. Each
organization should determine guidelines addressing the audience for each communication.

Receive Architecture Communication Document: The Architecture Audience member receives the

requested Architecture Communication Document. The audience member receives information based on
the following criteria

» The audience member is a subscriber to the Architecture Communication Process.
» The audience member is arequester of Ad-hoc Architecture Communication Document.
» The audience member holds a primary Architecture Governancerole.

» Management has designated the audience member as arequired receiver of specific Architecture
Communication documents.
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ARCHITECTURE COMPLIANCE PROCESS

The Architecture Compliance Process describes the process to request a variance from the product or
compliance components approved within the organization. Having an established Architecture
Compliance Processis an appropriate and tactically sound approach to managing information technol ogy
from an enterprise perspective.

In every organization, there will be circumstances that will preclude the use of the documented standards.
A formal compliance processis essential to alow for the review and acceptance of variances from the
enterprise-wide architecture standards. Members of the organization will be allowed to submit requests
for deviation from the standard. These requests for deviation should be presented with an appropriate
business case stating the reasons for the variance. Legitimate business cases will be reviewed, and those
accepted will be documented as approved variances during the Architecture Review Process.

Results accepted from the Architecture Compliance Process review will flow into the Architecture
Blueprint Vitality Process.

The compliance process consists of three sub-processes that determine, document and request architecture
variances. These sub-processes include:

* Request Architecture Help
e Determine Technology Options
» Create Architecture Variance Business Case

Each of the sub-processes follows the same format, providing a process model followed by the process
detail.
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REQUEST ARCHITECTURE HELP

New/Updated Functionality Requested: When there isareguest to create or update functionality in the
organization’ s information technology areas, first determine the scope of the request and then document
the requirements. Once this analysisis complete, review the possible solutions.

Based on the analysis of the requirements, determined whether aformal project will start or a production
support request initiated. Identify architecture compliance reviews in the project plan schedule.

Project/Service Teams determine whether their project/enhancement requires aformal review to verify
compliance with the documented architecture blueprint. This compliance review is required for either:

» All new projects, or
» Moadifications of greater than x% on existing technology

If neither of these exists, the project/change requires no compliance review.

If a project/maintenance team requires help in reviewing their project or a new technology against the
documented architecture blueprint, the Documenters are available to assist.

Architecture groups are required to review/assist ateamif:

» Thedollar amount of the technology being suggested is greater than $xxx,xxx.

» Thetechnology areathey are requesting a variance for has designated a single product sol ution.
(Because of maintenance and inoperability issues, a single product has been designated as the only
acceptable product in the currently documented architecture blueprint.)

Identify Affected Architecture Blueprint Levels. The Team Leader should identify the Documenters
impacted by the project/enhancement. Thisidentification may not be complete until reviewed by the
Architecture Manager, and Reviewers/Advisors.

Create Architecture Help Request: Team Leader will fill out an Architecture Help Request. This request
allows the Architecture Manager to determine which of the Documenters can assist. The solutions may
already exist in the Architecture Blueprint and the Architecture Manager will direct the Team Leader to
the correct information.

Receive Architecture Help Request: Architecture Manager receives the Architecture Help Request and
reviewsit for completeness. The Architecture Manager will ask several questions to determine
compl eteness, including:

* |Isthere enough information to determine possible solutions?

» Has contact information for the person requesting been supplied?
» Hasthe resolution date been communicated?

Review Affected Architecture Blueprint Levels: The Architecture Manager, with help from the
Reviewers and Advisors, will ensure that al affected Domains have been identified. They may aso direct
Team Leaders to possible solutions already approved and documented in the Architecture Blueprint.
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Review Architecture Help Request, Review Existing Architecture Products/Compliances, and Document
Architecture Process: Based on the type of Architecture Help Request requested, the Documenters will
set up time to aid the project/service team. Thetypes of help requests:

* ldentifying existing technology in the organization’s products that may meet the requirements of
the new or updated functionality requested.
» Conducting atechnology scan to identify products that may meet the requirements of the new or

updated functionality being requested. After finding potential products, executing the Evaluate
Product/Compliance Component Process in the Architecture Documentation Process.

* Reviewing products that the Team Leaders bring forward to determine the possible fit into the
documented architecture blueprint.

Provide Technical Recommendations: Based on the reviews and eval uations conducted, the Documenters
will make technical recommendations to the Architecture Manager. Thisinformation will be used to aid
in the project/service team'’ s selection of a solution for their functional requirements.
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DETERMINE TECHNOLOGY OPTIONS

Review Technical Recommendations. The Architecture Manager will review the recommendations
presented by the Documenters. Based on this review, the Architecture Manager may seek advice from the
Subject Matter Experts.

Review/Clarify Technica Recommendations: The Subject Matter Experts aid the Compliance Process by
reviewing and clarifying the recommendations provided by the Documenters.

Provide Technical Oversight Recommendation: Once the Subject Matter Experts have reviewed and
clarified the Technical Recommendations, they provide their recommendation.

Summarize Technical Recommendations: The Architecture Manager will prepare a summary from the
Documenters Technical Recommendation and the Subject Matter Experts' Technical Oversight
Recommendation. Thisinformation is given to the Team Leader to aid the project/service teamin
determining a technology solution.

Determine Technology Options: Various options for solving the functional requirements will be
reviewed and atechnology option will be chosen. If this option is compliant with the documented
architecture blueprint, no further information is required.

Create Architecture Variance Business Case: If the technology option chosen is not compliant with the
documented architecture blueprint, the Team Leader will need to create a business case for requesting the
architecture variance. This process is documented in the sub-process. Create Architecture Variance
Business Case.

Once the Architecture Variance Business Case is documented, it will undergo the normal Architecture
Review Process.
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CREATE ARCHITECTURE VARIANCE BUSINESS CASE

Research Business Strategic Elements:. The Team Leader will research relevant businessinputs. These
can include updated Business Strategy Plans.

Research IT Strategic Elements. The Team Leader will research relevant technology inputs. These can
include updated IT Strategy Plans.

Determine Funding Sources: To show the offset of introducing a non-compliant product into the
architecture blueprint, the Team Leader will identify the funding sources that will be responsible for the
total cost of ownership during the product’ slifecycle.

Determine Architecture Blueprint Impact Statement: With the help of the Documenters and the
Architecture Manager, the Team Leader will craft an impact statement for the variance being sought.

Determine Physical Implementation Requirements. The Project/Service team, Team Leader, Architecture
Manager and the Documenters will work together to document the physical implementation requirements
that will be required for the new product and/or compliance component.

Determine Total Cost of Ownership: During the impact analysis, the Team Leader is responsible for
identifying costs associated with the product such as the licensing fees, initial product cost,
implementation cost, and on-going maintenance cost. These costs should include the cost of personnel
required to maintain and enhance the product asit goes through its product lifecycle.

Summarize Architecture Variance Business Case: Once everything is determined and documented, the
Team Leader should compile asummary of the technical and business inputs to present to the Reviewers.
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ARCHITECTURE FRAMEWORK VITALITY PROCESS

Architecture Framework Vitality Process is the process that insures the content of the Adaptive Enterprise
Architecture Framework Manual remains current and accurate. Thisis amajor requirement of the
governance processes.

To ensure vitality, the Enterprise Architecture Framework must be reviewed from a perspective of
business strategic elements, IT strategic elements and recommendations for enhancements. Advisors
should provide input for the business strategy and the IT strategy.

Any time business strategies or I T strategies make a noticeabl e shift, an architectural framework review
may be required. Enterprise Architectural Framework reviews should occur every one to two years at a
mi nimum.

The process of routinely reviewing the documented Enterprise Architecture Framework is made up of one

sub-process to help determine, document and request architecture changes. The process follows the
format of a process model followed by the process detail.
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DETERMINE ARCHITECTURE FRAMEWORK CHANGES

The Enterprise Architecture Framework is a set of interrelated elements that provide the processes,
templates, and governance to implement the Architecture Blueprints. Three events cause changesto the
Enterprise Architecture Framework:

» Recommendations from the Documenters and Audience of the architecture for Enterprise
Architecture Framework Element enhancements.

» Shiftsin Business Strategies provided to the Manager.
e ShiftsinIT Strategies provided to the Manager.

Identify Changed Business Strategies: The Business Advisor identifies and gathers relevant business
inputs from updated Business Strategic Plans and forwards the information to the Architecture Manager.
The Architecture Manager will need to research changes to the Business Drivers.

Identify Changed IT Strategies. TheIT Advisor identifies and gathers relevant IT inputs from updated I T
Strategic Plans and forwards the information to the Architecture Manager. The Architecture Manager
will need to research changes to the Technology Drivers.

Recommend Framework Enhancements. While interacting with the Enterprise Architecture Framework
Elements, the Documenters and other users of the architecture may have suggestions for improvement
that could benefit everyone. Consider these recommendations for new versions of the Adaptive
Enterprise Architecture Framework Manual.

Review Architecture Governance Framework: Changesin the Businessand IT Strategies or
recommendations from the Documenters/users of the Enterprise Architecture Framework Elements may
cause further enhancementsto be identified. These enhancements need to undergo the Confirm
Architecture Governance Structure sub-process to change the Architecture Lifecycle Processes,
Architecture Governance Roles, and/or Enterprise Architecture Framework Elements. These changes can
have arippling effect on other components of the Enterprise Architecture Framework or the Architecture
Blueprint.

Review Business Architecture Framework: Changesin the Businessand IT Strategies may cause the
Business Architecture Framework Business Driversto change. If the Strategy changes have caused
changes to the Business Drivers, there will be arippling effect. Review the Architecture Documentation
Process for Domains and Disciplines having relationshi ps with the changed Business Driversto verify
continued validity.

Review the Business Driversto determineif any of them need to be more strongly emphasized in the
Business Architecture Framework. For example, due to the change, an item currently stated as a Best
Practice may be elevated to a Principle, or a Business Trend may be elevated to Best Practice.

These types of changes will also affect the Domains and Disciplines that are related to or conflicted with
the changed business drivers.

The other dimension of change may occur in the Business Architecture Blueprint Framework

enhancements to processes and/or templates. These could impact existing Architecture Blueprint
documentation and communication tools.
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Review Technology Architecture Framework: Changesin the Businessand IT Strategies may cause the
Technology Architecture Framework Technology Driversto change. A rippling effect occursif the
Strategy changes cause changes to the Technology Drivers. Domains and Disciplines having a
relationship with the changed Technology Drivers must revisit the Architecture Documentation Process to
verify their validity and update as needed.

Review the Technology Drivers to determine whether any of the drivers require stronger emphasisin the
Technology Architecture Framework. For example, due to the change, an item currently stated as a Best
Practice may be elevated to a Principle or a Technology Trend may be elevated to Best Practice.

These types of changes will also affect the Domains and Disciplines that are related to or conflicted with
the changed technology drivers.

The other dimension of change may occur in the Technology Architecture Blueprint Framework
enhancements to processes and/or templates could impact existing Architecture Blueprint documentation
and communication tools.

Create Architecture Review Document: The Architecture Manager summarizes the technical and
business inputs into a draft review document.

The governance inputs come from:

» Architecture Governance Framework Review Results
e Updated IT Strategic Elements
» Updated Business Strategic Elements

Thetechnical inputs come from:

» Technology Architecture Framework Review Results
e Updated IT Strategic Elements

The business inputs come from:

* Business Architecture Framework Review Results
» Updated Business Strategic Elements

Architecture Review Process: Once the Architecture Review Document is prepared, it will be presented
by the Architecture Manager to the Reviewers for the Architecture Review Process.

Confirm Architecture Governance Structure:  All review items that impact the Architecture Governance
Structure must go through this sub-process. Lifecycle processes, Governance Roles, and Enterprise
Architecture Framework Elements are maintained in this sub-process.

Architecture Documentation Process. Based on the triggering event that caused the Architecture
Framework to go back through the Architecture Documentation Process, the levels of the architecture
blueprint to be reviewed will be determined as follows:

» Changes to the overarching Business and Technology Drivers will cause review of the
Architecture Blueprint from the Domain level down.
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The review during this process will address questions such as:

* Isanew piece of the architecture blueprint required?
» Ischange required for classifications of existing pieces of the Architecture Blueprint?
» Ischange required for the Disciplines or Domains?

Document this information for submission to the Architecture Manager.

Architecture Communication Process. Communicate changes or enhancements to the Enterprise
Architecture Framework or Architecture Blueprint to the Architecture Audience. Theinformation,
whether approved or rejected, should be available to the audience to aid in future service enhancements or
Businesy/IT Portfolio additions.
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ARCHITECTURE BLUEPRINT VITALITY PROCESS

Architecture Blueprint Vitality Process is the process that insures the architecture blueprint content
remains current and accurate. Thisis amajor requirement of the overall architecture lifecycle processes.
To ensure Architecture Blueprint vitality, the Architecture Blueprint must be reviewed from a business
strategy, an I T strategy and a study of technology directions. Input from the providers of the
organization’s strategic documents is essential and the subject matter experts must insure that technology
solutions are extensible and sustainable.

Any time business strategies, IT strategies or technology solutions make a noticeabl e shift, an
architectura review may be required. The enterprise will decide on the frequency of reviews that best
suit their organization; however, these Blueprint Architectural reviews are typically conducted at a
minimum of every four to six months.

The enterprise architecture review of projects should be included as a standard part of project plans.
These reviews, along with compliance reviews, become the most prominent part of the Architecture
Blueprint Vitality Process.

Once the Architecture Blueprint Vitality Processisinitiated, the bulk of the changes will be documented
in the Architecture Documentation Process. A Summary of the Architecture Blueprint Changes will be
produced and presented as part of the Architecture Review Process.

The process follows the format of a process model followed by the process detail .
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DETERMINE ARCHITECTURE BLUEPRINT CHANGES

Identify Changed Business Strategies: The Business Advisor identifies and gathers relevant business
inputs from updated Business Strategic Elements and forwards the information to the Architecture
Manager. The Architecture Manager will need to research changes to the business as well, such as
business principles, best practices and business industry trends.

Identify Changed IT Strategies. TheIT Advisor identifies and gathers relevant IT inputs from updated I T
Strategic Elements and forwards the information to the Architecture Manager.

Review Business/Technology Drivers: Changesinthe Businessand IT Strategic Elements may cause the
Business/Technology Driversto change. If the Strategy changes have caused changes to the drivers, there
will be arippling effect. Domains and Disciplines that have relationships with the changed
Business/Technology Drivers should be taken through the Architecture Documentation Process to verify
they are till valid and updated as needed.

Review the Business/Technology Drivers to determine whether any of the drivers require stronger
emphasis in the Business or Technology Architecture Frameworks. For example, an item currently stated
as a Best Practice may be elevated to a Principle or a Trend may be elevated to a Best Practice dueto a
change.

These types of changes will also affect the Domains and Disciplines that are related to or conflicted with
the changed Business/Technology Drivers.

Determine Impacted Domains. Based on additions or changes to the overarching Technology
Architecture Framework, the Domains that are impacted need to be identified in preparation for the
review of the Architecture Blueprint.

Kick-off Periodic Architecture Review: Architectural Blueprint reviews should occur every four to six
months at aminimum. Based on the audit stamp information, a Documenter can determine which of the
levels of the Architecture Blueprint may need to go through the Architecture Documentation Process.

Identify New Projects or Modifications > x%: The architecture review of projects and significant
modification to existing technology should become a standard part of project/service plans. These
reviews, aong with compliance reviews, become the most prominent trigger to the Architecture
Documentation Process and Determine Architecture Blueprint Changes sub-process.

Architecture Documentation Process:. Based on the event that caused the Architecture Blueprint to go
back through the Architecture Documentation Process, the levels of the architecture blueprint to be
reviewed will be determined as follows:

» Changes to the overarching Business/Technology Drivers or Periodic Architecture Review cycles
will cause the Architecture Blueprint to be reviewed from the Domain level down.

» Changes triggered by project/change team requests will necessitate review of the specific
technology areas and below.

The review during this process will address questions such as:

» Isanew piece of the Architecture Blueprint required?
* |Ischange required for classifications of existing pieces of the Architecture Blueprint?
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» Ischange required for the Disciplines or Domains?

Thisinformation will be documented for submission to the Architecture Manager.

Create Architecture Review Document: The Architecture Manager summarizes the technical and
business inputs into a draft review document.

Thetechnical inputs come from:

» Architecture Blueprint Results (output from the Architecture Documentation Process)
e Summaries of recent technology and application revisions
» Detailsof any approved variances from standards

The business inputs come from:

» Updated Business Strategic Elements
e Updated IT Strategic Elements

Architecture Review Process. Once the Architecture Review Document has been prepared, it will be
presented by the Architecture Manager to the Reviewers.
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TECHNOLOGY ARCHITECTURE

A sound Technology Architecture Framework is needed to support implementation of the architecture
blueprint. The Technology Architecture Framework shows the relationship of the business and
technology driversto the IT portfolio. The technology model must be flexible enough to provide the
processes and templates to document any number of technology solutions.

This section of the Tool-Kit, which focuses on technology, supports NASCIO’s architecture program by
providing government entities a method of establishing effective architecture technology models. It
effectively supports the gap analysis of existing technology documentation, identifying methods to
improve technology documentation performance, aswell as the development of a Technology
Architecture Blueprint in its entirety.

This part of the Tool-Kit contains two pieces of the Enterprise Architecture Framework:

» Technology Architecture Framework — Portion of the Enterprise Architecture Framework
Elements that provides:

— Technology Drivers
— Technology Architecture Blueprint Framework

» Technology Architecture Blueprint — The technology portion of the Architecture Blueprint.
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Technology Architecture Framework

Technology Architecture Framework includes the parts
of the Enterprise Architecture Framework that will
structure technology direction and existing IT services.
This portion of the Tool-Kit provides the semi-static
information, information that changes only when a
major shift in the business or technology occurs. The
following resources are available:

» Placeto capture the Technology Driversthat are
aresult of the businessand IT strategies. These
Technology Drivers are then mapped to the I T
portfolio in the Architecture Blueprint.

» Processes for documentation of the Technology Architecture Blueprint levels.

» Templatesfor the capturing of information requested during the Technology Architecture
Processes.

TECHNOLOGY DRIVERS

This portion of the Tool-Kit coversthe Technology Drivers: IT Principles, IT Best Practices, and
Technology Trends. These Technology Drivers are related. The relationship has two aspects:

e Themigration between the three drivers.

» The compliance requirements against which the documentation of the Architecture Blueprint are
compared.

The migration occurs when:

» A Technology Trend is proven over time, and re-categorized asan IT Best Practice.

* AnIT Best Practiceisreviewed by the organization and approved to become an IT Principle,
which requires adherence at each of the Technology Architecture Blueprint Levels.

Thus, the three Technology Drivers can have an upward migration. The process for comparing each of
these drivers with the Technology Architecture Blueprint will be similar, but the compliance requirements
differ for each.

Technology Driver Compliance requirements are as follows:

* |IT Principles - Architecture Blueprint levels cannot be in conflict with thisdriver. If aconflictis
found, it must be documented and submitted to the Architect Manager along with the
recommendation to change the principle. The Architecture Reviewers need to reevaluate the IT
Principle and possibly change it.

» |IT Best Practices — Architecture Blueprint levels can be in conflict with this driver. If aconflictis
found, it must be documented and submitted to the Architect Manager for review.
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» Technology Trend — Architecture Blueprint levels can be in conflict with this driver. In the
Architecture Template denote that a conflict exist and explain what the conflict entailsin a
comment.

IT PRINCIPLES

Processes and templates for this section are identified for inclusion in a subsequent version of the
NASCIO Tool-Kit.

1T BEST PRACTICES

Processes and templates for this section are identified for inclusion in a subsequent version of the
NASCIO Tool-Kit.

TECHNOLOGY TRENDS

Processes and templates for this section are identified for inclusion in a subsequent version of the
NASCIO Tool-Kit.

Enterprise Architecture Development Tool-Kit v2.0
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TECHNOLOGY ARCHITECTURE BLUEPRINT FRAMEWORK

ARCHITECTURE BLUEPRINT STRUCTURE OVERVIEW
The Technology Architecture Blueprint Framework consists of:

» The Technology Architecture Blueprint Documentation Processes
» The Technology Architecture Blueprint Templates

In order to discuss the Technology Architecture Blueprint Documentation Process, it isfirst necessary to
become familiar with the various levels of the Technology Architecture Blueprint and get an overall
picture of how the piecesfit together.

There are five technology architecture blueprint levels:

» Domains

» Disciplines

e Technology Areas

* Product Components

e Compliance Component

As can be seen from the graphic in Figure 10, these pieces work together to ensure the complete
documentation of the Domains that form the Technology Architecture Blueprint.

r————4

DOMAINS

* Each Domain may have one or more
Disciplines.

= Each Discipline will contain detail for
one or more Technology Areas.

* Product components are specified
under Technology Areas as appropriate.

* Compliance Components can be
documented at the Discipline,
Technology Area, and/or Product
Component levels, using the same
template.

Figure 10. Template Relationships
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Domains are the natural divisions of the technical architecture and as seen in Figure 10, form the main
building blocks of the technology architecture blueprint.

Each Domain identified will be developed and documented by a Documenter made up of subject matter
experts who are familiar with the organization’s IT environment.

Thelogical functiona subsets of aDomain are called Disciplines. Disciplines allow further breakdown
of the Domain into manageabl e pieces, especially for Domains that cover large and/or diverse topics.
Each Discipline is a cohesive unit with regard to its subject areas and stakehol ders.

The Systems Management Domain provides a good example of a Domain with multiple Disciplines:

Domain Disciplines
Systems * Asset Management
Management Change Management

Console/Event Management
Help Desk/Problem Management
Business Continuity

Each Domain will have one or more Disciplines. Aswith Domains, additional Disciplines may be
identified during the development or evolution of the enterprise architecture

Technology Ar eas are those technical topics that support the technology functional areas of the
architecture blueprint.

A few examples of technology areas from within the Database Management Discipline are:

» Relational Database
» Flat File Systems

» Desktop Database

o DataModels

Each of these technology areas will have products, protocols or configurations associated with it. These
are documented at the Product Component level.

Technology Areas are identified and addressed within each Discipline as appropriate for the Discipline.
At thislevel, the technical details of the Technology Architecture Blueprint start to form.

Product Componentsinclude the protocols, products (families) and configurations that are specific to a
technology area. Examples of Product Components identified within the technology area of Data Models
include ERWin, Visio, and Designer 2000.

The documentation of each Product Component includes the evaluation criteria used by the Documenter
to determine the component’ s acceptance as part of the technology architecture blueprint.

Compliance Componentsidentifies guidelines, standards and |egislative mandates associated with a
Discipline, Technology Areas, and/or Product Component as appropriate.
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Compliance Components (guidelines, standards and mandates) may be documented at the Discipline,
Technology Area, and/or Product Component level and provide the basis for making important decisions
about new products, protocols, configurations, etc. The same template for evaluation, classification, and
documentation may be used for Compliance Components at al three levels.

» Guidelines, standards and legidlative mandates differ primarily in the degree of compliance
prescribed by each.

Product Compliance
Domain Discipline Technology Area Component Component
Information Data * Relational Database + Oracle « Data Model Denotations-
Management « Flat File Systems + Sybase Crows Feet
» Desktop Database - DB2 * Normalization
« Data Models  ERWin e Column Naming Standards
» Designer 2000

Each sub-processin the Technology Architecture Documentation Process covers one level of the
Blueprint, with one additional sub-processto cover the evaluation and classification of the Product and
Compliance Components.

Each sub-process will have a process model and narrative section. Where atemplate is introduced within
aprocess model, the template and its detail follow the process narrative. The Technology Architecture
Documentation Process includes the following Sub-processes and Templ ates.

* Document/Update Domain Blueprint Process
e Domain Blueprint Template

» Document/Update Discipline Blueprint Process
» Discipline Blueprint Template

» Document/Update Technology Area Blueprint Process
» Technology Area Blueprint Template

» Document/Update Product Component Blueprint Process
» Product Component Blueprint Template

» Document/Update Compliance Component Blueprint Process
» Compliance Component Blueprint Template

» Evaluate Compliance/Product Components
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CoMPLETE/UPDATE DOMAIN BLUEPRINT

Domain Overview

The Domain isthe highest level of the Technology Architecture Blueprint levels. The definition and
development of each Domain is a process that will evolve and change as information is gathered and
documented. A domain template is provided to ensure consistent documentation of each Domain.

The NASCIO working group has been involved in a high-level review process to define and document a
sample set of Domains. This sample set of Domains include:

Access

Platform

Network

Application
Information
Integration

Systems Management
Security

Privacy

The governmental entity must determine the Domain structure that works best for their own organization.
Many government entities may identify or define Domains differently during the development or
evolution of their own enterprise architecture.

Important items to keep in mind when determining the breakout of Domains are:

A committee of subject area experts should be established to handle the devel opment and
mai ntenance of each Domain.

Domains should not be too broad. The scope of each Domain should be reasonable for a
committee to handle.

Domains should not be too narrow. Having Domains that are narrow in scope will cause the
creation of many Domains, which in turn results in numerous committees.

It is best to keep the number of Domains between 5 and 10.

Thefollowing information is provided to assist organizationsin their efforts to document the items
essential to Domain development.
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Using the Domain Template as a guide, the Domain Architecture Blueprint will be completed/updated.
Follow the following process stepsto aid in this documentation:

Review/Update Domain Blueprint: The definition of the Domain and the primary subject areas are
provided to the Documenter during the facilitated workshop training. The Documenter will have the
responsibility of reviewing:

» Domain definition and Domain boundary
» Associated Disciplines

An Architecture change request should be submitted if additional Disciplines are required.

This request is submitted to the Architecture Manager for validation prior to any further work on that
topic.

Conduct areview of the Business and Technology Drivers to ensure that the development of the Domain
does not conflict with the established Principles, Best Practices and Trends (Industry or Technology).
The Documenters should identify the Business and Technology Drivers that apply most directly to their
Domain and elaborate on (and document) the relationship between their Domain and the Drivers.

Set Current Status.  Set the Current Status as appropriate. It isimportant to understand where a given
Domainisinthe process. Initia statusesidentified include:

* Under Review — Represents when a Domain is being defined and reviewed.
» Accepted — Indicates the Domain has been approved and accepted into the architecture blueprint.

* Regected — If the Domain was rejected by any of the governance groups during the various
reviews, the reason for the rejection must be documented in the audit trail information.

Document Recommended Architecture Changes and Review Recommended Architecture Changes:
Document and submit to the Architecture Manager any changes to the definition, boundary, or
Business/Technology Drivers prior to proceeding with the Domain documentation. These types of
changes can affect more than just the Documenter requesting the modification.

Document Domain State Contracts: Identify existing or planned state contracts that address the specific
Domain technologies. This part of the Domain template should be completed after documenting the
Technology Areas, Product Components, and Compliance Components under the Domain.

Update Domain Audit Trail: Maintain audit trails for the information provided in the template. During
thisinitial development of the Domain, only information about the creation, accepted/rejected, and date
last updated need to be maintained.

If additions or updates to any of the Disciplines are needed, continue with the sub-process
Document/Update Discipline Blueprint, which is described in detail later in this chapter.
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DOMAIN TEMPLATE

Template Sections

The Domain Template will include the following sections:

Definition

Boundary

Current Status
Associated Disciplines
Related Principles
Related Best Practices
Related Trends

State Contracts

Audit Trail

Template Form Sample

The Domain Template provides a checklist for documenting the Domain details. A detailed description
of each of the content areas follows the visual representation of the Domain Template provided here.

126
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NASCIO ‘ |
DR Domain Template
DEFINITION
Name
Description
Rationale
Benefits
BOUNDARY
Boundary Limit Statement
CURRENT STATUS
Provide the status of this Domain  [_] Under Review L] Rejected ] Accepted
ASSOCIATED DISCIPLINES
List Disciplines under this Domain
RELATED PRINCIPLES
Reference #s, Statements or Links Conflict Relationship
Ll
[]
RELATED BEST PRACTICES
Reference #s, Statements or Links Conflict Relationship
[]
[]
RELATED TRENDS
Reference #s, Statements or Links Conflict Relationship
[]
[]
STATE CONTRACTS
Planned Contracts
Existing Contracts
AUDIT TRAIL
Creation Date Date Accepted/Rejected ‘
Reason for Rejection
Last Date Updated Last Date Reviewed ‘

Reason for Update
Updated By
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Template Detail

128

Definition

Name: Determine an appropriately descriptive name for the Domain.

Description: Supply adescription of the Domain in a paragraph or two that provides sufficient
clarity to reader about the Domain and what it covers.

Rationale: Provide a paragraph or two containing the reason or basis for inclusion of this Domain
in the technology architecture.

Benefits: Provide a paragraph or bulleted statements that supply the benefits associated with the
Domain.

Boundary

Boundary Limit Statement: The Boundary Limit Statement provides parameters for identifying the
boundaries for the Domain. This section should contain statements about what is included, as well
asitemsthat are related to—but excluded from—the Domain. If excluded items are identified, it
is beneficial to include areference to the Domain where information can be found.

Current Status

Document the status of Domain, indicating whether the Domain is under review, rejected, or
accepted.

Upon identifying changes to the Domain, the Current Status should be set to “Under Review.”
After the suggested updates/modifications have been reviewed, the status will be updated to
“Rejected” or “Accepted,” as appropriate.

Associated Disciplines

Provide alist of the Disciplines that are covered within this Domain. This provides an index for
these Disciplines. The detailed documentation for each Discipline listed will be completed using
the Discipline Template.

Related Principles

References, Satements or Links: The overarching general rulesthat hold true across the enterprise
architecture. The principles are developed and documented as Business and Technology Drivers
at the most global level of the enterprise architecture.

Conflict: Verify that the development of the Domain does not conflict with the established
Business and Technology Driver Principles. Thisisayes/no answer.

Relationship: The relationship should be documented for those principles that apply most directly
to the Domain. Principleswith the relationship left blank will indicate that the principle does not
apply to this Domain.

Related Best Practices

Best Practices — Best practices identify industry processes related to the implementation of the
enterprise architecture that will assist in the maintenance and expansion of an adaptive enterprise
technical architecture. They are based on experience and proven results. The best practices are
documented as Business and Technology Drivers and apply to the enterprise-wide concept of
architecture.
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Conflict: Verify that the development of the Domain does not conflict with the established
Business and Technology Driver Best Practices. Thisisayes/no answer.

Relationship: The relationship should be documented for those best practices that apply most
directly to the Domain. Best practices with the relationship left blank will indicate that the best
practice does not apply to this Domain.

NOTE: Best Practicesthat are identified as specific to the Domain will be defined and
documented as Compliance Components (guidelines or standards) at the Discipline level.

+ Related Trends

Industry and technology trends have an effect on the deployment of information technology.
Identifying these trends and having an awareness of their impact will allow IT decision makersto
develop more informed, effective decisions. The trends are documented as Business and
Technology Drivers and apply to the enterprise-wide concept of architecture.

Conflict: Verify that the development of the Domain does not conflict with the established
Industry and Technology Trends. Thisisayes/no answer.

Relationship: The relationship should be documented for those trends that apply most directly to
the Domain. Trends with the relationships left blank will indicate that the trend does not apply to
this Domain.

NOTE: Business and Technology Trends that are identified as specific to the Domain will be
further defined and documented at the Discipline level. Thiswill allow the trends to be defined
within the Discipline where they most appropriately apply.

» State Contracts
Planned Contracts. Provide alist of planned future contracts associated with this Domain.
Existing Contracts: Provide alist of existing contracts associated with this Domain.

e Audit Trall

The Audit Trail isincluded at each level of the Architecture Blueprint. It provides the meansto
track changes made to each of the levels, identifies the date the level was last reviewed to assist in
the Vitality Process, and identifies roles and/or individuals involved in the introduction or
modification of the Blueprint information for historical purposes.

Thisinformation is extremely helpful for the vitaity of the Blueprints, as well asinvaluable to
Project /IT Services Teamsin their research when requesting a variance, and Documenters
conducting research on related items across Domains.

Creation Date: Provide the date the Domain was created.

Date Accepted/Rejected: Provide the date the Domain was accepted into the architecture blueprint
or rejected.

Reason for Rejection: If the Domain was rejected, document the reason for the rejection.

Last Date Reviewed: Daocument the most recent date the Domain was taken through the
Architecture Blueprint Vitality Process.

Last Date Updated: Document the most recent date that any item in the Domain template was
changed.
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Reason for Update: Document the reason for the update to the Domain. Thisinformation should
be a detailed description of the change, for future reference.

Updated By: Provide the names of the persons responsible for the update to the Domain. This
will be helpful information for future reference.
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CompPLETE/UPDATE DISCIPLINE BLUEPRINT

Discipline Overview

Disciplines are the second level of the Technology Architecture Blueprint. Disciplines are the technology
functional areas within aDomain. The overal structure of the architecture blueprint beginsto form at the
Discipline level. Each Domain will contain one or more Disciplines. A Discipline template is provided to
ensure consistent documentation of each Discipline.

The NASCIO workgroup has been involved in a high-level review process to define and document a
sample set of Domains and associated Disciplines for this Tool-Kit. This sample set isintended to
provide an example of one way to set up the Domain/Discipline relationships, but isnot prescriptive.
Descriptions of the sample Domains and Disciplines, as used in this Tool-Kit, can be found in Appendix
B.

The development of Disciplines within each Domain is the responsibility of the Documenter. This
process will evolve and change as information is gathered and documented.

It is anticipated that Documenters may uncover additional information that should be included as part of
the Architecture Blueprint and/or Enterprise Architecture Framework. The committees and other
enterprise architecture stakeholders are encouraged to provide feedback to the Architecture Manager
whenever it is apparent that the feedback will enhance the enterprise architecture.

Important items to keep in mind when determining the creation of Disciplinesinclude:

» Establish Disciplines that include categories of products and services having similar compliances
or requiring similar expertise for implementation. Thiswill allow documenters to document the
disciplinesin a consistent manner.

» Set up Disciplines based on what will best support your organization’s installation base of
products and services.

» Avoid spending excessive time determining terminology issues. Just asin metadata
documentation, fine-tuning terminology can occupy a majority of thetime. Utilize the keywords
and boundary statements to assist in identifying various terms that are covered by the discipline.

Thefirst lay out of the Disciplines under the Domains may not be the permanent arrangement. The best
Discipline/Domain combinations will surface naturally over time during implementation of the
Architecture Blueprint within your organization.
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Using the Discipline Template as a guide, the Discipline Blueprint will be completed/updated. The
following process steps must be followed to aid in this documentation:

Review/Update Discipline Blueprint: The Documenter will have the responsibility of reviewing the
Discipline definition and Discipline boundary.

An Architecture change request should be submitted if:

» Additional subject areas are required.
» Changes to the Discipline Definition are made.
» Changesto the Discipline Boundary are made.

Thisrequest is submitted to the Architecture Manager for validation prior to any further work on that
topic and the current status will be set to “Under Review”.

Complete Discipline Blueprint Details. Set the Current Status as appropriate. It isimportant to
understand where a given Disciplineisin the process. Initia statuses identified include:

» Under Review — Represents when a Disciplineisfirst being defined and reviewed.

» Accepted — Indicates the Discipline has been approved and accepted into the architecture
blueprint.

» Regected — If the Discipline was rejected by any of the governance groups during the various
reviews, the reason for the rejection must be documented in the audit trail information.

Critical References can aid in identifying the Technology Areas, Product Components, and/or
Compliance Components. The references that are specific for the Discipline include:

e Documentation of Related Disciplines

* Identification of the various Standards Organizations and Government Bodies
 Identification of the Stakeholders/Roles

» Documentation of Discipline-specific Technology Trends

Compliances that are more Discipline-related should be listed at the Discipline level. Each Documenter
should evaluate and select Compliance Components that apply to the Discipline. These would include:

» Guidelines— General statements of direction or desired future state for this Discipline. These will
not be mandated.

e Standards— Items set by any generally accepted standards organi zation appropriate for the
Discipline. More than one standard may exist. Variances must be sought if not following one of
the existing standards.

» Legidated — Itemsrequired by law. Only a changein the mandate can alow variances.

The Compliance Component Blueprint details will be captured, using the Compliance Component
Template, as described in the sub-process Document/Update Compliance Component Blueprint covered
later in this chapter.
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M ethodol ogies followed while developing or supporting this Discipline should be documented. Thisis
another place to verify that the deliverables of the methodology do not conflict with the components of
the enterprise architecture. Implementation of the selected technology areas should be aided by the
methodology deliverables.

Technology Areas covered under the Discipline should be listed at this time. The process for deriving and
capturing all the remaining levels of the architecture blueprint begins at the technology arealevel, which
aids in defining and finding the various products and compliances under atechnology. The process steps
for documenting the technology areas will be covered in detail in Document/Update Technology Area
Blueprint process model.

Documentation requirements for the Discipline must be documented assuring that the quality and level of
the documentation intended by the Documenter is maintained. Various subject matter experts will work
as Documenters as the architecture blueprint continues to mature. The documentation will preserve the
history of the decision-making processes throughout the architecture maturity process. The Documenters
can express expectations for how the Disciplineis to be maintained within the documentation.

Update Discipline Audit Trail: Audit trails for the information provided in the template must be
maintained. During theinitial development of the Discipline, only the information regarding creation,
accepted/regjected, and date last updated must be maintai ned.

Conduct Technology Scan: At thislevel, atechnology scan of the enterprise should be conducted to
determine the existing or proposed products and compliance components used throughout the state as
related to this discipline. Based on the technology found, one of the following levels will be documented
and/or updated:

e Technology Area Blueprint
» Product Component Blueprint
e Compliance Component Blueprint

One question that arises during the documentation process is how to incorporate the documentation of the
existing baseline products and compliance components in the most efficient and effective manner.

In reviewing the product and compliance components, select those attributes that provide the most
valuable information for your categorization and create a smaller checklist. Send this checklist out to the
various subject matter expertsin the organization, requesting that they compl ete the portion that pertains
to their area of expertise and return the results within an agreed amount of time (3 — 4 weeks should
suffice for most organizations).

Recommended checklist items would include:

Definition (Name and Description)
* Keywords

» Vendor Information (Name)
* Required Component
e Audit Trail (Creation Date)
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Document/Update Technology Area Blueprint, Document/Update Product Component Blueprint, and
Document/Update Compliance Component Blueprint: Each of these processes will be executed as
needed, based on the results of the technology scan. These processes are covered as independent
processes in the remainder of this section.
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DISCIPLINE TEMPLATE

Template Sections

The Discipline Template will include the following sections:

Definition

Boundary

Associated Domain

Current Status

Critical References

Methodologies

Associated Compliance Components
Associated Technology Areas
Discipline Documentation Requirements
Audit Trail

Template Form Sample

The Discipline Template provides a checklist for documenting the Discipline details. A detailed
description of each of the content areas follows the visual representation of the Discipline Template
provided here.

136
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NASCIO
D¢ Discipline Templ
DEFINITION
Name
Description
Rationale
Benefits
BOUNDARY

Boundary Limit Statement ‘

ASSOCIATED DOMAIN
List the Domain Name ‘

CURRENT STATUS

Eg(\:/iiSI?ng]e status of this (] Under Review [] Rejected ] Accepted

CRITICAL REFERENCES

Related Domains/Disciplines

Domain - Disciplines Domain - Disciplines Domain - Disciplines
[] Ll []
[ [] [
[ [] [
[ [] [
[ [] [
[ [] [
[ [] [
Standards Organizations

Name Web Address ‘

Contact Information
Government Bodies

Name Web Address ‘
Contact Information
Stakeholders/Roles
List Stakeholders

List Roles (if stakeholder
titles are not known)
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Discipline-Specific Trends
List Discipline-specific
Trends
Trend Source

METHODOLOGIES

List methodologies followed

ASSOCIATED COMPLIANCE COMPONENTS
List Discipline-specific
Compliance Component
Names

ASSOCIATED TECHNOLOGY AREAS

List the Technology Areas
associated with this
Discipline

DISCIPLINE DOCUMENTATION REQUIREMENTS

Provide documentation
requirements for this

Discipline
AUDIT TRAIL
Creation Date Date Accepted/Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed

Reason for Update
Updated By
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Template Detail

Definition
Name: Determine an appropriately descriptive name for the Discipline.

Description: Supply a description of the Discipline in a paragraph or two that provides sufficient
clarity about the Discipline and what it covers.

Rationale: Provide a paragraph or two containing the reason or basis for inclusion of this
Disciplinein the architecture blueprint.

Benefits: Provide a paragraph or bulleted statements that supply the benefits associated with the
Discipline.

Boundary

Boundary Limit Statement: The Boundary Limit Statement provides parameters for identifying the
boundaries for the Discipline. This section includes statements about what isincluded, aswell as
items that are related to—but excluded from—the Discipline. If excluded items areidentified, itis
beneficial to include areference to the Domain and Discipline where information can be found.

Associated Domain

Provide the name of the Domain with which this Discipline is associated. This provides the
appropriate mapping between Domain and Disciplines.

Current Status
Document the status of Discipline, indicating whether it is under review, rejected, or accepted.

Upon identifying changesto the Discipline, the Current Status should be set to “Under Review.”
After the suggested updates/modifications have been reviewed, the status will be updated to
“Rejected” or “Accepted,” as appropriate.

Critical References

Related Domaing/Disciplines: Provide alist of the Domains and underlying Disciplines that will
have an affect on, or be affected by changes within this Discipline. These references provide
coordination points for critical decisions. The Domain-Discipline Intersection Matrix, provided in
the Technology Samples section of this Tool-Kit, can be a helpful tool to easily identify these
coordination points. If your organization chooses to use such atoal, it should be updated with the
new information as well.

In the Discipline template provided, the names of the related Domains/Disciplines have been
omitted. Please note that once you have determined the Domains and Disciplines for your
organization, the template can be customized to include your information.

Sandard Organization/Government Bodies: Provide alist of the various standards organi zations
and/or government bodies that affect this Discipline. Provide URLs for reference whenever
possible. These organizations can affect the Disciplinein various ways. Some will have authority
to dictate certain decisions, while others may only provide an influence to decision within the
Discipline.

Sakeholders Roles: Provide alist of Stakeholdersfor this Discipline. Stakeholders are those
who are affected by, or will affect the Discipline.
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If stakeholder titleis not known, provide a description of the role the person or group performsin
the roles section. Roles ensure the accountability of all IT components, ensure IT efforts support
the needs of the business, and increase quality of IT solutions within the Discipline.

Discipline-specific Trends: Add any Discipline-specific Industry or Technology Trends. Industry
and technology trends have an effect on the deployment of information technology. IT decision
makers will develop more informed, effective decisionsiif they are aware of the impact of the
trends related to both business and technol ogy.

Some key questions that should be considered when identifying the trends include:

— What trends and events will drive new businessinvestment in IT?
— What technology advances or changes will impact IT deployment decisions?
— How can the organization exploit IT, while facing a complex and volatile environment?

In addition to the trends, provide the source of each trend for reference/historical purposes. This section
can include references to organizations like Gartner Group, or they can include the name of the person
who proposed the trend. URLs may also be included if applicable.

140

Methodologies

Provide alist of methodologies followed in developing or supporting this Discipline as
appropriate.

Associated Compliance Components

Provide alist of Compliance Components that are specific to the Discipline level. The detailed
documentation for each component listed will be completed using the compliance component
Template.

Associated Technology Areas

Provide alist of the technology areas that are covered within this Discipline. This providesan
index for these technology areas. The detailed documentation for each technology area listed will
be completed using the Technology Area Template.

Discipline Documentation Requirements

As the enterprise architecture continues to mature, a variety of subject matter experts will serve as
Documenters. Thetransfer of knowledge and the reasoning behind previous additions and
modifications, which is not always obvious, can be invaluable to them.

The Documenters should use this section to document the quality assurance criteriafor the
Discipline and express their expectations for how the Discipline isto be maintained.

Audit Trail

Creation Date: Provide the date the Discipline was created.

Date Accepted/Rejected: Provide the date the Discipline was accepted into the architecture
blueprint or rejected.

Reason for Rejection: |If the Discipline was regjected, document the reason for the rejection.
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Last Date Reviewed: Document the most recent date the Discipline was taken through the
Architecture Blueprint Vitality Process.

Last Date Updated: Document the most recent date that any item in the Discipline template was
changed.

Reason for Update: Document the reason for the update to the Discipline.

Updated By: Provide the names of the persons responsible for the update to the Discipline. This
will be helpful information for future reference.
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DOCUMENT/UPDATE TECHNOLOGY AREAS

Technology Area Overview

Technology Areaisthethird level of the Architecture Blueprint. Technology areas are those technical
categories that support the technology functional areas (Disciplines) of the architecture blueprint. Each
Discipline will contain one or more technology areas. A Technology Areatemplate is provided to ensure
consistent documentation of each technology area.

Technology areas alow products for each Discipline to be categorized for:

» Documentation of Compliances

» Research of Architecture Blueprint

» Communication of Architecture Blueprint
» Defining the Discipline Boundaries

A magjority of the Documenters' work will focus on the Technology Areas, Product Components, and
Compliance Components including such activities as:

» Documentation

 Vitality of Architecture Blueprint
e Compliance Reviews

» Architecture Help Requests

Important items to keep in mind when determining the technology areas within a Discipline include:

» Technology scans are helpful in capturing information regarding existing products within the
organization.

» Thereis more than one way to determine technology areas. Documenters preferring bottom-up
analysis will capture the list of products and then categorize these products to determine the
technology areas. Those preferring top-down analysis will determine and document the
technology areas first and then proceed to document the products that fall under each of the
technology areas.

» Create atechnology area where compliances exist that span products.

» Documentation of products within atechnology areafor a specific Discipline can become an area
for boundary debate. A question can arise as to which group is responsible for documenting which
products. When certain products span functional areas, areview of the best way to document the
product should be discussed. A decision should be made as to whether the product should be
documented under multiple technology areas, or whether all subject matter experts should come
together to document the product once under a specific technology area.
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The Technology Area Blueprint should be completed/updated using the Technology Area Template as a
guide. Thefollowing process stepswill aid in this documentation:

Complete Technology Area Blueprint Details: Review/Document the Technology Areas definition and
rationale.

K eywords/nomenclature commonly associated with the technology area should be documented to aid in
finding various technology areas in the architecture blueprint.

Set the Current Status as appropriate. Since so many different technology areas go through the
Architecture Documentation Process at one time, it isimportant to understand where a given technol ogy
areaisinthe process. Initial statusesidentified include:

» Under Review — Represents when atechnology areais being defined and reviewed.

» Accepted — Indicates the technol ogy area has been approved and accepted into the architecture
blueprint.

* Regected — If the technology area was rejected by any of the governance groups during the various
reviews, the reason for the rejection must be documented in the audit trail information.

List the Product and Compliance Components that are associated with this technology area. After the
technology scan is complete, the Product and Compliance Components can be documented and assigned
their classification within the architecture blueprint. The details for documenting the Product and
Compliance Components are described in the sub-processes Document/Update Product Component
Blueprint and Document/Update Compliance Component Blueprint, which are covered later in this
chapter.

If the technology area requires a single product solution, the date the determination was made should be
documented, along with the rationale for the decision.

Update Technology Area Audit Trail: Audit trails for the information provided in the template must be
maintained. During theinitial development of the technology area, only the creation, accepted/rejected,
and date last updated will be provided
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TECHNOLOGY AREA TEMPLATE

Template Sections

The Technology Area Template will include the following sections:

Definition

Associated Discipline

Keywords

Current Status

Associated Compliance Components
Single Product Solution

Associated Product Components
Audit Trail

Template Form Sample

The Technology Area Template provides a checklist for documenting the technology area details. A

detailed description of each of the content areas follows the visual representation of the Technology Area
Template provided here.
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NASCIO
Y Technology Area Ten

DEFINITION
Name
Description
Rationale
Benefits

ASSOCIATED DISCIPLINE

List the Discipline Name

KEYWORDS
List Keywords

CURRENT STATUS

Provide the stalus of this [] Under Review L] Rejected [] Accepted

Technology Area

ASSOCIATED COMPLIANCE COMPONENTS
List the Compliance
Component Names
SINGLE PRODUCT SOLUTION

Date of Single Product
Solution Determination

Provide Rationale for
Decision

ASSOCIATED PRODUCT COMPONENTS

List the Product Component

Names
AUDIT TRAIL
Creation Date Date Accepted / Rejected
Reason for Rejection
‘ Last Date Updated ‘ Last Date Reviewed

‘ Reason for Update

‘ Updated By ‘
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Template Detail

» Definition
Name: Determine an appropriately descriptive name for the Technology Area.

Description: Supply a description of the Technology Areain aparagraph or two that provides
sufficient clarity about the Technology Area and what it covers.

Rationale: Provide a paragraph or two containing the reason or basis for inclusion of this
Technology Areain the architecture blueprint.

Benefits: Provide a paragraph or bulleted statements that supply the benefits associated with the
Technology Area.
» Associated Discipline

Provide the name of the Discipline with which this Technology Areais associated. This provides
the appropriate mapping between technology area and Discipline.

» Keywords

List any keywords/nomenclature that can be used to assist in searching for these technology areas.
Thisinformation will be helpful for anyone looking for information on similar technologies.

e Current Status

Document the status of technology area, indicating whether the technology areais under review,
rejected, or accepted.

Upon identifying changes to technology area, the Current Status should be set to “Under Review.”
After the suggested updates/modifications have been reviewed, the status will be updated to
“Rejected” or “Accepted,” as appropriate.

» Associated Compliance Components
List the Compliance Components associated with this technology area. The detailed
documentation for each component listed will be completed using the Compliance Component
Template.

» Single Product Solution

For certain technology areas, it is essential for an organization to make a determination of asingle
product solution. E-mail isagood example of atechnology areathat would be a candidate for a
single product solution.

For technology areas that require single product solutions, provide the date of the determination, as
well as the rationale for the decision.
» Associated Product Components
List the Product Components associated with this technology area. The detailed documentation
for each component listed will be completed using the Product Component Template.
e Audit Trail
Creation Date: Provide the date the technology areawas created.
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Date Accepted/Rejected: Provide the date the technology area was accepted into the architecture
blueprint or rejected.

Reason for Rejection: If the technology area was rejected, document the reason for the rejection.

Last Date Reviewed: Document the most recent date the technology area was taken through the
Architecture Blueprint Vitality Process.

Last Date Updated: Document the most recent date that any item in the technology area template
was changed.

Reason for Update: Document the reason for the update to the technology area.

Updated By: Provide the names of the persons responsible for the update to the technology area.
Thiswill be helpful information for future reference.
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DocUMENT/UPDATE PropuUCT COMPONENTS

Product Component Overview

Product Component is the fourth level of the Architecture Blueprint. Product Components include the
protocols, products and services that are specific to atechnology area. Each technology areawill contain
one or more Product Components. A Product Component template is provided to ensure consistent
documentation of each Product Component.

The Documenter will evaluate each Product Component identified to determine its applicability.
Document each Product Component reviewed in a Product Component Template, whether accepted or
rejected.

Important items to keep in mind when determining the various product components to document include:

 |sthisproduct in the existing IT portfolio?
 Isthis product needed in the next x time period to aid in business strategies?

» Isthere arequest from a project or support team to help find a product to answer a specific
business need?

» Hasthe product aready been documented in the Architecture Blueprint under another
Domain/Discipline?
— If this product has been documented elsewhere, did the evaluation of the product include the
type of fit criteria needed for classification for your Domain/Discipling?
— If this product has not been documented previoudly, isit possible that this product could fall
under another Domain/Discipline' s boundary?

» Will the product version be captured at the Product Component or the Compliance Component
level? The documentation of this information needs to be consistent across the Discipline. (Note:
The Discipline template contains a section entitled “ Discipline Documentation Requirements” for
capturing thistype of information.) Examples of thisinclude:

— Versions captured at the Compliance Component Level:

Technology Area: Application Languages

Product: Visua Basic

Compliance Component: Version 5

Compliance Component: Version 6

Compliance Component: Visua Basic Standards (regardless of version)

— Versions captured at the Product Level:

« Technology Area: Application Languages

+ Product: Visual Basic Verson 5

+ Product: Visua Basic Version 6

« Compliance Components: Visual Basic Standards for Version 5
« Compliance Components: Visual Basic Standards for Version 6

The Product Components, documented in this sub-process, and the Compliance Components, documented

in the Document Compliance Component sub-process, become the essence of the technology architecture
for the Architecture Blueprint.
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They specifically identify what products, compliances, and implementation recommendations will be
used for implementation of the Architecture Blueprint. The levels of the Architecture Blueprint covered
to this point are included to aid in bringing subject matter experts together, categorizing products and
standards in logical sets, and aiding in concise communication of the Architecture Blueprint.
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The Product Component Blueprint should be completed/updated using the Product Component Template
asaguide. Thefollowing process steps aid in this documentation:

Review/Document Product Component Definition: Review the product component’ s definition and
rationale. Provide updates as necessary.

Provide Associated Technology Areas: The associated technology area should be listed in order to
provide the appropriate mapping between Domain and Disciplines.

Document Keywords. To aid in finding various products documented in the architecture blueprint,
keywords/nomenclature commonly associated with the product will be documented.

Set Current Status - Set the Current Status as appropriate. Since so many different Product Components
go through the Architecture Documentation Process at one time, it isimportant to understand where a
given Product Component isin the process. Initia statuses identified include:

» Under Review — Represents when a Product Component is being defined and reviewed.

» Accepted — Indicates the Product Component has been approved and accepted into the architecture
blueprint.

» Regected — If the Product Component was rejected by any of the governance groups during the
various reviews, the reason for the rejection must be documented in the audit trail information.

Document Vendor Information: Information about the vendor providing the product will be documented,
including the name, contact information, and Web site for the vendor. In addition, any evaluation
conducted on the vendor should also be documented to aid in future evaluations conducted on the vendor.

Provide Potential Compliance Organizations: To assist in the identification of potential Compliance
Components for the product, alist of standards organizations and/or government bodies associated with
the product will be documented. Thislist should include:

 Name
» Contact information
« Webste

Document Component Review: Document both desirable and undesirable aspects of the product. If the
undesirable aspects have been discussed with the vendor, summarize the discussion showing the
likelihood of vendor redress.

Identify Compliance Components: Compliances that are more product-related should be listed at this
level. These might include:

» Guidelines— General statements of direction or desired future states for the product. These will
not be mandated.

» Standards— Product rel eases/versions currently used within the enterprise or proposed for use.
More than one standard may exist. A variance must be granted to excuse compliance with an
existing standard.

» Legidsation — Itemsrequired by law. Only achangein the legislation can alow variances to be
granted.
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The details for documenting the Compliance Components are covered in the sub-process
Document/Update Compliance Components covered later in this chapter.

Evaluate Compliance/Product Components. Once the product is documented, an evaluation of the
product to determine its classification must occur. Thiswill be discussed in detail in the Evaluate
Compliance/Product Components sub-process.

Create Migration Strategy: For products classified as current, twilight or sunset, a migration strategy
must be formulated. Thiswill be done for products migrating from:

» Exigting Product Components classified as emerging that are moving to the classification of
current.

» Existing Product Components classified as current that are moving to either twilight or sunset.
Migration strategies will identify:

» Impacts on existing components
» Considerationsfor conversion
* Recommendations for:

— New development
— Modifications to existing components (corrections & enhancements)
— Possibilities for user-base expansion (reuse)

Determine/Document Position Statement on Impact Analysis. An impact analysis must be conducted to
determine the impact the classification of the product will have on the existing architecture blueprint.
Examples of impacts can include:

» Isaproduct classified as current that is moving to twilight going to cause a software component to
go through a release update that may take months to accomplish?

» Support levels may be impacted when choosing not to move a product from current to twilight
when avendor has chosen to no longer support the product.

These are exampl es of the type of impacts that need a Position Statement on impact.

Update Product Component Audit Trail: Audit trails for the information provided in the template must be
maintained. During theinitial development of the Product Component, only the creation,
accepted/regjected, and date last updated must be maintai ned.

Document/Update Compliance Component Blueprint: |If new Compliance Components were listed or if
updates are needed to existing Compliance Components, the sub-process Document/Update Compliance
Component Blueprint will be executed.
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PropucT COMPONENT TEMPLATE

Template Sections

The Product Component Template will include the following sections:

Definition

Associated Technology Area
Keywords

Current Status

Vendor Information

Potential Compliance Organizations
Associated Compliance Components
Component Review

Component Classification

Required Component

Conditional Use Restrictions
Migration Strategy

Impact Position Statement

Audit Trail

Template Form Sample

The Product Component Template provides a checklist for documenting the Product Component details.
A detailed description of each of the content areas follows the visual representation of the Product
Component Template provided here.
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NASCIO
DR Product Component Template
DEFINITION
Name
Description
Rationale
Benefits

ASSOCIATED TECHNOLOGY AREA

List the name of the
associated Technology

Area
KEYWORDS
List all Keywords
CURRENT STATUS
Provide the Current Stafus ] Under Review [] Rejected [ ] Accepted
of this Product Component
VENDOR INFORMATION
Vendor Name Web Address ‘

Contact Information

POTENTIAL COMPLIANCE ORGANIZATIONS

Standards Organizations
Name Web Address ‘

Contact Information
Government Bodies
Name Web Address ‘

Contact Information

ASSOCIATED COMPLIANCE COMPONENTS
Product
List the Product-specific
Compliance Component
Names
Configurations

List the Configuration-
specific Compliance
Component Names

COMPONENT REVIEW

List Desirable aspects

List Undesirable aspects
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COMPONENT CLASSIFICATION

Provide the Classification ] Emerging ] Current ] Twilight ] Sunset
Provide the Rationale for
Component Classification

REQUIRED COMPONENT

List Business Area,
Department or Application
for which this is a required
item

CONDITIONAL USE RESTRICTIONS

Document the Conditional
Use Restrictions

MIGRATION STRATEGY

Document the Migration
Strategy

IMPACT POSITION STATEMENT

Document the Position
Statement on Impact

AUDIT TRAIL
Creation Date g:}:c?ggepted /
Reason for Rejection
Last Date Updated Last Date Reviewed

Reason for Update
Updated By
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Template Detail

» Definition
Name: Determine an appropriately descriptive name for the Product Component.

Description: Supply a description of the Product Component in a paragraph or two that provides
sufficient clarity about the Product Component and what it covers.

Rationale: Provide a paragraph or two containing the reason or basis for inclusion of this Product
Component in the architecture blueprint.

Benefits: Provide a paragraph or bulleted statements that supply the benefits associated with the
Product Component.

» Associated Technology Area

Provide the name of the Technology Areawith which this Product Component is associated. This
will ensure the appropriate mapping of Product Component to Technology Area.

» Keywords

List any keywords/nomenclatures that can be used to assist in searching for these Product
Components. This information will be helpful for anyone looking for information on similar
technologies.

e Current Status

Document the current status of Product Component, indicating whether the Product Component is
under review, rejected, or accepted.

Upon identifying changes to the Product Component, the Current Status should be set to “ Under
Review.”

After the suggested updates/modifications have been reviewed, the status will be updated to
“Rejected” or “Accepted,” as appropriate.

* Vendor Information

Provide the following vendor information for the vendor that supplies and or supports the Product
Component being documented.

- Vendor Name.
— Contact Information, such as phone number, address, and email address.
— Company Web site, URL, and associated links.

» Potential Compliance Organizations

Sandards Organizations: List all standards organizations that supply standards associated with
this Product Component. Provide contact information for each organization, aswell as URLs, if
available.

Government Bodies: List all government bodies that provide policies and/or mandates associated
with this Product Component. Provide contact information for each government body, aswell as
URLSs, if available.
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These are research references only and are used in identifying standards that may need to be
escalated to Compliance Components.

All standards are addressed using the Compliance Component template.

» Associated Compliance Component

Product: List the product-specific Compliance Components associated with this product. The
detailed documentation for each component listed will be completed using the Compliance
Component Template.

Configuration: List the configuration-specific Compliance Components associated with this
product. The detailed documentation for each component listed will be completed using the
Compliance Component Template.

» Component Review
Desirable Aspects: Document the desirable aspects of this Product Component.
Un-desirable Aspects. Document the un-desirable aspects of this Product Component.

Thisinformation is used to justify recommendations for future use of the component.

e Component Classification
Component Classification: Provide the classification for this Product Component.

(The process for determination is covered under Evaluate Product/Compliance Component
Process.)

Classifications include:

— Emerging — New technology that has the potential to become current.

— Current — Recommended technology that meets the requirements of the enterprise
architecture.

- Twilight — Items that do not conform to the Technology Drivers and/or Business Drivers.
— Qunset — Items that do not conform to the Technology Drivers and/or Business Drivers and
has a set discontinuation date.

Sunset Date: Document the date for discontinuation of the Product Component.

» Rationale for Component Classification
Provide arationale statement for the chosen classification based on the on review of:

— Technology Architecture Blueprint Conformance
— Business Functionality Fit

— Technica Fit

— Operationa Fit

— Vendor Evaluation

— Cost of Ownership

» Required Component

If this Product Component is specifically required, specify the Business Area, Department or
Application for which the product is a requirement.
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e Conditional Use Restriction

Document any specialized circumstances and requirements associated with the use of this Product
Component.

* Migration Strategy
Document Migration Strategy for:

— Existing Product Components classified as emerging that are moving to the classification of
current.
— Existing Product Components classified as current that are moving to either twilight or sunset.

These strategies should identify the following items, as applicable:

— Existing user base and technical staff

— Training for existing user base

— Training for existing technical staff

— Impacts on existing technology areas

— Considerations for conversion

— Recommendations for the technology areain:
+  New development
+ Moaodifications (corrections & enhancements)
« Possibilities for user-base expansion (reuse)

* Impact Position Statement

Provide a position statement on the impact of this product on the organization. Consider the
follow items when devel oping the impact position statement:

— Theimpact on the overall Technology Architecture Blueprint
— Theimpact on the physical technical environment
— Theimpact on the business community

e Audit Trail
Creation Date: Provide the date the Product Component was created.

Date Accepted/Rejected: Provide the date the Product Component was accepted into the
architecture blueprint or rejected.

Reason for Rejection: If the Product Component was rejected, document the reason for the
rejection.

Last Date Reviewed: Document the most recent date the Product Component was taken through
the Architecture Blueprint Vitality Process.

Last Date Updated: Document the most recent date that any item in the Product Component
template was changed.

Reason for Update: Document the reason for the update to the Product Component.

Updated By: Provide the names of the persons responsible for the update to the Domain. This
will be helpful information for future reference.
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DocUMENT/UPDATE COMPLIANCE COMPONENTS

Compliance Component Overview

Compliance Component is the fifth level of the Architecture Blueprint. Compliance Components are the
guidelines, standards and |egi sl ative mandates associated with a Discipline, Technology Area, or Product
Component, as appropriate. Each Discipline, Technology Area, and/or Product Component will contain
one or more Compliance Components. A Compliance Component template is provided to ensure
consistent documentation of each Compliance Component.

There are three different types of Compliance Components:

* Guidelines— Genera statements of direction or desired future state. Guidelines are highly
recommended, but they are not mandated.

» Standards—Mandated statements. A variance must be granted to excuse compliance with an
exigting standard. (More than one standard may exist to allow flexibility in the architecture
blueprint.)

» Legidation — Compliance criterialegidated that can be changed only by changing the law. There
are numerous types of legidation including, but not limited to, policy, executive order, code of
state, federal regulation, or statute.

Compliance Components (guidelines, standards and mandates) documented at the Discipline level
provide the basis for making important decisions about new products, protocols, configurations, etc.
Compliance Components documented at the Technology Area or Product Component level provide the
basis for decisions on which configuration, implementation, or product to utilize. The documentation of
Compliance Components provides the information maost critical for interoperability.

The template for Compliance Components, as well as the process for evaluation and classification, is very
similar to that for Product Components. The separation between Product and Compliance Componentsis
necessary for clarity and because the Compliance Components (guidelines, standards and mandates) can
be documented at the three levels: Discipline, Technology Area and Product Component level.

Important items to keep in mind when determining the various Compliance Components to document:

 Information captured must be maintainable.

» Overly generic Compliance Components are difficult to enforce.

» Verbose compliance documentation is difficult to understand.

» Utilize standards created in the various standards groups or industry providers.

» When referencing existing compliance documentation from various standards organizations or
departments within your organization, be aware of the following:

— Links can become invalid if the original documentation is moved.
— Copies of compliance documentation may no longer be valid if updates are made to the original.

Compliance Components may be guidelines, standards and legidlative mandates. The primary difference
between the types of Compliance Components liesin the degree of authority as described in the Template
Overview. Compliance Components may be associated with a Discipline, Technology Area, and/or a
Product Component.
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This section provides the process steps necessary for documenting the Compliance Components, as well
as the sampl e templ ate with details.

Review /Document Compliance Component Definition: Review the compliance component’ s definition,
rationale, and benefits. Rationale and benefits will be included when the information will aid in the
understanding of the compliance component being documented.

Document Associated Technology Architecture Blueprint Levels: Compliances must be defined and
associated with the correct levels in the architecture blueprint (Discipline, Technology Area, and/or
Product Component).

Document Keywords. Keywords or nomenclatures that aid in locating a Compliance Component should
be listed. These help identify existing Compliance Components that may already exist for a specific

keyword.

Set Current Component Status:  Since there will be so many different Compliance Components moving
through the Architecture Documentation Process at one time, it isimportant to understand where agiven
Compliance Component residesin the process. Initia statusesidentified include:

» Under Review — Represents a component that is being defined and reviewed.

» Accepted — Indicates the component has been approved and accepted into the architecture
blueprint.

» Regected — If the component was rejected by any of the governance groups during the various
reviews, the reason for the rejection must be documented in the audit trail information.

Determine Compliance Component Type: Compliances are of three typesthat describe the level of
compliance expected. They include:

» Guidelines — General statements of direction or desired future state for thislevel of the architecture
blueprint (Discipline, Technology Area, or Product Component). These will not be mandated.

e Standards— Specific protocols, product or version statements. More than one standard may exist.
Variance must be sought not to follow one of the standards that exist.

» Legidation —Itemsrequired by law. Only achange in the legidation will alow variances.

If further clarification of the Component type is needed, the Compliance Component Sub-typeis
available.

Document Compliance Details: The Compliance Component details should be articulated. These
include:

e Compliance Statement
» Compliance Referenced Source

— Standards Organi zation/Government Body
— Actual Statue or Standards Document Version

Evaluate Compliance/Product Components: Once the Compliance Component is documented, an
evaluation of the product must be done to determine its classification. This classification process will be
discussed in detail in the Evaluate Compliance/Product Components sub-process.
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Create Migration Strategy: For a Compliance Component classified as current, twilight, or sunset, a
migration strategy must be formulated. This must be done for compliances migrating from:

» Existing Compliance Components classified as emerging that are moving to current.
» Existing Compliance Components classified as current that are moving to either twilight or sunset.

These strategies will identify:

» Impacts on existing components
» Considerations for conversion
* Recommendations for:

— New development

— Modifications to existing components (corrections & enhancements)
— Potential for user-base expansion (reuse)

Determine/Document Position Statement on Impact Analysis. Animpact analysis must be conducted to
determine what impact the most recently determined classification of this Compliance Component will
have on the existing architecture blueprint. The analysis must be documented in a Position Statement on
impact.

Update Compliance Component Audit Trail: Audit trails for the information provided in the template
must be maintained. During theinitial development of the Domain, only the creation, accepted/rej ected,
and date last updated must be maintained.
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CoOMPLIANCE COMPONENT TEMPLATE

Template Sections

The Compliance Template will include the following sections:

» Definition

» Associated Technology Architecture Blueprint Level
» Keywords

» Current Status

e Compliance Component Type
» Compliance Detall

» Component Classification

» Conditional Use Restrictions
* Migration Strategy

* Impact Position Statement

* Audit Trall

Template Form Sample

The Compliance Component Template provides a checklist for documenting the Compliance Component
details. A detailed description of each of the content areas follows the visual representation of the
Compliance Component Template provided here.
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DEFINITION

Name
Description
Rationale

Benefits

ASSOCIATED TECHNOLOGY ARCHITECTURE BLUEPRINT LEVEL

List the Discipline Name

List the Technology Area Name ‘
List the Product Component

Name
KEYWORDS

List all Keywords ‘

CURRENT STATUS
Provide the status of this . .
Sl CamTsi [] Under Review [] Rejected

COMPLIANCE COMPONENT TYPE
ggﬁgﬁgtntthﬁyggmphance [] Guideline [] Standard
Compliance Sub-type
(Executive Order, Federal Regulation,
Statute, etc.)
COMPLIANCE DETAIL

Provide the Guideline,
Standard or Legislation
statement

Document Source Reference #
Standards Organization

Name Web Address
Contact Information
Government Body

Name Web Address

Contact Information

COMPONENT CLASSIFICATION
Provide the Classification [] Emerging ] Current [ Twilight
Provide the Rationale for
Classification

Enterprise Architecture Development Tool-Kit v2.0
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CONDITIONAL USE RESTRICTIONS

Document the Conditional Use
Restrictions

MIGRATION STRATEGY
Document the Migration
Strategy
IMPACT POSITION STATEMENT

Document the Position
Statement on Impact

AUDIT TRAIL
Creation Date Date Accepted / Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed

Reason for Update
Updated By
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Template Detail

Definition
Name: Determine an appropriately descriptive name for the Compliance Component.

Description: Supply a description of the Compliance Component in a paragraph or two that
provides sufficient clarity about the Compliance Component and what it covers.

Rationale: Provide a paragraph or two about the reason or basis for inclusion of this Compliance
Component in the architecture blueprint.

Benefits: Provide a paragraph or bulleted statements that supply the benefits associated with the
Compliance Component.

Associated Technology Architecture Blueprint Level

Discipline - Provide the name of the Discipline with which this Compliance Component is
associated. Thiswill ensure the appropriate mapping of Compliance Component to Discipline.

Technology Area - Provide the name of the Technology Area with which this Compliance
Component is associated. Thiswill ensure the appropriate mapping of Compliance Component to
Technology Area.

Product Component - Provide the name of the Product Component with which this Compliance
Component is associated. Thiswill ensure the appropriate mapping of Compliance Component to
Product Component.

Keywords

List any keywords/nomenclature that can be used to assist in searching for these Product
Components. This information will be helpful for anyone looking for information on similar
technologies.

Current Status

Document the current status of Compliance Component, indicating whether the Compliance
Component is under review, rejected, or accepted.

Upon identifying changes to the Compliance Component, the Current Status should be set to
“Under Review.” After the suggested updates/modifications have been reviewed, the status will
be updated to “ Rejected” or “ Accepted,” as appropriate.

Compliance Component Type

Component Type: Denote whether the Compliance Component being considered or documented is
aguideline, standard or legidation.

Compliance Sub-type: If the component is legisated, provide the type of legidation. Examples
include items such as policy, executive order, code of state, federal regulation, or statute. For
guidelines or standards, this area is available for instances where a sub-type may need to be
included.

Compliance Detail
Satement: Provide the compliance statement.
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Reference: Provide source reference for the compliance statement. Thiswill include any
reference numbers used for standards and mandates. URL s to web page that contain the full
standard or mandate would a so be useful.

Sandards Organization: List the standards organization that supplies the standard. Provide
contact information for each organization, aswell as URLSs, if available.

Government Body: List the government body that provides the mandate associated with this
Compliance Component. Provide contact information for the government body, as well as URLS,
if available.

e Component Classification
Component Classification: Provide the classification for this Compliance Component.

(The process for determination is covered under Evaluate Product/Compliance Component
Process.)

Classifications include:

— Emerging — New technology, which has the potential to become current.

— Current — Recommended technology. Technology meets the requirements of the enterprise
architecture.

— Twilight — Items that do not conform to the Business/Technology Drivers.

— Qunset — Items that do not conform to the Business/'Technology Drivers and has a set
discontinuation date.

Sunset Date: Document the date for discontinuation of the Product Component.

» Rationale for Component Classification
Provide arational e statement for the chosen classification based on the review of:

— Technology Architecture Blueprint Conformance
— Business Functionality Fit

— Technica Fit

— Operational Fit

- Vendor Evaluation

— Cost of Ownership

» Conditional Use Restrictions
Document any specialized circumstances and/or requirements associated with the use of this
Compliance Component.

e Migration Strategy
Document Migration Strategy for:

— Existing Compliance Components classified as emerging that are moving to current.
— Existing Compliance Components classified as current that are moving to either twilight or
sunset.

These strategies should identify the following items, as applicable:

— Existing user base and technical staff
— Training for existing user base
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— Training for existing technical staff

— Impacts on existing Technology Areas, Product and Compliance Components
— Considerations for conversion

— Recommendations for the Compliance Component as it applies to:

+  New development

« Madifications (corrections & enhancements)

« Possibilities for user-base expansion (reuse)
* Impact Position Statement

Document position statement about the impact of this Compliance Component on the
Organization. Consider the follow items when devel oping the impact position statement:

— Theimpact on the Technology Architecture Blueprint
— Physical implementation requirements

— Theimpact on installed applications or services

— Theimpact on existing installation standards

e Audit Trail
Creation Date: Provide the date the Compliance Component was created.

Date Accepted/Rejected: Provide the date the Compliance Component was accepted into the
architecture blueprint or rejected.

Reason for Rejection: If the Compliance Component was rejected, document the reason for the
rejection.

Last Date Reviewed: Document the most recent date the Compliance Component was taken
through the Architecture Blueprint Vitality Process.

Last Date Updated: Document the most recent date that any item in the Compliance Component
template was changed.

Reason for Update: Document the reason for the update to the Compliance Component.

Updated By: Provide the names of the persons responsible for the update to the Domain. This
will be helpful information for future reference.
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EVALUATE COMPLIANCE/PRODUCT COMPONENTS

In order to develop consistent evaluation of Products and Compliance Components associated with the
Technology Architecture Blueprint, there must be objective selection and evaluation criteria.

Determine Business /Technology Driver Conformance: The following areas should be used as

selection guidelines for each Product or Compliance Component.

Components that do not conform to Business and Technology Drivers should be classified as either
twilight or sunset. Seefurther detail for these under Classifications below.

Evaluate Product/Compliance Component to Determine Classification: For Components that do

conform to the Business and Technology Drivers, the following additional evaluation must be performed:

Determine Technology Architecture Blueprint Conformance — The Component must align with
the architecture blueprint. How well does the product comply with the IT principles and standards
selected?

Determine Business Functionality Fit — The Component being evaluated must address the
functional business requirements. This part of the evaluation should include information on current
and pending release levels. Families of products should also be considered when relevant.

Determine Technical Fit — The Component being evaluated must be consistent with the current
and planned technical environment.

Determine Operational Fit — The Component being evaluated must meet the systems and other
management requirements for operating and supporting the service level agreementsin a specific
environment.

Evaluate Vendor — The vendor should be evaluated to determine its ability to support the offering,
survive in the marketplace, and keep up with changing technology. Market share may be a
consideration in determining product viability.

Determine Cost of Ownership — The total cost of ownership must be considered, including
acquisition, maintenance, support, integration services, skills, infrastructure, and de-acquisition
costs. This should take into account the current organization user base.

Set Component Classification: Based on results of the evaluation, classify the Product Component

using the following classifications:

Sunset components are those that are in use but do not conform to the stated Business/Technol ogy
Drivers or Technology Architecture Blueprints. The sunset component will have a date of
discontinuance identified, indicating the date that the component will no longer be acceptable for
use within the architecture.

Twilight components are those that are in use but do not conform to the stated
Business/Technology Drivers or Technology Architecture Blueprints. The components have no
date of discontinuance identified. These Components should not be used to develop new
applications. Extensive maodifications to these systems should be reviewed to determine if the
system should be redeployed completely using newer technology.

Current components are defined as those having met the requirements of the enterprise
architecture. These represent the recommended Components that should be used in deployment of
technology solutions.

Emerging products are those that have potentia to become current architecture blueprint
components. Whileidentified as Emerging, these Components should be used only in pilot or test
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environments and under highly controlled regulations. After sufficient testing, these Components
may become current or may be identified non-compliant or non-functional in the organization’s
environment. Use of these components requires a variance that must be documented and approved
through the compliance process.

Document Classification Rationale: Oncethe classification is known, the rationale for the
classification must be documented.

Document Conditional Use Restrictions: Occasionally, acomponent has some characteristic that
would limit its usefulness as an enterprise product. For example, some desktop database products may be
well suited for a personal desktop application but should never be used for storing, accessing, or
maintaining enterprise data.

Document the additional classification of “Conditiona” for Components with limited usefulness.
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Technology Architecture Samples

TECHNOLOGY DRIVER SAMPLES Sanplesare
provided as

IT PRINCIPLES modelsto
help articulate

1T BEST PRACTICES the Tool-Kit — not

as the solution.
TECHNOLOGY TRENDS

TECHNOLOGY ARCHITECTURE BLUEPRINT SAMPLES

This section contains Blueprint samples from the Application and Security domains.

The five levels of the Application Domain are represented starting at the domain level and following a
single line throughout the levels as follows:

» Domain — Application

» Discipline— Application Development Management

» Technology Area— Programming Language/Environment

* Product Component - Visual Basic

» Compliance Component - Prefix all constants with ¢_ and a scope designator

A second example from within the Application Domain includes:

» Discipline — Electronic Collaboration

The five levels of the Security Domain are represented starting at the domain level and following asingle
line throughout the levels as follows:

» Domain — Security

» Discipline—Host Security

» Technology Area— Directory Services

* Product Component - OpenLDAP

e Compliance Component — OpenLDAP 2.0 Administrator’s Guide

Additional examples from within the Security Domain include:

» Discipline — Enterprise Security
» Discipline — Network Security
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NASCIO

4,

Domain Blueprint

Name

Description

Rationale

Benefits

DEFINITION

Domain - Application Architecture

Defines the roles, policies, standards, and application development methodologies
required to bring support the various custom and purchased applications throughout
the organization. Disciplines for this domain cover the automation of the workforce,
promote group productivity, and provide a set of reusable application components.
The domain of applications has been a stand-alone set of technology experts, tools,
and disciplines from the invention of the computer. It is from this base domain that
other domains have come in existence and will continue to come as skills and tools
become more specialized. Good application architecture enables a high level of
system integration, reuse of components, and rapid deployment of applications in
response to changing business requirements.

The Application Architecture standardizes the approach to application development
and electronic collaboration. This standardization provides a cost effective approach
to application development/deployment and minimizes training and retraining
requirements. The capability to retain staff will be increased by the simplification of
staff retraining and a more effective investment of available project funding.

BOUNDARY

Includes the applications that are developed or deployed to support the
business functionality. Subject Areas include:

Business Rules

Development Tools

Coding Standards

Component Object Repositories

Custom Systems

Enterprise wide applications (ex: Electronic Payment Applications,
Electronic Benefits Applications, etc.)

Boundary Limit Statement Commercial Products

Provide the status of this

Domain

N-Tiered Architecture

Electronic Collaboration applications are also included:
Email

Calendar

Messenger services

Workgroup

Messaging Boards

Chat rooms

CURRENT STATUS
IX] Under Review ] Rejected [] Accepted

ASSOCIATED DISCIPLINES

List Disciplines under this Application Development Management

Domain

Electronic Collaboration
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RELATED PRINCIPLES

Reference #s, Statements or Links

Business case and metrics for
effectiveness of application should
accompany automation efforts. (MA-
Claudia)

A business process analysis and review
must always accompany automation
efforts. Before automating business
processes, a demonstrated attempt must
be made to eliminate unnecessary
processes and to simplify those
remaining.

Applications should address a business
need and requirements for the application
should be carefully documented and
traced throughout the application
development process.

The order of preference for solution
delivery will be to reuse existing,
purchase new and tailor, and then build.

Application programs, whether purchased
or developed internally, will be deployed
with separation of presentation logic,
business logic and data access in order
to provide modular, reusable
functionality.

New applications will be modular and
independent (“atomic”) in nature. They
will access common data, use common
services and have only inherently
essential dependence on other
applications (e.g. for provision of up-to-
date data).

New applications will use defined and
documented standards-based
programming interfaces.

Long-term plans will be considered when
implementing new systems to avoid
obsolescence. Agency IT plans need to
develop strategies for the removal of non-
strategic or retired technologies.

Vendor neutral standards should be
applied to reduce effort required for
system integration. Exceptions should be
negotiated and mitigated.

Application configuration decisions
should be based on N-tiered and
browser-based technologies where
appropriate.

176

Conflict

[

Relationship
Used to verify effectiveness of application pre
and post implementation.

Used to verify that automation is done for only
critical business functions/processes.

Requirements become the basis for the design
and testing of the applications. Vital deliverable
for making sure the users needs are meet.

Use this principle when reviewing new initiatives.

Bases for design and technical fit reviews.

Bases for design and technical fit reviews.

Bases for design and code reviews.

IT Portfolio Lifecycle requirements.

Architecture Documenters need to adhere to this
principle. Exceptions should be noted with
rationale.

Bases for design and technical fit reviews.
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Hardware and software should comply Bases for design and technical fit reviews.

with industry standards for remote control ]
and monitoring.
Applications should present a consistent Bases for design and technical fit reviews.
user interface that is adaptable to a ]
particular user's requirement.
All applications will be built to 7 Bases for design and technical fit reviews.
accessibility standards. (MA-Claudia
RELATED BEST PRACTICES
Reference #s, Statements or Links Conflict Relationship
Business Environment and Include in part of methodologies for projects and
Organizational Support O IT Services, and implementation plan.
Project Preparation Consistent project steps from a business, IT,
] procurement and architecture view must be
created.
Project Sequence and Outputs Consistent project steps from a business, IT,
] procurement and architecture view must be
created.
Project Tools and Disciplines Education in tools and project roles must be
] conducted. Their relationship with the
Architecture Roles must be specified.
Project Organization and Leadership Education of project organization and leadership
on Architecture must be conducted prior to
L] project. Project Management Office on large

projects should look to having an Architecture
representation as part of the project organization.
Personnel Management Must work with this management to assure the
] Architecture Documenters and Subject Matter
Experts will be available to aid in documenting
the architecture.

Interagency Coordination Must be spear headed not only by IT
] Management but also by the Architecture groups
so show benefit of coordination.
Operations All groups within IT need to be consulted when

creating the Architecture. This group represents
] the day in and day out activity of supporting the
IT operations. This perspective cannot be down

played.
RELATED TRENDS
Reference #s, Statements or Links Conflict Relationship
[]
[]
STATE CONTRACTS

Planned Contracts None identified
Existing Contracts None identified
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AUDIT TRAIL
Creation Date 03/01/02 Date Accepted/Rejected

Reason for Rejection

Last Date Updated Last Date Reviewed 03/06/02
Reason for Update
Updated By
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NASCIO .. .
( Discipline Blueprint

DEFINITION

Name Discipline - Application Development Management

Defines roles, development methodologies, technology standards, and technologies
that define how applications are designed and how they cooperate. It defines how
those applications are documented and maintained. The Application Development
Description Management discipline provides criteria, approved methodologies, and technologies
that optimize the use and reuse of application components. The discipline includes
strategies for the retention of legacy knowledge and the phase out or upgrade of
legacy systems.
The Application Development & Management discipline standardizes the
methodology, approach, standards and technology components used in application
development. The discipline has relationships with but does not include database
applications and middleware or their associated platforms and operating systems.
The Application Development & Management discipline does not include the security
and privacy aspects associated with deployment of these technologies. The
Middleware Architecture, Platform Architecture, Data Management Architecture,
Rationale Security Architecture and Privacy disciplines need to be referenced for guidance on
those aspects associated with implementation of these technologies.
The Application Development & Management discipline promotes common
presentation and interface standards to facilitate rapid training and implementation of
new applications and functions. Good application architecture enables a high level of
system integration, reuse of components and rapid deployment of applications in
response to changing business requirements.

The Application Development & Management discipline standardizes the approach to
application development and maintenance. This standardization provides a cost
effective approach to application development and minimizes training and retraining
requirements. The capability to retain staff will be increased by the simplification of
staff retraining and a more effective investment of available project funding.

Deploy applications systems that are (business) event-driven.

Application systems should be engineered or re-engineered to be “highly granular”
and “loosely coupled”.

Applications systems employ reusable components using a browser-based model.
Application systems should share reusable components across the enterprise

Benefits

Consider the complete Lifecycle costs of the application.

BOUNDARY

Includes the applications that are developed or deployed to support the
business functionality. Subject Areas include:
Business Rules
Development Tools
Coding Standards
Boundary Limit Statement Component Object Repositories
Custom Systems
Enterprise wide applications (ex: Electronic Payment Applications,
Electronic Benefits Applications, etc.)
Commercial Products
N-Tiered Architecture
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ASSOCIATED DOMAIN

List the Domain Name Application Architecture
CURRENT STATUS
Provide the status of this . .
Sl XJUnder Review L] Rejected ] Accepted
CRITICAL REFERENCES
Related Domains/Disciplines
Domain - Disciplines Domain - Disciplines Domain - Disciplines
. Integration: Functional System Management: Help Desk /
DI Access: Internet intranet X Integration X Problem Management
) . L System Management: Business
DA Access: Branding X  Integration: Middleware X Continuity
. I Application: Application . . .
DA Access: Accessibility = Development Management DX Security: Enterprise Security
. Application: Electronic . .
DA Information: Data Management  [X] Collaboration DX Security: Network Security
Information: Knowledge , o ;
X Management X] Platform: Platform DX Security: Host Security
. Platform: Configuration N "
Xl Information: GIS X Management DX Privacy: Profiling
. Systems Management: Asset . ) o
DA Information: Data Storage ] Management DX Privacy: Personalization
: . System Management: Change Lo
DA Network: Physical Network X Management X Privacy: Privacy
[ Network: Network Management  [X] System Management. Console / [l

Event Management
Standards Organizations

International Organization for http://www.iso.ch/iso/en/ISOO
o Web Address "
Standardization nline.frontpage

Name

ISO Central Secretariat:
International Organization for Standardization (ISO)
1, rue de Varembé, Case postale 56
CH-1211 Geneva 20, Switzerland
Telephone + 4122 749 01 11, Telefax + 41 22 733 34 30;

E-mail: central@iso.org; Web: http://www.iso.org

Contact Information

Government Bodies
NG None ldentified Web Address

Contact Information

Stakeholders/Roles
Business Analyst, Systems Analyst, Business Functional Users, Quality
List Stakeholders Assurance Testers, IT Operations Staff, Developers, Software Vendors,
Outsource Development Vendors, Data Analyst, etc...
List Roles (if stakeholder
titles are not known)
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Discipline-specific Trends

List Discipline-specific Utilizing XML for API calls. Standardize the data types used in the XML.

See:
el XML Schema Part 2: Data types
Trend Source http://www.w3.0rg/T R/xmlschema-2/

METHODOLOGIES

Rapid Application Development (RAD)
List methodologies followed  Joint Application Development (JAD)

ASSOCIATED COMPLIANCE COMPONENTS

ANSV/IEEE 1016-1987 (Recommended Practice for Software Design
Description) Software design

ANSV/IEEE 1016.1 —1993 (Guide for Software Design Descriptions) Software
design

ASSOCIATED TECHNOLOGY AREAS

List the Technology Areas  Application Development Languages

List Discipline-specific
Compliance Component
Names

associated with this Case Tools
Discipline Source code repositories
DISCIPLINE DOCUMENTATION REQUIREMENTS
Provide documentation This discipline will be documented to the product level and the compliance
requirements for this components associated with the product version, family etc...)
Discipline
AUDIT TRAIL
Creation Date 03/01/02 Date Accepted/Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed 03/01/02

Reason for Update

Updated By
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NASCIO
< 5

Technology Area Blueprint

Name

Description
Rationale

Benefits

List the Discipline Name

List Keywords

Provide the status of this

Technology Area

List the Compliance
Component Names

Date of Single Product
Solution Determination
Provide Rationale for
Decision

DEFINITION

Technology Area - Programming Language / Environment

Programming Language / Environment includes all the various coding languages
and IDE (Integrated Development Environments) utilized within the organization to
deliver software applications, components, and objects.

Having a single technology area for all of these allows compliance components that
may be applied across all languages to be associated at the Technology Area.
Compliance components will be maintained once for all languages that they apply
for thus saving time. This time may be spent in furthering other areas of the
architecture blueprint.

ASSOCIATED DISCIPLINE
Application Development
KEYWORDS
Coding Studios, Programming, Coding Standards, Code Sets, Application
Languages
CURRENT STATUS
[] Under Review L] Rejected X Accepted

ASSOCIATED COMPLIANCE COMPONENTS

Overall Programming Standards

SINGLE PRODUCT SOLUTION

ASSOCIATED PRODUCT COMPONENTS

JAVA, COBOL (MF, AS)
List the Product Component ~ COBOL Il (MF, AS) RPG (AS)
Names C Pascal
C++ Microsoft Visual Basic
AUDIT TRAIL
Creation Date 03/02/02 Date Accepted / Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed 03/02/02

Reason for Update
Updated By
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NASCIO
< 5

Product Component Blueprint

DEFINITION
Name Product Component - Visual Basic
Description Visual Basic programming language.
Rationale
Benefits

List the name of the
associated Technology
Area

List all Keywords

Provide the Current Status
of this Product Component

Vendor Name

Contact Information

Name

Contact Information

Name

Contact Information

List the Product-specific
Compliance Component
Names

ASSOCIATED TECHNOLOGY AREA

Application Languages

KEYWORDS
VB, Visual Studio, Client Server language, VBA,
CURRENT STATUS
[ ] Under Review [] Rejected X Accepted
VENDOR INFORMATION
Microsoft Web Address ~ Www.microsoft.com
(800) 936-5800 Developers

POTENTIAL COMPLIANCE ORGANIZATIONS

Standards Organizations

ISO Central Secretariat:
International Organization for Standardization (1SO)
1, rue de Varembé, Case postale 56
CH-1211 Geneva 20, Switzerland
Telephone + 4122 749 01 11; Telefax + 41 22 733 34 30;
E-mail: central@iso.org; Web: http://www.iso.org

Government Bodies
Web Address

ASSOCIATED COMPLIANCE COMPONENTS

Product
Practical Standards for Microsoft® Visual Basic®
Author James D. Foxall
Pages 400
Disk 1 CD
Level Int/Adv
Published 01/26/2000
ISBN 0-7356-0733-8

Enterprise Architecture Development Tool-Kit v2.0 183



Configurations

List the Configuration- Visual Basic 5
specific Compliance Visual Basic .nt
Component Names
COMPONENT REVIEW

List Desirable aspects
List Undesirable aspects

COMPONENT CLASSIFICATION
Provide the Classification [ ] Emerging X Current L] Twilight [] Sunset

Provide the Rationale for Current application language in use in nth architecture for the organization.
Component Classification

REQUIRED COMPONENT
List Business Area,
Department or Application
for which this is a required
item

CONDITIONAL USE RESTRICTIONS

Document the Conditional
Use Restrictions

MIGRATION STRATEGY

Document the Migration
Strategy

IMPACT POSITION STATEMENT

Document the Position
Statement on Impact

AUDIT TRAIL
Creation Date 03/02/02 Date Accepted / Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed 03/02/02

Reason for Update
Updated By
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NASCIO

DR Compliance Component Blueprint
DEFINITION

Name Compliance Component - Prefix all constants with c_ and a scope designator

Description Naming standard for constants. Includes scope of constant in the name.

Rationale Ease of code maintenance and code reviews.

Benefits Coding errors are minimized because of consistent naming standards.

ASSOCIATED TECHNOLOGY ARCHITECTURE BLUEPRINT LEVEL

List the Discipline Name

List the Technology Area Name

List the Product Component
Name

List all Keywords

Provide the status of this
Compliance Component

Document the Compliance
Component Type
Compliance Sub- Type

(Executive Order, Federal Regulation,
Statute, etc.)

Provide the Guideline,
Standard or Legislation
statement

Application Development

Application Languages
Visual Basic

KEYWORDS

Constance, Variable, naming,

CURRENT STATUS
[] Under Review [] Rejected X Accepted

COMPLIANCE COMPONENT TYPE

[] Guideline X Standard [] Legislation
Coding

COMPLIANCE DETAIL
5.1 PREFIX ALL CONSTANTSWITH C_AND A SCOPE DESIGNATOR.

In the past, one convention for denoting a constant was to use all uppercase letters for the
constant's name. For instance, when you created a constant to store a column index in a grid,
you would use a statement like this:

Const COLUMN_INDEX =7

Typing anything in code in all uppercase letters is now considered antiquated and
undesirable. Mixed-case text is much easier to read. However, since variable and procedure
names are also entered in mixed case, it's important to denote when an item is a constant. A
better convention is to prefix the constant name with c_. For example, the constant shown
above would be declared like this:

Const c_Column_Index =7

This constant name is a bit easier to read, and you can still immediately tell that you're
looking at a constant as opposed to a variable. The second underscore is optional. Some
developers (including me) prefer not to use an underscore in this way. This is fine, as long as
your approach is consistent. The same constant declaration without the second underscore
would look like the following line of code. (Remember that you'll always have an underscore
in the constant prefix.)
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Const ¢c_Columnindex = 7

Note Labels for use with GoTo are one of the few exceptions to using mixed-case letters.
Such labels, which should be used sparingly, appear in all uppercase letters. Refer to
Chapter 11, "Controlling Code Flow," for more information on using these labels.

Another identifying characteristic of a constant as opposed to a variable is the lack of a data
type prefix. For instance, if you were storing the column indicator in a variable, you would
probably declare the variable by using a statement like this:

Dim intColumnindex As Integer

Note Some external libraries still use uppercase constants. For instance, if you use the API
viewer to locate and copy API-related constants, you'll often see these constants in
uppercase letters. In such cases, leave the constants, as they are to promote cross-
application consistency.

Many developers don't realize that you can actually create a constant of a specific data type.
For instance, the following statement is completely legal:

Const c_InterestRate As Single =7.5

You can specify a data type for a constant, but it adds complexity. If a data type is used for a
constant, use the variable-naming prefixes discussed in Chapter 4, "Naming Conventions."
The previous declaration, for instance, is not correct—according to the directives presented in
this book—because the data type prefix is omitted. The proper declaration would be as
follows:

Const c_snglinterestRate As Single = 7.5

Although the prefix for constants is different from the prefixes for variables, you should still
use the same prefix scheme for indicating the scope of constants that you use for variables.
For constants declared locally (within a procedure), no scope indicator is necessary. For
constants declared as Private in the Declarations section of a module, you should use the
prefix m. For global constants (constants declared as Public within a standard module), you
should use the prefix g. The following are declarations of the same constant at different levels
of scope:

Procedure: Const c_InterestRate = 7.5
Module (private): Private Const mc_InterestRate = 7.5
Global: Public Const gc_InterestRate = 7.5

Note Constants are declared Private by default if you don't explicitly declare them with the

Public keyword. As with procedures and variables, constants should always have a clearly

defined scope. If you want to create a private constant, explicitly declare the constant using
the Private keyword.

By consistently specifying the scope of a constant in addition to denoting the constant with c_,
you'll make your code easier to read and to debug. If you're ever unsure where a constant is
declared, simply place the cursor anywhere within the name of the constant and press
Shift+F2. Visual Basic will take you directly to the constant's declaration.

Practical Applications

When you uniquely identify constants and denote their scope, you create code that is more
readable.
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5.1.1 Declare constants using mixed-case characters, prefixing each constant with c_.
Remember that identifying constants by using all uppercase letters is out.

Incorrect:

Const USDATE = "mm/dd/yyyy"
Const KEYCONTROL = 17

Correct:

Const ¢c_USDate = "mm/dd/yyyy"
Const ¢c_KeyControl = 17

Also correct:

Const ¢c_US_Date = "mm/dd/yyyy"
Const ¢c_Key_Control =17

5.1.2 Denote a constant's scope using a scope designator prefix. Knowing a constant's
scope is extremely important for debugging. All constants declared in the Declarations section
of any type of module need a g or an m designator.

Incorrect (module level or global level):

Private Const ¢_US_DATE = "mm/dd/yyyy"
Public Const c_KeyControl = 17

Correct:

Private Const mc_US_Date = "mm/dd/yyyy"

Public Const gc_KeyControl = 17

Practical Standards for MS Visual Basic - Chapter 5
Document Source Reference # by James D. Foxwell

ISBN 0-7356-0733-8

Standards Organization
Name Web Address
Contact Information
Government Body
Name Web Address

Contact Information

COMPONENT CLASSIFICATION
Provide the Classification [] Emerging X Current ] Twilight [] Sunset
Provide the Rationale for Visual Basic 5 is current application language used in the organization for
Classification client server and nth tier application development.

CONDITIONAL USE RESTRICTIONS

Document the Conditional Use
Restrictions
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MIGRATION STRATEGY

Document the Migration
Strategy

IMPACT POSITION STATEMENT

Document the Position
Statement on Impact

AUDIT TRAIL
Creation Date 03/02/02 Date Accepted / Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed 03/02/02

Reason for Update

Updated By
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NASCIO .. .
( Discipline Blueprint

DEFINITION

Name Discipline - Electronic Collaboration

The Electronic Collaboration discipline defines the standards and infrastructure
components that facilitate the interaction of the workforce and promote group
productivity. These include e-mail, directory services and other person-to-person or
group collaboration tools.

The market-driven complexity and integration capability of Workgroup Services
products will create increasing demands on system resources: processing power
Description (speed and memory), operating system features and network bandwidth. A network-
centric/thin client design, the option that requires the least impact on user desktop
machines, is critically dependent on high-speed, highly reliable, very secure network
connections. Changing from a paper-based organization to a "digitally-based"
organization will require significant investment in infrastructure capacity, reliability and
security. Within government, the necessary investment in Workgroup Services will
receive requisite support only when it is clearly cost-justified in terms of service to the
citizens.
The Electronic Collaboration discipline describes Workgroup Services: practices,
typically software related, that allow for data to easily be shared between different
agencies, bureaus and departments. Other disciplines such as Application
Development and Management and Asset Management describe the process of
Rationale developing and tracking COTS software licenses, etc.
Office automation is an inherent aspect of the office environment and is key to
enabling employees to carry out the day-to-day business of the agency. Increasingly,
the use of office automation will support the need of the public to receive information
in electronic format.
The Electronic Collaboration discipline standardizes the approach to automating the
correspondence, scheduling of personnel and resources, documentation creation,
and desktop data analysis tools. . This standardization provides a cost effective
approach to electronic collaboration and minimizes training and retraining
requirements. The capability to retain staff will be increased by the simplification of
staff retraining and a more effective investment of available project funding.

BOUNDARY

Office automation software provides administrative support for completing
daily business functions. This element is defined as including, but not limited
to, the following:
Spreadsheets
Business Graphics
Presentation Packages
o Personal Data Bases

Boundary Limit Statement Word Processing
Time Management and Scheduling
Calendars
Desktop Publishing
Multi-media
Document Imaging
Mail

Benefits

ASSOCIATED DOMAIN

List the Domain Name Application Architecture
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CURRENT STATUS

Provide the status of this

Skl X] Under Review [] Rejected [] Accepted
CRITICAL REFERENCES
Related Domains/Disciplines
Domain - Disciplines Domain - Disciplines Domain - Disciplines
p
. Integration: Functional System Management: Help Desk /
L] Access: Internet ntranet X Integration [ Problem Management
) . o System Management: Business
] Access: Branding ] Integration: Middleware X Continuity
. I Application: Application . . .
DA Access: Accessibility = Development Management DX Security: Enterprise Security
. Application: Electronic . .
] Information: Data Management  [X] Collaboration DX Security: Network Security
] m;or:%iflrﬁgzmmowledge [ ] Platform: Platform DX Security: Host Security
. Platform: Configuration N "
[ 1 Information: GIS X Management ] Privacy: Profiling
. Systems Management: Asset . ) o
] Information: Data Storage ] Management ] Privacy: Personalization
: . System Management: Change Lo
DA Network: Physical Network X Management X Privacy: Privacy
, System Management: Console /
[ Network: Network Management [ ] Event Management
Standards Organizations
Name International Organization for Web Address http://www.iso.ch/iso/en/ISOO

Standardization nline.frontpage
ISO Central Secretariat:
International Organization for Standardization (1SO)
1, rue de Varembé, Case postale 56
CH-1211 Geneva 20, Switzerland
Telephone +4122 74901 11; Telefax + 41 22 733 34 30;
E-mail: central@iso.org; Web: http://www.iso.org

Government Bodies

Contact Information

Contact Information

Stakeholders/Roles

Business Analyst, Systems Analyst, Business Functional Users, Software

Lt SR em Vendors, and, Data Analyst, etc...

List Roles (if stakeholder
titles are not known)

190 Enterprise Architecture Development Tool-Kit v2.0



Discipline-specific Trends
List Discipline-specific None identified
Trends

Trend Source

METHODOLOGIES

List methodologies followed

ASSOCIATED COMPLIANCE COMPONENTS
List Discipline-specific None identified
Compliance Component
Names

ASSOCIATED TECHNOLOGY AREAS

List the Technology Areas  e-Mail
associated with this

Discipline Calendaring
DISCIPLINE DOCUMENTATION REQUIREMENTS
Provide documentation This discipline will be documented to the product level and the compliance
requirements for this components associated with the product version, family etc...)
Discipline
AUDIT TRAIL
Creation Date 03/01/02 Date Accepted/Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed 03/01/02

Reason for Update
Updated By
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NASCIO

Domain Blueprint
DEFINITION

Name Domain - Security

Description The Security Domain defines the roles, technologies, standards, and policies
necessary to protect the information assets of states and their citizenry from
vandalism, theft, and any other form of unauthorized access. The Security Domain
defines the security and access management principles that are applied to ensure the
appropriate level of protection for states’ information assets. This Domain facilitates
identification, authentication, authorization, administration, audit, and naming services.

Security involves many issues and requires a systematic approach to ensure all
aspects are addressed and that they all function together as a total system. This
document provides the user a basic outline of the areas of review. A systematic
approach is very necessary and involves analysis of at least the following major
categories:

Physical Security

Physical security is the security of the physical devices that provide access,
storage, and/or permit modification of an agency’s data resources. This includes
the ability to control access to such hardware whether electronic (i.e., computers) or
mechanical (i.e., file cabinets). The control of inventory, including the protection
from casual loss and theft as well as the proper disposition of obsolete equipment
and records, would be included as part of this category.

User Security

The ability to ensure that users accessing data and systems are in fact who they
say they are and that they have access only to those resources to which they are
authorized is critical to the success of any security plan. Functions that are
involved in analysis of this issue include identification, authentication, and
authorization of the individual. The need for audit procedures and mechanisms
also requires evaluation.

Application Security

This aspect of security is aimed at ensuring that an application that accesses
another application or data is secure. Knowing the linkages to which an application
has access and the security requirements of the distant data source or program is
essential. The impact of distributed traffic, proxy accesses and middleware must
be evaluated.

System Security

Analysis of the systems supporting data access is required, regardless of whether
the system is a mainframe computer, file/application server or other host server.
Consideration must be given to the need for access security as well as issues such
as encryption of data on a server. Links to the server from the remote client or
directly connected console must be evaluated. The “system” encompasses the
user operating a client, data transmission, and the host server. Evaluation as a unit
is required to ensure all aspects have been considered.

Data Security

Data security encompasses both physically protecting the data from unauthorized
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Rationale

194

access as well as loss of data through mechanical/electrical failure or viruses. As
such, consideration of backup and archive procedures, off-site storage, and audit
procedures must be given. Information classification is also included in data
security. Classification of data is necessary to ensure protection and recovery
policies are adequate.

Network Security

Network security includes the physical/electrical links between the desktop client
and the host computer. This responsibility is generally split between agencies with
the user agency and DISC performing part of the functions. In view of this, close
cooperation between these groups must be maintained. The LAN and WAN links
must be reviewed and evaluated for security needs. The use of the Internet and
dial-up connections to facilitate traveling staff places an additional burden on this
analysis; since those links can not be controlled and therefore carry a greater risk of
being compromised.

Security Administration

A significant and often omitted part of any security plan is the administration of the
plan. This includes the setting and periodic review of policies and the design and
analysis of the proposed or existing systems. This function also includes the
periodic testing of the existing security plans, including both Business Recovery
Plans and protection against unauthorized intrusion.

Security administration is broken into two job functions: the ISA (Information
Security Administrator) who focuses attention on individual systems and the 1ISO
(Information Security Officer) who pays attention to the larger enterprise.

Social Engineering/Human Factors

All computer networks and applications are susceptible to compromise by malicious
or unauthorized persons. Many techniques employ the use of deceptive practices
aimed at individual users or employees. Staff members at all levels must be
constantly aware of the potential to be used as a resource to enable illegitimate
access to computer-based systems or network infrastructure. All employees should
exercise caution to prevent the release of sensitive infrastructure details to
unauthorized sources. Organizations are encouraged to develop procedures to
positively identify requesters of information and their legitimate purposes.

All computer networks and applications are susceptible to compromise by malicious or
unauthorized persons. Many techniques employ the use of deceptive practices aimed
at individual users or employees. Staff members at all levels must be constantly
aware of the potential to be used as a resource to enable illegitimate access to
computer-based systems or network infrastructure. All employees should exercise
caution to prevent the release of sensitive infrastructure details to unauthorized
sources. Organizations are encouraged to develop procedures to positively identify
requesters of information and their legitimate purposes.

The Security discipline standardizes the methodology, approach, and technology
components utilized in the implementation of information resource protection
measures.

Government, industry, and the public are realizing numerous benefits from the
emergence of new information technologies and the increased availability of the
Internet. This technology boom has also increased the security risk to the state’s
information resources. With the ever-increasing percentage of the public that is
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Internet capable, there has also been an increase in the number of Internet users with
malicious intent as well as an increase in the availability of malicious tools and viruses.
Decision-making criteria are required in order to ensure that security requirements are
identified and security components are incorporated to provide the appropriate level of
protection for the government entity’s information resources.

Security policies need to provide consistency across the enterprise, and appropriate
measures need to be in place to support authorized exchange of information between
systems of different security levels. Security involves many aspects, such as
providing:

Physical security of the data and resources used to produce the data.

Protection against unauthorized and inappropriate use that could potentially impede
authorized and appropriate use of the resource.

Identification and validation of the person who is requesting the information

Control of access involves the ability to read, write, delete or otherwise acquire access
to information.

Data Privacy or confidentiality includes protection of information from unauthorized
disclosure and interception.

Data integrity or protecting the data from unauthorized modification, including
unintentional modifications caused by disk errors, system problems, etc.

Audit trails for accountability.

Non-repudiation involves proving either the validity of the data and/or the occurrence
of actions with respect to the origin of data (or transaction) and the delivery (or receipt)
of the data.

Security supports secure distribution and integrity of information.

Security protects the computing infrastructure from unauthorized access.

A functional, yet non-intrusive, secure architecture ensures enterprise-wide
interoperability, as well as connectivity with external stakeholders.

Security, designed into all architectural elements balances accessibility and ease-of-
use with protection of data.

Security, based on accepted standards allows the architecture to focus on open
systems.

Benefits

BOUNDARY

The Security Domain is associated with virtually all other domains because
security needs must be assessed and applied where necessary in all

Boundary Limit Statement phases of information resource development and management. The
Security Domain does not include the privacy aspects associated with
deployment of information technologies.

CURRENT STATUS
X Under Review [] Rejected ] Accepted

ASSOCIATED DISCIPLINES
Enterprise Security
Network Security
Host Security

Provide the status of this
Domain

List Disciplines under this
Domain
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Reference #s, Statements or Links

RELATED PRINCIPLES

Conflict

Relationship

The principles contained under the first seven categories in this section were compiled during the NASCIO Forum on Security
and Critical Infrastructure Protection, held November 13th and 14th. The principles under the seven categories (Architecture
through Legislation) were developed from a security perspective.

Architecture

Architecture is a recognized framework
of principles and standards that enable
information sharing and
interoperability.

Business initiatives drive architecture.

Architecture is an on-going program—
not a one-time project.

Privacy and security are fundamental
attributes of technology.

Architecture requires definition and
education. Itis NOT an initiative.

Assessment

States should adopt a common
methodology for identification and
assessment of critical assets (e.g.
project matrix). The methodology
should: focus on mission critical
business processes, identify
interdependencies between systems,
and identify risks and vulnerabilities.

Assessments should be performed on
a periodic basis to keep information
current.

Assessment of IT critical assets should
align with state and federal
government Homeland Security efforts.

Business Alignment

Public safety and health, education,
human services, financial and other
critical services are the critical
business of government.

Multiple levels of government are
involved in providing these essential
government services (seamless).

Government leaders are responsible
for the continuity of these essential
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[

The protection of resources and data is critical to information
sharing and interoperability.

Security of IT systems requires the protection of systems and
information, and the assurance that the systems do exactly
what they are supposed to do and nothing more.

Design security to allow for regular adoption of new
technology, including a secure and logical technology
upgrade process.

IT security requires management controls to ensure
authorized access to the information in the systems and
proper handling of input, processing, and output. The
confidentiality of information must be assured whether on-site
or off-site. Risk assessment, contingency planning, and
physical security are also essential to implementing effective
security policies.

Education on the Security aspects of architecture will be
contained in the communications processes.

Security policies need to provide consistency across the
enterprise, and appropriate measures need to be in place to
support authorized exchange of information between systems
of different security levels. Without a properly crafted policy,
the resulting design and deployment of the technology to
enforce the policy will be faulty.

Design security to allow for regular adoption of new
technology, including a secure and logical technology
upgrade process.

System security measures should be tailored to meet
organizational security goals.

Identify the systems that must be protected for business to
continue or trust to be maintained.

Security policies need to provide consistency across the
enterprise, and appropriate measures need to be in place to
support authorized exchange of information between systems
of different security levels.
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services that affect the citizens of
every state.

The delivery of these services is
dependent on reliable and secure
computing and communication
systems. These IT systems are
susceptible to physical and electronic
attacks.

[

Education and Communication

Information security education and
information sharing are critical, and
should be targeted to specific
audiences in order to promote their
intrinsic value to the organization and
foster partnerships for action at private,
city, county, state, regional and federal
levels.

Funding

Security is a fundamental element of
Information Technology, and funding
must reflect its importance to the
services government provides to our
citizens.

Governance

Security is a fundamental function of
government.

As such, a formal, permanent,
executive level governance structure is
required.

Governance structure should
encourage an intergovernmental
approach.

Legislation

State statutes should identify an entity
with compliance and enforcement
authority over IT management.

Governors and ClOs should support
the passage of HB2435 (Davis-VA)—
which would exempt state
cybersecurity communications with the
federal government and ISACs from
FOIA/Open access laws—and
encourage states to pass similar
legislation for internal purposes and
sharing with private partners regarding
critical infrastructure.

Keep all cyber security legislation
broad, not limited to “cyber-terrorism”.
ClOs and their leadership should

champion legislation that creates real
penalties for cyber-crimes.

[

[

The security officer shall communicate the security policies to
all agency personnel. Administrators shall conduct periodic
training in security awareness so that all personnel
understand the security threats and their part in enforcing the
policies.

Implement a program and related security awareness
education to help users know what to do in case they
encounter a potential security breach, and how users can
avoid unsafe computing.

Without sufficient financial resources for staffing, training and
security assets, the security of the enterprise systems cannot
be adequately protected from vulnerability.
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Security Specific

Security measures should be
appropriate to the value and relative
vulnerability of the assets.

System security should be an
essential part of every agency's
annual IT plan.

Each agency should develop,
implement and maintain written
enterprise security policies and
document exceptions to those
policies.

Agencies should follow the principle
of “separation of duties” with regards
to security functions.

Access to and transmission of data or
resources should be secured, audited
and monitored at a level consistent
with their sensitivity.

Each agency should conduct and
document periodic security audits
and update security practices
accordingly.

The recipient of sensitive data is
responsible for maintaining the
security of the data.

Any individual or service accessing
sensitive data or resource(s) should
be identified.

Financial resources must be
dedicated for adequate staffing and
security assets.

Each agency should develop Incident
Response plans/procedures.

Each agency should provide ongoing
security awareness training to all
agency employees.
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Identify potential trade-offs between reducing risk and
increased costs and decrease in other aspects of operational
effectiveness.

Establish a sound security policy as the “foundation” for design.
Protect information while being processed, in transit, and in
storage.

Security policies need to provide consistency across the
enterprise, and appropriate measures need to be in place to
support authorized exchange of information between systems
of different security levels. Without a properly crafted policy,
the resulting design and deployment of the technology to
enforce the policy will be faulty. System security measures
should be tailored to meet organizational security goals.
Unnecessary security mechanisms should not be implemented.
To maintain separation of duties, security administrators should
not be allowed to have application or systems programming
duties. If such separation of duties isn’t feasible, then
compensating controls must be in place to ensure adequate
crosschecking of functions occurs (e.g., supervisory reviews,
independent audits).

Reduce risk to an acceptable level.

Design security to allow for regular adoption of new technology,
including a secure and logical technology upgrade process.

Each agency or department must have security measures in
place, consistent with the sensitivity of the data.

Design and implement audit mechanisms to detect
unauthorized use and to support incident investigations. Use
unique identities to ensure accountability.

Without sufficient financial resources for staffing, training and
security assets, the security of the enterprise systems cannot
be adequately protected from vulnerability.

Provide assurance that the system is, and continues to be,
resilient in the face of expected threats. Develop and exercise
contingency or disaster recovery procedures to ensure
appropriate availability.

The security officer shall communicate the security policies to
all agency personnel. Administrators shall conduct periodic
training in security awareness so that all personnel understand
the security threats and their part in enforcing the policies.

Implement a program and related security awareness
education to help users know what to do in case they
encounter a potential security breach, and how users can avoid
unsafe computing.
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Information security should be
administered in a responsible and
ethical manner.

Develop redundancy in critical
resources.

Management should ensure that
security is incorporated in all stages

of the system development life cycle.

Encryption, with appropriate key
management, should be used where
appropriate.

Reference #s, Statements or Links

Physical Security

Physical Security - Access Control

Physical Security - Loss prevention,
theft protection

Physical Security - Inventory control

User Security - Identification

User Security - Authentication
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Security policies will be administered in conjunction with all
laws and regulations.

Identify the systems that must be protected for business to
continue or trust to be maintained. Develop systems with
redundancy built in to protect resources critical to these
business functions.

Establish a sound security policy as the “foundation” for design.

Treat security as an integral part of the overall system design.
Implement audited access using one or more forms of
encryption, certificates, or tokens. Encryption should be
considered for all data that are sensitive, have high value, or
represent a high value if they are vulnerable to unauthorized
disclosure or modification during transmission or while in
storage.

RELATED BEST PRACTICES

Conflict

[

Relationship
Employees should be made aware of physical security issues
and the importance of adhering to published security policies
and procedures.
State entities should ensure that all desktop equipment,
servers, data centers, telecommunication rooms, wiring
closets, off-site storage, and alternative work sites are
appropriately secured and controls are in place to restrict the
access/entry of personnel to only authorized individuals.
Wiring should be installed in conformance with industry
standards.
Equipment should be located in environmentally appropriate
facilities, and environmental controls such as water detection,
smoke detection, fire prevention, and un-interruptible power
supplies should be utilized. Intrusion detection systems should
signal an alarm when unauthorized entry is attempted.
Portable equipment should never be left unattended in
unsecured areas.
A full physical inventory of all State-owned equipment,
software, and materials should be maintained and
accountability assigned to appropriate individuals. Appropriate
physical identification tags should be utilized. Software
licenses should be maintained, linking software to specific
devices.
State entities should utilize some method of ensuring that only
authorized individual users are permitted access to information
systems. The user must be required to provide some unique
identification (e.g. User ID), to provide a claimed identity to the
system. These means of identification should be administered
by an appropriate source, independent of the users, and
inactive User IDs should be removed in a timely manner.
State entities should validate a user’s claim to who he/she is.
This should be based on something the individual knows (e.g.,
a password), something the individual possesses (e.g., a smart
card), or by something the individual is (a biometric).
Responsible password management should be employed
whenever authentication is based on passwords (e.g.,

199



User Security - Authorization

User Security - Audit

Application Security

System Security

Data Security

Data Backups
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password aging, minimum length, mixed characters, etc.).

If non-repudiation is a requirement, PKI technology can provide
the assurance that the information received has not been
altered and also that the reputed sender of the information is
indeed who sent it. This may be a requirement for
transmission of legally binding documents

State entities should determine the appropriate levels of access
for all users for all systems, based on need to know, specific
job responsibilities, and sensitivity of the data. Appropriate
controls such as segregation of duties should be maintained.
State entities should maintain automated records to enable
reconstruction and/or review of operations performed on
systems. Audit trails should be protected in such a way that a
user cannot change them. Individuals in a supervisory or
security capacity should review them regularly.

Many vendor-supplied applications have built-in security
features. These features should be used to best conform to
the existing security polices.

In-house-developed applications should be designed and
implemented with information protection in mind.

In addition to making every effort to secure the local network,
each system on that network should be made as secure as
possible. This will be a function of the operating system
technicians. This work will include: research of known
vulnerabilities, incorporating vendor-supplied upgrades and
patches, removing or disabling any service not required, and
acquiring additional security software to reside on the system.
Vulnerability scans can be useful in determining the
weaknesses of the system.

Every effort should be made to ensure the security of data and
protect it from loss or misuse. There should be policies,
procedures, and products in place to ensure the security of the
data.

When storage media (for example, hard drives or tapes) are no
longer usable, all data on the media should be erased before
disposal.

When storage media are being sent off-site for repair, the data
may need to be removed or made inaccessible by encryption
or password protection, as appropriate.

CMOS passwords and file encryption should be employed on
portable devices when they contain sensitive information.
Security of Access (Alternative to above bullet: Authentication
should be used at all times when accessing or making changes
to data. Auditing should be activated, and all access to data
should be logged.)

All data backups should be made on a frequent basis. The
frequency of the backups may depend on the sensitivity,
criticality, and value of the data. There should be locations
available for off-site storage of the backups. Encryption of
backups should be considered when highly sensitive data is
involved.
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Data Media Security

LAN Security Technology

Enterprise Network Security

WAN Security

Security Administration

The data storage media should also be used to protect the
data. Encrypting data on servers will help prevent
unauthorized access of the data. Protect all OS and
application media.

The LAN should be isolated from any network-connected
device that does not have a valid business relationship with
resources on the LAN.

Internal dial connections in general are difficult to secure, and if
possible, should be avoided. When this type of connection is
unavoidable due to business requirements, policy should be
clearly written about how it is to be secured.

Router connectivity should be secured by means of a firewall
type device to control any access from outside the LAN,
consistent with agency policy.

If public access to a server in the internal LAN is required, it is
best to put that server on a separate LAN segment behind the
firewall device. It is typically referred to as the DMZ. Public
access should never be allowed into the secured private LAN.
If communications are to be confined to specific users or sites,
an encrypted VPN should be considered.

An agency should always assume a network outside its control
is unsecured, especially a WAN.

Security professionals should be encouraged to work toward a
professional certification such as the Information Systems
Security Professional (ISSP) administered by the International
Information Systems Security Certification Consortium. They
should also be encouraged to be active in professional
organizations such as the Information Systems Security
Association.

The first and most critical function of security administration is
to create the agency comprehensive security policy for each of
the contexts outlined in this architecture. Representatives of all
areas of the agency should be involved in developing the
policy. Without a properly crafted policy, the resulting design
and deployment of the technology to enforce the policy will be
faulty.

The effectiveness of agency information protection is
proportionate to how well the agency’s Security Policy is
crafted. Management at all levels should make every effort to
supply the support and resources necessary to assure the best
Security Policy possible is used and enforced.

The security policy should consider whether to allow and how
to gain access to resources where passwords are no longer
known (e.g., an employee leaves).

The security officer should ensure that the security policies
reflect the agency’s mission and are based on the value of the
confidentiality, availability and integrity of the agency’s
resources.

The security officer should communicate the security policies to
all agency personnel. Administrators should conduct periodic
training in security awareness so that all personnel understand
the security threats and their part in enforcing the policies.
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Security Personnel - Information
Security Administrator (ISA)

Security Personnel - Information
Security Officer (1ISO)
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[

[

ISAs make the computing environment less vulnerable by
ensuring proper access by users. ISAs are responsible for
presenting and disseminating the security policy to users and
vendors and answer any questions users may have regarding
the policies or security. 1SAs have the responsibility of
monitoring security on systems.

Common functions of the ISA include:

Implement on-line warnings to inform each user of the rules for
access to the organization’s systems. Without such warnings,
internal and external attackers can often avoid prosecution
even if they are caught.

Enable logging for important system level events and for
services and proxies, and set up a log archiving facility.
Review the logs.

Perform system audits to learn who is using the system, to
assess the existence of open ports for outsiders to use, and to
review several other security-related factors about the system.
Run password-cracking software to identify easy-to-guess
passwords. Weak passwords allow attackers to appear as
“authorized” users allowing them to test for weaknesses until
they find ways to take control of those systems.

Scan the network to create and maintain a complete map of
systems to which the agency is connected.

Select an incident response team and establish the procedures
to be used to respond to various types of attacks.

ISOs focus their attention from individual systems to the
enterprise and raise the barriers to attackers even further,
paying special attention to intrusion detection, finding and fixing
unprotected “back doors” and ensuring that remote access
points are well secured. 1SOs focus on threats from insiders,
on improving monitoring on systems that contain the most
critical information, and support the most important business
functions.

Common functions of the ISO include:

Use network-based vulnerability scanners.

Implement the latest applicable patches, remove or tighten
unnecessary services, and tighten system settings on each
host operating system.

Establish a host-based perimeter.

Implement a file integrity (cryptographic fingerprinting) system
to ensure that you can tell which files were changed in an
attack.

Identify the systems that must be protected for business to
continue or trust to be maintained. These are identified as
critical servers.

Implement instrumentation (such as host-based intrusion
detection and cryptographic file fingerprinting) for critical
servers to enable immediate response to unauthorized access.
Conduct a physical security assessment and correct insecure
access and other physical security weaknesses.

Implement intrusion detection sensors and analysis stations.
Implement audited access using one or more forms of
encryption, certificates, or tokens.

Assess and strengthen dial-in service configuration.
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Conduct a modem sweep to search for back doors.
Search for and eradicate sniffer programs.
Conduct a vulnerability scan, searching for additional
vulnerabilities that have been exploited but are more rare and
sophisticated.
Implement configuration management controls for the
introduction of new systems to the network.
Implement a program and related security awareness
education to help users know what to do in case they
encounter a potential security breach, and how users can avoid
unsafe computing.
Implement encryption, possibly as a virtual private network, to
avoid disclosure of sensitive information traveling over the
network.
Tighten security of the web server.
Implement more sophisticated log file analysis.
While the security technicians should have a minimal presence
in crafting the Security Policy, during this step they should be
allowed to take the lead in designing the technology that will
enforce the Policy. Upper management should be readily
available to support the technicians with guidance in
interpreting the intent of the policy statement, as needed, and
to provide resources required by the technical staff.
To maintain separation of duties, security administrators should
not be allowed to have application or systems programming
duties. If such separation of duties isn’t feasible, then
compensating controls must be in place to ensure adequate
] crosschecking of functions occurs (e.g., supervisory reviews,
independent audits).
Security administrators should see that agencies’ security
implementations are audited on a regular basis. The audit
should test compliance with the policies and measure the
effectiveness of the policy and its implementation.
Administrators should consider using available tools to test
such things as the strength of passwords.
The security policy should also be reviewed and updated on a
regular basis.
As part of the Security Policy, provisions for recovery should be
in place to ensure continued business function if some facet of
the protection fails.
Prohibit the release of passwords via telephone or unsecured
electronic mail.
Maintain a list of technical support personnel authorized to
Social Engineering/Human Factors [] requestinformation.
Encourage users to have vendors, outside technical support or
contractors contact the organization’s IT staff support for
information pertaining to the network or information access.

Security Personnel - General
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Reference #s, Statements or Links  Conflict

Planned Contracts

Existing Contracts

Creation Date

Reason for Rejection

Last Date Updated
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Reason for Update
Updated By

[]
[

4/15/2002

RELATED TRENDS

Relationship
IT CONTRACTS
AUDIT TRAIL
Date Accepted/Rejected

Last Date Reviewed

Enterprise Architecture Development Tool-Kit v2.0



NASCIO .. N
( Discipline Blueprint

DEFINITION

Name Discipline - Host Security

Defines the roles, standards, policies, and tools for monitoring and ensuring the
security across the organization’s platform infrastructure. The Host Security
discipline defines the security and access management principles that are applied to
ensure the appropriate level of protection for information assets.
Security of IT systems requires the protection of systems and information, and the
assurance that the systems do exactly what they are supposed to do and nothing
more. IT security requires management controls to ensure authorized access to the
Rationale information in the systems and proper handling of input, processing, and output. The
confidentiality of information must be assured whether on-site or off-site.
Key elements of a successful security approach include an appropriate balance of
data access and data protection, user buy-in, training and continued awareness.

4,

Description

Benefits

BOUNDARY

Host Security covers the following areas:

User Security — identification, authentication, and
authorization of user, including audit procedures and
mechanisms.

Application Security — security between applications,
including impact of distributed traffic, proxy accesses and
middleware.

Boundary Limit Statement System Security — analysis of the systems supporting data
access, links to the server from the remote client or directly
connected console, including access and encryption.
(“System” encompasses the user operating a client and the
host server)

Data Security — encompasses both physically protecting the
data from unauthorized access as well as loss of data
through mechanical/electrical failure or viruses, includes
information classification, backup and archive procedures,
off-site storage, and audit procedures.

ASSOCIATED DOMAIN

List the Domain Name Security

CURRENT STATUS

Provide the status of this [X] Under Review ] Rejected ] Accepted

Discipline
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CRITICAL REFERENCES

Related Domains/Disciplines
Domain-Disciplines Domain-Disciplines Domain-Disciplines

[ 1 Interface - Branding [ ] Integration — Functional Integration [ ] Systems Mgt - Business Continuity
X Interface — Access X  Integration — Middleware [ 1 Security - Enterprise Security
L1 Interface — Accessibility [ 1 Application — Application Engineering = X = Security — Network Security
L] I,\rA]fg(irmanon - Knowledge [] Application — Electronic Collaboration = [X] = Security — Host Security
L1 Information — Data Mgt [ ] Systems Mgt — Asset Mgt [ 1 Privacy - Profiling
L1 Information- GIS [ ] Systems Mgt - Change Mgt [ 1 Privacy - Personification
[ 1 Infrastructure - Network [ ] Systems Mgt — Console/Event Mgt [ 1 Privacy - Privacy
[ Infrastructure - Platform X Systems Mgt — Help Desk/Problem
Mgt
Standards Organizations
Name National Institute of Standards Web Address http://www.nist.gov/ - NIST
and Technology (NIST) Homepage
NIST

100 Bureau Drive, Stop 3460

Contact Information Gaithersburg, MD 20899-3460

Email: inquiries@nist.qgov
Telephone: 301. 975.NIST (6478) or TTY 301.975.8295

Name Amt_erlcan National Standards Web Address http://web.an_S|.orq/default.as
Institute p - ANSI Online

American National Standards Institute
Washington, DC Headquarters
1819 L Street, NW, 6th FI.
Washington, DC, 20036

Email: info@ansi.org
Telephone: 202.293.8020 Fax: 202.293.9287

Government Bodies

Contact Information

Contact Information
Stakeholders/Roles
List Stakeholders
List Roles
Discipline-specific Trends
List Discipline-specific Trends

Trend Source
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ASSOCIATED COMPLIANCE COMPONENTS
IEEE Std 1363-2000, IEEE Standard Specifications for Public-Key

Yl A it Cryptography
List D|§C|plme specific FIPS 46-3 October 1999, Data Encryption Standard (DES); specifies the use
Compliance Component .
of Triple DES

RENIED FIPS 140-2 June 2001, Security requirements for Cryptographic Modules

FIPS 186-2 January 2000, Digital Sighature Standard (DSS)
METHODOLOGIES
List methodologies followed

DISCIPLINE DOCUMENTATION REQUIREMENTS

Provide documentation
requirements for this

Discipline
ASSOCIATED TECHNOLOGY AREAS
User Security
List the Technology Areas ~ D'rectory Services

Application Security
System Security
Data Security

associated with this Discipline

AUDIT TRAIL
Creation Date 4/16/2002 Date Accepted/Rejected
Reason for Rejection
Last Date Reviewed Last Date Updated

Reason for Update
Updated By
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NASCIO

Name

Description

Rationale

Benefits

Technology Area Blueprint
DEFINITION

Technology Area - Directory Services

A means for managing access to computer resources and keeping track of the
users of a network, such as a company's intranet. Directories are repositories of
network name knowledge, essential for navigating loosely structured data like the
Web. One type of directory common on TCP/IP networks is the Domain Name
System (DNS), which is a globally accessible table of domain names and their
corresponding IP addresses.

A directory is specialized database optimized for reading, browsing and searching.
Directories contain descriptive, attribute-based information and support
sophisticated filtering capabilities. Directories are tuned to give quick-response to
high-volume lookup or search operations. They may have the ability to replicate
information widely in order to increase availability and reliability, while reducing
response time.

Applications like e-mail and network management can benefit from more natural
directory entries that include, for instance, people's names, type of service, or
geographic locale. This is particularly true on the global Internet, where the address
space is growing exponentially; but it's increasingly true on wide-area intranets, as
well.

ASSOCIATED DISCIPLINE
List the Discipline Name Host Security
KEYWORDS
List Keywords Authentication, Directory Services
CURRENT STATUS
Provide the status of this . .
e DX Under Review [] Rejected [] Accepted

ASSOCIATED COMPLIANCE COMPONENTS

List the Compliance
Component Name(s)

Date of Single Product
Solution

Determination

Provide Rationale for
Decision

List the Product Component

Name(s)

N/A
SINGLE PRODUCT SOLUTION

N/A

N/A

ASSOCIATED PRODUCT COMPONENTS

OpenLDAP
NDS (Novell Directory Services)
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AUDIT TRAIL
Creation Date 5/12/2002 Date Accepted / Rejected

Reason for Rejection

Last Date Updated Last Date Reviewed
Reason for Update
Updated By
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NASCIO

4,

Name

Description

Rationale

Benefits

List the name of the

Product Component Blueprint

DEFINITION

Product Component - OpenLDAP

OpenLDAP Software is an open source implementation of the Lightweight Directory
Access Protocol (LDAP).

The suite includes:

slapd - stand-alone LDAP server

slurpd - stand-alone LDAP replication server
Librariesimplementing the LDAP protocol, and
Utilities, tools, and sample clients.

Lightweight Directory Access Protocol (LDAP) is an open-standard protocol for
accessing information services. The protocol runs over Internet transport protocols,
such as TCP, and can be used to access stand-alone directory servers or X.500
directories.

Key aspects of LDAP are:

Protocol elements are carried directly over TCP or other transport, bypassing much of
the session/presentation overhead.

Many protocol data elements are encoding as ordinary strings (e.g., Distinguished
Names).

A lightweight BER encoding is used to encode all protocol elements.

LDAP has been endorsed as the directory protocol of choice by many organizations,
including the University of Michigan and Netscape Communications.

LDAP is a lightweight alternative to the X.500 Directory Access Protocol (DAP) for
use on the Internet. It uses TCP/IP stack verses the overly complex OSI stack. It also
has other simplifications, such as the representing most attribute values and many
protocol items as textual strings, which are designed to make clients easier to
implement.

ASSOCIATED TECHNOLOGY AREA

associated Technology Directory Services
Area
KEYWORDS
List all Keywords LDAP, OpenLDAP, Directory Access, sldap
CURRENT STATUS
Provide the Current Status X Under Review L] Rejected ] Accepted

of this Product Component
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Vendor Name

Contact Information

Name

Contact Information

Name

Contact Information

List the Product-specific
Compliance Component
Names

List the Configuration-
specific Compliance
Component Names

List Desirable aspects

212

VENDOR INFORMATION

OpenSource Web Address | http://www.openldap.org/

Foundation@OpenLDAP.org

The OpenLDAP Foundation

270 Redwood Shores Pkwy, PMB#107
Redwood City, California 94065

USA

POTENTIAL COMPLIANCE ORGANIZATIONS

Standards Organizations
Internet Engineering Task
Force (IETF)
Contact information is provided per workgroup. See information contained on
web site.

Web Address http://www.ietf.org/

Government Bodies
Web Address

ASSOCIATED COMPLIANCE COMPONENTS
Product

OpenLDAP Admin Guide
Configurations

OpenLDAP Admin Guide — 5. The slapd Configuration File

COMPONENT REVIEW

slapd is an LDAP directory server that runs on many different platforms. Some
of slapd's features and capabilities include:

LDAPv2 and LDAPvVS3: slapd supports both versions 2 and 3 of the
Lightweight Directory Access Protocol. slapd provides support for the latest
features while maintaining interoperability with existing clients. slapd supports
both IPv4 and IPv6.

Simple Authentication and Security Layer: slapd supports strong
authentication services through the use of SASL. slapd's SASL
implementation utilizes Cyrus SASL software, which supports a number of
mechanisms including DIGEST-MD5, EXTERNAL, and GSSAPI.

Transport Layer Security: slapd provides privacy and integrity protections
through the use of TLS (or SSL). slapd's TLS implementation utilizes
OpenSSL software.

Access control: slapd provides a rich and powerful access control facility,
allowing controlled access to the information in database(s). Access can be
controlled to entries based on LDAP authorization information, IP address,
domain name and other criteria. slapd supports both static and dynamic
access control information.
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Internationalization: slapd supports Unicode and language tags.

Choice of databases: slapd comes with a variety of different backend
databases. They include LDBM, a high-performance disk-based embedded
database; SHELL, a database interface to arbitrary shell scripts; and
PASSWD, a simple password file database. LDBM utilizes either BerkeleyDB
or GDBM.

Multiple database instances: slapd can be configured to serve multiple
databases at the same time. A single slapd server can respond to requests
for many logically different portions of the LDAP tree, using the same or
different backend databases.

Generic modules API: Allows for customization, slapd allows for easy writing
of customized modules. slapd consists of two distinct parts: a front end that
handles protocol communication with LDAP clients; and modules which
handle specific tasks such as database operations. Because these two pieces
communicate via a well-defined C API, customized modules can be easily
written, which extend slapd in numerous ways. In addition, a number of
programmable database modules are provided. These allow exposure of
external data sources to slapd using popular programming languages (Perl,
Shell, SQL, and TCL).

Threads: slapd is threaded for high performance. A single multi-threaded
slapd process handles all incoming requests, reducing the amount of system
overhead required.

Replication: slapd can be configured to maintain replica copies of its
database. This single-master/multiple-slave replication scheme is vital in high-
volume environments where a single slapd just doesn't provide the necessary
availability or reliability. slapd also includes experimental support for multi-
master replication.

Configuration: slapd is highly configurable through a single configuration file,
which allows a wide range of change. Configuration options have reasonable
defaults, which also makes configuration easier.

Limitations — The main LDBM database backend does not handle range
List Undesirable aspects gueries or negation queries very well. These features and more will be coming
in a future release.

COMPONENT CLASSIFICATION

Provide the Classification [ ] Emerging X Current ] Twilight [] Sunset

Provide the Rationale for

Component Classification OpenLDAP is currently in use within the organization.

REQUIRED COMPONENT

List Business Area,
Department or Application

for which this is a required N/A
item

CONDITIONAL USE RESTRICTIONS
Document the Conditional N/A

Use Restrictions

Enterprise Architecture Development Tool-Kit v2.0 213



MIGRATION STRATEGY

Document the Migration
Strategy

IMPACT POSITION STATEMENT

Document the Position
Statement on Impact

AUDIT TRAIL
Creation Date 5/21/2002 Date Accepted / Rejected
Reason for Rejection
Last Date Updated Last Date Reviewed

Reason for Update
Updated By
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NASCIO

Name

Description

Rationale

( Compliance Component

Blueprint

DEFINITION

Compliance Component - OpenLDAP Administrator’s Guide

This document describes how to build, configure, and operate OpenLDAP software to
provide directory services.
This includes details on how to configure and run the stand-alone LDAP daemon,

slapd(8) and the stand-alone LDAP update replication daemon, slurpd(8).
Provides information including, but not limited to:
Configuration Choices

Benefits

Building and Installing OpenLDAP Software

slapd Configuration
Database Creation and Maintenance Tools
Schema Specification

ASSOCIATED TECHNOLOGY ARCHITECTURE BLUEPRINT LEVELS

List the Discipline Name

List the Technology Area Name

List the Product Component
Name

List all Keywords

Provide the status of this
Compliance Component

Document the Compliance
Component Type

Compliance Sub-type

(Executive Order, Federal Regulation,
Statute, etc.)

Provide the Guideline,
Standard or Legislation
statement

Document Source Reference #

Name

Contact Information

Name

Contact Information

Enterprise Architecture Development Tool-Kit v2.0

OpenLDAP

KEYWORDS
LDAP, OpenLDAP, sldap
CURRENT STATUS

X Under Review L] Rejected

COMPLIANCE COMPONENT TYPE
Xl Guideline

] Accepted

[ ] Standard [ Legislation

COMPLIANCE DETAIL

OpenLDAP 2.0 Administrator's Guide

http://www.openldap.org/doc/admin/index.html

Standards Organization
Internet Engineering Task
Force (IETF)
Contact information is provided per workgroup. See information contain ed
on web site.

Web Address  http://www.ietf.org/

Government Body
Web Address
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Provide the Classification

Provide the Rationale for
Classification

Document the Conditional Use
Restrictions

Document the Migration
Strategy

Document the Position
Statement on Impact

Creation Date
Reason for Rejection
Last Date Updated
Reason for Update
Updated By
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COMPONENT CLASSIFICATION

[] Emerging

X Current L] Twilight [] Sunset

Configurations as documented within the Administrator’'s Guide are
currently in use within the organization.

CONDITIONAL USE RESTRICTIONS

N/A

MIGRATION STRATEGY

IMPACT POSITION STATEMENT

5/20/2002

AUDIT TRAIL
Date Accepted / Rejected

Last Date Reviewed
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NASCIO .. N
( Discipline Blueprint

4,

DEFINITION
Name Discipline - Enterprise Security
Defines the roles, standards, policies, audits, and business process reviews for
Description monitoring and ensuring the security across the organization’s enterprise. Includes

securing the physical assets from theft and vandalism.

Enterprise security can be an issue with State agencies. Due to lack of proper office
space, sensitive equipment is often located outside secured areas. Some of the
smaller computer rooms are left unlocked and untended. Take steps to place
business critical equipment in secure areas.

The installation of unauthorized software or authorized software from unverified

Rationale : R i
sources onto state systems is a problem and a violation of fundamental security
procedures. This includes software obtained from the Internet and from individuals’
homes. Such software is a significant source of viruses and can create major
problems within State systems as well as potentially create a liability to the State for
licensing issues.

Benefits

BOUNDARY

Enterprise security covers the security of the physical
devices that provide access, storage, and/or permit
modification of an agency’s data resources. This includes
the ability to control access to such hardware whether
electronic (i.e., computers) or mechanical (i.e., file cabinets).
The control of inventory, including the protection from casual
loss and theft as well as the proper disposition of obsolete
equipment and records, would be included as part of this
category.

Enterprise Security also covers:

Security Administration — setting, periodic review and testing
of policies and the design and analysis of the proposed or
existing security systems

Social Engineering/Human Factors — prevent the release of
sensitive infrastructure details by employees to unauthorized

Boundary Limit Statement

sources.
ASSOCIATED DOMAIN
List the Domain Name Security Domain
CURRENT STATUS
Provide the stafus of this X] Under Review [ ] Rejected ] Accepted

Discipline
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CRITICAL REFERENCES

Related Domains/Disciplines
Domain-Disciplines Domain-Disciplines Domain-Disciplines
Interface — Branding

Integration — Functional Integration Systems Mgt — Business Continuity

Interface — Access Integration — Middleware Security — Enterprise Security

Interface — Accessibility

Information — Knowledge
Mgt

Information — Data Mgt

Application — Application Engineering Security — Network Security

Application — Electronic Collaboration Security — Host Security

Systems Mgt — Asset Mgt Privacy — Profiling

Information- GIS Systems Mgt — Change Mgt Privacy — Personification

OOX O OO0
I I B (R

Infrastructure - Network Systems Mgt — Console/Event Mgt

Systems Mgt — Help Desk/Problem
& M
gt
Standards Organizations/Government Bodies

Privacy — Privacy

OodooOodgodg

Infrastructure - Platform

List Standards Organizations

List Government Bodies

Stakeholders/Roles
Security Personnel
Help Desk Personnel
Operations Staff
Users

List Stakeholders

List Roles
Discipline-specific Technology Trends
List Discipline-specific Technology Trends

Technology Trend Source

ASSOCIATED COMPLIANCE COMPONENTS

List Discipline-specific Compliance Component
Names

METHODOLOGIES

List methodologies followed

DISCIPLINE DOCUMENTATION REQUIREMENTS

Provide documentation requirements for this
Discipline

ASSOCIATED TECHNOLOGY AREAS

Physical Security
Security Administration
Social Engineering/Human Factors

List the Technology Areas associated with this
Discipline
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AUDIT TRAIL
Creation Date 4/15/2002 Date Accepted/Rejected

Reason for Rejection
Last Date Reviewed Last Date Updated
Reason for Update

Subject Matter Expert(s)
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NASCIO
< 5

4,

L

Discipline Blueprint
DEFINITION

Name Discipline - Network Security

Description

Defines the roles, standards, policies, and tools for monitoring and ensuring the
security across the organization’s network.

As enterprise information systems become increasingly decentralized, the
responsibility for security becomes distributed across the various operating

Rationale locations. Therefore, it is essential that all aspects of security, including security
policies, procedures, information-system-based controls and network security be
coordinated, monitored, audited and enforced.

Benefits

Boundary Limit Statement

List the Domain Name

Provide the status of this
Discipline

BOUNDARY

Network security includes the physical/electrical links between the desktop
client and the host computer. This responsibility is generally split between
agencies with the user agency and DISC performing part of the functions.
In view of this, maintain close cooperation between these groups. The
LAN and WAN links must be reviewed and evaluated for security needs.
The use of the Internet and dial-up connections to facilitate traveling staff
places an additional burden on this analysis; since those links can not be
controlled and therefore carry a greater risk of being compromised.

The following areas are also covered under Network Security:

Web security — covers firewalls, DMZs, etc.

Electronic Transaction Security- the transmissions into and out of the
State’s host computers. Includes all types of information sharing: e-mail,
file transfer, electronic data interchange, etc.

ASSOCIATED DOMAIN
Security

CURRENT STATUS
X] Under Review [] Rejected ] Accepted
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CRITICAL REFERENCES

Related Domains/Disciplines
Domain-Disciplines Domain-Disciplines Domain-Disciplines

Interface — Branding Integration — Functional Integration Systems Mgt — Business Continuity

Interface — Access Integration — Middleware Security — Enterprise Security

Interface — Accessibility
Information — Knowledge

X
X
[] Application — Application Engineering Security — Network Security
Mgt L]
[]
X
X
X

Application — Electronic Collaboration Security — Host Security

Information — Data Mgt Systems Mgt — Asset Mgt Privacy — Profiling

Information- GIS Systems Mgt — Change Mgt Privacy — Personification

D00 X XOKX

Infrastructure - Network Systems Mgt — Console/Event Mgt

Systems Mgt — Help Desk/Problem
Mgt
Standards Organizations
Internatio.nal .Organization for Web Address http.://www.iso.ch/iso/en/ISO
Standardization Online.frontpage
ISO Central Secretariat:
International Organization for Standardization (1SO)
1, rue de Varembé, Case postale 56
CH-1211 Geneva 20, Switzerland

Email: central@iso.org
Telephone + 4122 749 01 11; Telefax + 41 22 733 34 30;

Privacy — Privacy

OXKXKXK X ORXO

Infrastructure - Platform

Contact Information

National Institute of Standards http://www.nist.gov/ - NIST
Name Web Address
and Technology (NIST) Homepage
NIST
100 Bureau Drive, Stop 3460
Contact Information Gaithersburg, MD 20899-3460

Email: inquiries@nist.gov
Phone: (301) 975-NIST (6478) or TTY (301) 975-8295

Institute of Electrical and http://www.ieee.org/ - IEEE
Name Electronics Engineers, Inc Web Address  Home Page
(IEEE)
IEEE-USA
1828 L Street, N.W., Suite 1202
Contact Information Washington, D.C. 20036-5104

Email: ieeeusa@ieee.org
Tel: +1 202 785 0017 Fax: +1 202 785 0835

Government Bodies
Name None Identified Web Address

Contact Information

Stakeholders/Roles

Systems Analysts, Network Personnel, Applications Developer, Applications
List Stakeholders Testing Team, Third-Party Network Vendors, System Administrators,
Security Personnel, Configuration Management Team, Help Desk Personnel

List Roles
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List Discipline-specific
Technology Trends

Technology Trend Source

List Discipline-specific
Compliance Component
Names

List methodologies followed

DISCIPLINE DOCUMENTATION REQUIREMENTS

Provide documentation
requirements for this
Discipline

List the Technology Areas
associated with this
Discipline

Creation Date
Reason for Rejection
Last Date Reviewed
Reason for Update
Updated By

Enterprise Architecture Development Tool-Kit v2.0

Discipline-specific Technology Trends

ASSOCIATED COMPLIANCE COMPONENTS

Secure Sockets Layer (SSL)

Electronic Communications Privacy Act of 1986 (Public Law 99-508)

IEEE 802.10-1998, IEEE Standard for Local and Metropolitan Area Networks:
Interoperable LAN/MAN Security (SILS)

IEEE 802.10a-1999, Supplement to 802.10-1998, Standard for Interoperable
LAN/MAN Security (SILS) - Security Architecture Framework

IEEE 802.10c-1998, Supplement to 802.10-1998, Key management (Clause 3)
FIPS 146-2, TCP/IP for wide-area network transmission.

RFC 791 as the definition of IP for wide area network transmission.

Open Systems Interconnection (OSI) Reference Model (ISO/DIS 7498)
Telecommunications Security: Electronic Signature Standardization Report European
Telecommunications Standards Institute

METHODOLOGIES

(This discipline will be documented to the product level and the compliance
components associated with the product version, family etc...)

ASSOCIATED TECHNOLOGY AREAS

Network Security
Web security
Electronic Transaction Security

AUDIT TRAIL

4/16/2002 Date Accepted/Rejected

Last Date Updated
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TECHNOLOGY ARCHITECTURE COMMUNICATIONS DOCUMENT SAMPLES

APPLICATION DEVELOPMENT CLASSIFICATION REPORT

The following is an example of a communications document that Team L eaders or Managers might
request. Once the Architecture Blueprints are documented, the range of communications documentsis
limited only by the requirements of the Audience and the criteria set forth by the architecture governance
groups.

The Architecture Blueprint Vitality Process ensures the up-to-date data that is essential to the
communication of useful information.

Domain:

Technology Area

Application Architecture

Emerging
Technologies

Discipline: Application Development Management

Current
Technologies

Sunset
Technologies

Twilight
Technologies

égsilyjrl]anjeiflgn . Object_Oriented . Infor_mati(_)n . Structu_red
Analysis and Engineering Analysis and
Design Design
« UML
* CDIF
Programming « Java * Visual Basic + COBOL (MF, AS)
Language / + COBOL Il (MF, * RPG (AS)
Environment AS) « Pascal
« C
e C++

Code / Screen

¢ Advantage Joe

Advantage Plex

* Power Builder

Generation « Knowledgeware
ADW
Documentation « 9 Standard « JCIT reporting
Products requirements
Commercial « CRM « ERP - General Ledger
Products + MRP Software
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ELECTRONIC COLLABORATION CLASSIFICATION REPORT

Domain: Application Architecture

Technology Area

Discipline: Electronic Collaboration

E-mail

Document
Format

Spreadsheet

Images

Document
Digitizing
Character
Recognition

Document
Endorsement
and
Authentication

Calendaring

Electronic
Forms

Multimedia

Emerging Current Twilight
Technologies Technologies Technologies Technologies
- SMTP « OVIVM
- MIME « IMAP3
- IMAP4 « POP2
- POP3
« XML o rtf
o .txt
 .pdf
» MS Excel + SYLK
- JPEG 2000 » .bmp - Proprietary
- SVG « TIFF
- GIF
- JPEG
« MPEG
« TWAIN
- ISIS
- Digitized - Physical
signature signature
- Digitized
signature with
biometric data
 PKI digital
signature
(X.509v3)
« Biometric
imprint
- ICAP « MS Outlook
- iCalendar
e XHTML Extended + XFDL « OFDL
Forms « OFML
« XFA
« MP3
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SECURITY CLASSIFICATION REPORT

Domain: Application Architecture

Technology Area

Emerging
Technologies

Current
Technologies

Discipline: Electronic Collaboration

Twilight
Technologies

Sunset
Technologies

Physical Security

User Security
- Authentication

- Authorization

- Audit

Application
Security

Hardware /
System Security

Data Security

« Transport Layer

Smart Cards
Biometrics

Smart cards
Kerberos
Biometrics

Security (TSL)

Advanced
Encryption
Standard (AES)

Cypher lock
Key card
Bar code

Token-based-2-
factor
Certificates
(x.509)
Passwords
RADIUS/TACA
CSs

Directory-based
services
LDAP

Vendor specific
OS Specific

S/MIME

PGP

SSL
Middle-ware
Signed JAVA

NT Domains
TOPSECRET/RA
CF/TACACS
Virus control
Intrusion
detection

CORBA
Virus control
PGP

Property
stickers
Key locks

Address-based

Access-control-
lists

X.500
Password
protected
directories
0OS-based
systems

SYSLOG

Privilege mode
(root user)
Embedded
Application
specific security

ACF2

Embedded
passwords
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Domain: Application Architecture

Emerging

Technology Area Technologies

Current
Technologies

Discipline: Electronic Collaboration

Twilight
Technologies

Sunset
Technologies

Network Security  AES (encryption)

Security « Directory-based
Administration services

* Firewalls/router
ACL

* IPSEC

« Encryption (3
DES/RSA)

e Encrypted VPN

* Intrusion
Detection

* Vulnerability
Scanners

« Product specific

* Dedicated lines

« Product specific

Enterprise Architecture Development Tool-Kit v2.0
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TECHNOLOGY ARCHITECTURE MISCELLANEOUS SAMPLES

DomAIN/DISCIPLINE - COMBINATIONS

The nine Domains used as the example for the Tool-Kit are compiled from information gathered from
states and counties that are already working with their enterprise architecture. Asthe architecture sample
models evolve, the domains may change.

The Domains are further broken out into 26

technical functional areas, described in this

.. . Domains Disciplines
document as Disciplines. Table 1depictsthe 26

disciplines and the domains as used in this Information
document.

Data Management
Knowledge Management
GIS

Data Storage

Descriptions of the type of information

contained in the disci F_)“n% Used_i nthis Application « Application Development Management
document are located in Appendix B. « Electronic Collaboration
Integration * Functional Integration

Each government entity should define the

2 . . . « Middleware
disciplines as appropriate for its enterprise. The

descriptions provided in Appendix B are Access * Access

provided as basic information only. They are * Branding

not meant to be prescriptive or to constrain the * Accessibility

government entity in any way. However, there  Network + Physical Network
areimplications to changing the number of + Network Management
domains. Carefully choose to collapse or Platform . Platform

expand the domains. « Configuration Management
Typically, organizations define agroup, suchas ~ SYstems * Asset Management

atask force, working group, or committee the Management 22?23; /'\é\al‘gg?&rgﬁgt ement
responsibility for developing/maintaining - Help DeskiProblem Management
documentation, expertise relative to the « Business Continuity
domain, an updated architecture blueprint, etc. , -

The number of domains should determine the Privacy :zrom'”g it

number of groups defined. Coordination is : Pﬁ\r,z(::r;a'za“o”

required when documenting updates addressing

disciplines that have relationships to several Security * Enterprise Security
domains. * Network Security

« Host Security

Table 1. Domains & Disciplines

On the other hand, minimizing the number of domains may present the risk of once again dealing with a
piece that becomes too huge to manage. It is best to keep the number of domains to a minimum of five
and a maximum of 10.

The disciplines within each domain have been grouped logically, based on the close relationship between

the discipline and the domain, as well as the relationships to other disciplines within the domain. Table 1
shows the disciplines and how they are grouped within the nine domains.
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Figure 11 provides a pictorial view
of the sample Domains that make up
the Technology Architecture in this
Tool-Kit.

DOMAIN/DISCIPLINE —
INTERSECTIONS

Be aware that disciplines can a'so
intersect with disciplinesin other
domains. Note all intersections so
that changes made in one discipline
will not be overlooked in another
related discipline.

The matrix in Table 3 portrays an
example of the relationships between
disciplines. Aswith the choice of
domains and disciplines, your ideas
of how the relationships match up
may differ from the example here.
Thisis merely the example of the

Domains <

Governance Architecture

Technology Architecture

Information
Integration
Platform

Systems Management I

Security I

Business Architecture

Figure 11. Domains Comprising the Technology

tool that was used to assist in determining the organization of the disciplines and domains for this project.

A tool such as this may be used within the organization to identify relationships and coordination efforts
that must occur when decisions are made or changes are mandated. It is used for quickly identifying the
points of coordination that are essential between the disciplines.

As mentioned earlier, when building a home we can rely on the experience of those who have previously
built homes to provide plans and logical groupings of functions, such as plumbing, electrical, etc. By
separating disciplinesinto logical categories, we can also utilize IT Subject Matter Expertsin the various
fields to perform the work or advise concerning items of importance.

Though the basic elements of every home built may follow asimilar pattern, it is not necessary that every
home be the same. In most cases, each home will have individual characteristics particular to the
requirements of the owner, based on the environment, available funding, or personal preferences.

Likewise, while devel oping the enterprise architecture within the organization, be aware of required items
and components particular to the organization and address them accordingly.
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Table 2. Domain-Discipline Intersection Matrix
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APPENDIX A - LEXICON

The Lexicon defines critical terminology. New items are added as identified.

Term Definition

Adaptive Ableto support awide variety of applications and evolve as technology changes.

A governmental unit —in the narrowest sense, a governmental unit of the executive

Agency
branch.

A set of conditions against which aproduct or system is measured.

Benchmark A benchmarking instrument was devel oped and implemented to determine the
readiness of municipal, county and state governments to adopt the national
architecture model.

Blueorint Plan or guide, commonly used in construction, laid out logically and including

P essential elements to address and follow as building progresses.
Internal goals and strategies and external trends that influence the business. These
are captured in three stages of drivers:
 Industry Trends — Emerging trends within the business world that are impacting
Business how services and information will be provided.
Drivers » Business Best Practices— Trends and approaches that are most successful at
providing services and information over time.
* Business Principles — Business practices and approaches that the organization
chooses to ingtitutionalize to better all provided services and information.
In object-oriented programming and distributed object technology, a component is a

Component reusable program building block that can be combined with other componentsin the
same or other computers in a distributed network to form an application.

Concent for A description, at arelatively high level, of the participantsin information sharing,

0 0 the information flows involved and the functional requirements at each step of

perations hari
aring.
Current Technologies that are the current standard for use within the enterprise, tested and
. generally accepted as standard by industry. These items comply with or support the

Technologies . . e
principles listed for the discipline.

Digital- In the NASCIO publication Citizen-Centric Digital Government, Digital

Government Government is defined as “the eectronic delivery of government servicesviathe

Internet”. A broader definition can include all electronic transactions, regardless of
whether they occur on the Internet or another device.
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Term Definition

Discipline Logical functional areas to address when building the architecture blueprint. The
descriptions of the disciplines used in this document are found in Appendix B.

Domain Logical groupings of disciplines that form the main building blocks within the
architectura framework.

e-Business Electronic-business; conducting business online. The term is often used
synonymously with e-commerce, but e-business encompasses more than just buying
and selling of products on the Web.

Emerging The most current technologies. These items will usually require testing prior to

Technologies acceptance by industry as the current standard. It is generally understood that
emerging technol ogies be considered carefully before implementing in an
enterprise-wide architecture.

Enterprise Represents an organization in total, including all subordinate entities, encompassing
corporations, small businesses, non-profit institutions, government bodies, as well
as other kinds of organizations.

Enterprise An overal plan for designing, implementing and maintaining the infrastructure to

Architecture support the enterprises business functions and underlying networks and systems.

Enterprise A guide for municipal, county, state and federal government to develop and define

Architecture adaptive enterprise architecture. Includes process models and templates with

Devel opment several examples.

Tool-Kit

Entity An information-sharing unit. All agencies (see definition above) are entities; so are
courts and legidlative bodies. Private organizations that share governmental
information are also entities, as are private persons.

Framework Illustration of the various architecture elements, used as a guide for assisting
governments as they create enterprise architectures for their organizations.
Currently in the NASCIO Tool-Kit there are four Frameworks:

* Enterprise Architecture Framework

* Architecture Governance Framework
» Business Architecture Framework

» Technology Architecture Framework

Function A major work element that accomplishes the mission or business of an organization,
such as accounting, marketing, etc. A sub-function is defined as a component of a
function such as accounts receivable, accounts payable, etc. within the accounting
function.
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Term

Definition

HIPAA

Industry Trends

Infrastructure

Integration

Interoperability

|EEE

Legacy systems

Lexicon

Mandate

Middleware

Models

NASCIO

NSR

Enterprise Architecture Development Tool-Kit v2.0

Acronym for the Health Insurance Portability and Accountability Act of 1996,
which addresses such items as privacy and e ectronic sharing of information.

Emerging trends within the business world that impact the provision of services and
information.

The basic, fundamental architecture of the system that supports the flow and
processing of information, determines how it functions and how flexibleitisto
meet future requirements.

The ability to access and exchange critical information electronically at key
decision points throughout the enterprise.

The capability to allow usersto readily share data among applications residing on
varying combinations of hardware and software within and between existing
networks.

Institute of Electrical and Electronics Engineers, involved with setting standards for
computers and communications.

The International Organization for Standardization, Geneva, is an organization that
setsinternational standards. The U.S. member body is ANSI.

An automated system built with older technology that may be unstructured, lacking
in modularity, documentation and even source code.

Provides a glossary and cross-reference for words that may have multiple meanings.
The purpose isto create common definitions to allow for clearer understanding.

An authoritative command or instruction.

Systems integration software for distributed processing and database and user
interfaces.

Representations of information, activities, relationships and constraints.

NASCIO, The National Association of State Chief Information Officers represents
state chief information officers and information resource executives and managers
from the 50 states, six U. S. territories and the District of Columbia. State members
are senior officials from any of the three branches of state government who have
executive-level and statewide responsibility for information resource management.

National Systems & Research Co. is the contracted company, working with
NASCIO as atechnical partner, to support the development of a model adaptive
enterprise-wide architecture template for municipal, county and state government
use in establishing enterprise architecture.
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Term

Policies

Principle

Proprietary
Protocol

Scalability

Sandard

unset
Technologies

System

Technology

Technology
Architecture
Blueprint Levels

Technology
Drivers

Template

Twilight
Technologies
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Definition

The rules and regulations set by the organization. Policy determines the type of
internal and external information resources employees can access, the kinds of
programs they may install on their own computers, aswell as their authority for
reserving network resources.

A statement of preferred direction or practice. Principles constitute the rules,
constraints and behaviors that a bureau, agency or organization will abide by inits
daily activities over along period of time.

Owned by aprivate individual or corporation.
Rules governing transmitting and receiving of data.

The ability to use the same applications and systems on all classes of computers
from personal computers to supercomputers.

Sets of criterig, voluntary guidelines and best practices. Some may be mandatory.

Technologies that have been phased out and cannot be used within the organization
past a specified date.

A set of different elements so connected or related as to perform a unique function
not performable by the elements alone (Rechtin 1991).

Tools or tool systems by which we transform parts of our environment and extend
our human capabilities (Tornatzky and Fleischer 1990).

The term used to refer to the various levels of the Technology Architecture
Blueprints. In this Tool-Kit, the levelsinclude Domain, Discipline, Technology
Area, Product Component and Compliance Component.

Internal business processes or needs and external innovation that influence
technology. These are captured in three stages:

» Technology Trends — Emerging trends within the technology world that are
impacting how services and the I'T portfolio will be provided.

» |T Best Practices — Trends and approaches that are most successful at providing
servicesand IT portfalio.

» |IT Principles — Those practices and approaches that the organization chooses to
ingtitutionalize to better all provided servicesand IT portfolio pieces.

A form used as a guide, such as a document in which the standard parts are aready
included and the variable parts are completed as appropriate.

Technologies being phased out by the enterprise.
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APPENDIX B - SAMPLE DISCIPLINE DESCRIPTIONS

The following information provides descriptions of the disciplines used in this document.

As governments develop enterprise architecture they may use or modify the disciplines in this document
or create their own. In any case, it will be important for agencies to provide a description, as well asthe
purpose of each discipline as they apply to the organization.

Information Domain

Data Definestheroles, policies, standards and technologies for data definition, design,

Management management and administration as a recognized enterprise resource. The Data
M anagement discipline provides a process-independent view of all enterprise data
stored and housed in a manner that enables data sharing while adhering to al
Security and Privacy domain requirements.

Knowledge Defines the roles, standards, and decision-making criteriafor the acquisition and

Management deployment of the components that perform the systematic process of finding,
selecting, organizing and distilling information in away that providesinternal, as
well as external users easy accessto information. (Examples include Document
Management, Data Warehousing, Data-marts, and M etadata).

GIS Defines the standards and technol ogies for implementation of Geographic
Information Systems.

Data Sorage Definestheroles, policies, standards and decision-making criteriafor the acquisition
and deployment of data storage media, as well as the policies governing archiving of
data and the use of storage facilities.

Application Domain

Application Defines roles, development methodol ogies, technology standards and technologies

Development that define how applications are designed and how they cooperate. It defines how

Management those applications are documented and maintained. The Application Devel opment
Management discipline provides criteria, approved methodologies and technologies
that optimize the use and reuse of application components. The discipline includes
strategies for the retention of legacy knowledge and the phase out or upgrade of
legacy systems.

Electronic Defines the standards and infrastructure components that facilitate the interaction of

Collaboration  the workforce and promote group productivity. These include e-mail, directory

services and other person-to-person or group collaboration tools.
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Integration Domain

Functional
Integration

Middleware

Defines the roles, standards, and technol ogies responsible for the conceptual and
logical models, both current and proposed, which show how each of the functional
areas, various application systems, and business information requirementstie
together. Two perspectives should be considered: a high-level business perspective
along with major system components and a high-level information model.

Defines the components that create an integration environment between the user
workstations and legacy and server environments to improve the overall usability of
the distributed infrastructure. Middleware provides interfaces between applications
and network communications mechanisms. Middleware functions to create uniform
mechanisms for application integration independent of network and platform
technologies.

Access Domain

Access

Branding
Accessibility

Definestheroles, policies, standards and technol ogies that provide the framework
for the electronic delivery of information and servicesto every government agency,
business or citizen as deemed permissible under privacy and other mandated
regulations.

Branding defines the "look and feel" for government Web sites.

Definestheroles, policies, standards, and technol ogies as they apply to tool sets used
to facilitate the accessing of information and services by disabled citizens, assuring
egual access to electronic technology and automated systems for all Americans.

Network Domain

Physical
Network

Networ k
Management

Includes network infrastructure for the computing environment. It providesreliable
communication for the organization’ s distributed information processing
environment. The Physical Network discipline consists of infrastructure elements,
physical components (i.e. wiring, LANS, hubs), carrier services (i.e. framerelay,
leased channels, ATM) and protocols (i.e. access routing and naming). It does not
include user workstations, server platforms, or their operating systems.

Definestheroles, policies, standards and technol ogies that manage the
communications infrastructure for the organization’s distributed computing
environment. It defines the structure, topol ogies, bandwidth management, carrier
services and protocol s necessary to facilitate the interconnection of the organization's
information resources, including those facilitating e-government initiatives. This
includes consideration for public access from private and kiosk workstations,
wireless devices and PCs.
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Platform Domain

Platform Definestheroles, policies, standards and decision-making criteriafor the acquisition
and deployment of computing and data storage hardware. The Platform discipline
provides for the inclusion of industry standard platformsin use by the citizenry to
enable e-government access. Components of the Platform discipline range from
enterprise class servers to workstations and hand held computing devices.

Configuration  Definestheroles, policies, standards and decision-making criteriafor the set-up and

Management provisioning of computing and data storage hardware specifications and its operating
software and systems. The Configuration Management discipline provides for the
inclusion of industry standard operating systems and utility systems running on the
platforms covered under the Platform discipline. Standard configuration for each
platform aids in maintainability of the various platforms.

Systems Management Domain

Asset Defines the palicies, procedures, standards and systems required for the tracking and

Management reporting of assets owned by the government entity including software licensing,
metering, asset tracking, asset replacement, asset retirement, software distribution
and inventory. Other tasks associated with asset management include, but are not
limited to, the tracking of service level agreements, capacity management, cost
management and personnel skills inventory.

Change Definestheroles, policies, standards and technologies for version control of all IT
Management assets.

Console/Event  Definestheroles, standards, policies and technologies for monitoring and controlling
Management components of all collective hardware and software within the entity’ s data center,
including large and mid-range systems.

Help Desk / Defines the roles, standards, policies and technologies for monitoring and controlling
Problem problem reporting and resol ution.

Management

Business Defines the roles, standards, policies and technologies for disaster recovery and
Continuity restoring the enterprise to full functionality.
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Privacy Domain

Profiling Definesthe roles, standards, policies, audits, and tools used for creating,
maintaining, and utilization of profiles for the various stakeholders of the
organization services.

Personalization  Defines the roles, standards, policies, audits, and tools used for creating,
maintaining and implementing personalization of services and information.

Privacy Addresses the privacy concerns of citizens and agencies with well-defined roles,
policies, procedures and technologies. In addition, the Privacy domain addresses all
state and federal laws related to privacy issues such asthe distribution, availability,
notification or permission to distribute and privacy violation notification. The
Privacy discipline focuses on the prevention of unauthorized viewing and/or
acquisition of information about a person, case, or other classified activity.

Security Domain

Enterprise Defines the roles, standards, policies, audits, and business process reviews for

Security monitoring and ensuring the security across the organization’s enterprise. Includes
securing the physical assets from theft and vandalism.

Network Definesthe roles, standards, policies, and tools for monitoring and ensuring the

Security security across the organization’ s network.

Host Security Definesthe roles, standards, policies, and tools for monitoring and ensuring the
security across the organization’s platform infrastructure. The Host Security
discipline defines the security and access management principles that are applied to
ensure the appropriate level of protection for information assets.
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APPENDIX C: ROLES & RESPONSIBILITIES MATRIX

This matrix provides an “ at-a-glance” reference of the responsibilities of each architecture governance
role, the items acted upon and the roles that interact regarding the responsibility.

Level Responsibility Definition Element Acted upon Interacts with
Responsible Role: CHAMPION
All Promoting, advertising, marketing, Adaptive Enterprise All
participating in Architecture efforts. Architecture Framework
Executive Assuring enterprise goals and objectives for Strategic Elements Enterprise Executives,
Architecture are met. Overseers, Managers,
Audience
All Cheerleading and public relationship for Communication All
success. Documents
Responsible Role: MANAGER
Executive Responsible for the coordination of the Adaptive Enterprise All
overall Architecture effort. Architecture Framework
Executive Seeks guidance and support for the Adaptive Enterprise Champion
Architecture effort. Architecture Framework
Executive Gets clarity and support for the Architecture Strategic Elements Advisor, Enterprise
effort. Executives
Executive Chairs and directs the Architecture Review Adaptive Enterprise Reviewer, Advisor,
efforts. Architecture Framework  Subject Matter Expert,
Documenter, Manager
(Team)
Executive Receive and evaluate recommendations Adaptive Enterprise Reviewer,
regarding to Architecture effort. Architecture Framework  Documenters, Advisors,
Manager (Team)
Executive Approve/Reject Architecture Requests. Architecture Review Reviewer,
Requests Documenters, Advisors,
Manager (Team)
Executive Appoint Architecture Documenters. Documenters,
Champion
Executive Direct Architecture Documenters on process Documenters
and scope of work.
Executive Provide information to the Communicator Adaptive Enterprise Communicator,
about the Architecture pieces. Architecture Framework  Audience
Executive Create and Maintain Architecture Architecture Reviewer, Advisor
Governance Framework. Governance Framework
Executive Create and Maintain Business Architecture Business Architecture Reviewer, Advisor

Framework.
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Level Responsibility Definition Element Acted upon Interacts with
Executive Create and Maintain Technology Architecture  Technology Reviewer, Advisor
Framework. Architecture Framework
Executive Initially set up Architecture Blueprint (Domain  Architecture Blueprint Reviewer, Advisor
/ Disciplines).
Executive Receive Architecture Documentation Results.  Architecture Blueprint Documenter
Executive Determine Architecture Review Presenters. Architecture Lifecycle Documenter, Reviewer,
Process Manager (Team)
Executive Prepare Architecture Change Request for Architecture Lifecycle Advisor, Reviewers
Business Advisors. Process
Executive Direct the Architecture Review Decision Architecture Lifecycle Reviewer, Documenters,
Documentation / Communication. Process Communicators
Executive Responsible for the vitality of the Adaptive Adaptive Enterprise Advisor, Reviewers,
Enterprise Architecture Framework. Architecture Framework  Documenters, Manager
(Team)
Executive Review Architecture Help Request and Architecture Help Manager (Team),
determine affected Architecture Blueprint Request, Architecture Documenter
levels. Blueprint
Executive Review and summarize Technical Advise. Summarized Technical Documenter, Advisor,
Advise Manager (Team)
Executive Help create Architecture Variance Business Architecture Variance Manager (Team),
Case. Business Case Documenter, Project
Teams, Service Teams
Executive Coordinate Architecture Blueprint Vitality Architecture Blueprint Manager (Team),
Process. Vitality Process Documenter, Advisor,
Reviewer
Team Adhere to Architecture Compliance Process.  Architecture Manager (Executive),
Compliance Process Documenter, Reviewer
Team Create Architecture Variance Business Case. Architecture Variance Manager (Executive),
Business Case Documenter, Project
Teams, Service Teams
Team Request Architecture Information for the Architecture Communicator
Architecture Framework and Architecture Communication
Blueprint. Process
Team Create Architecture Help Request with initial Architecture Manager (Executive),
identification of affected Architecture Compliance Process Documenter, Service
Blueprint levels. Teams, Project Teams
Team Work with Project and Service Teams to Architecture Service Teams, Project
determine recommended Technology Option =~ Compliance Process Teams
for implementation.
Team Recommend Architecture Framework Architecture Framework  Manager (Executive),
enhancements. Vitality Process Service Team, Project
Team
Team Help with Architecture Blueprint Vitality Architecture Blueprint Manager (Executive),
process based on technology solutions from Vitality Process Service Team, Project
IT projects or major enhancements. Team
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Level

Responsibility Definition

Element Acted upon

Interacts with

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Blueprint

Enterprise Architecture Development Tool-Kit v2.0

Responsible Role: DOCUMENTER

Receive Architecture Educational Training.

Facilitate and conduct Domain working

sessions.

Document/Update Architecture Blueprint.

Summarize Architecture Blueprint Changes.

Review Architecture Blueprint changes to
Technology Drivers for conflicts.

Document Architecture Review Decisions in
the various Architecture Blueprint levels.

Request Architecture Information for the
Architecture Framework and Architecture

Blueprint.

Develop a through knowledge of the

Architecture Framework.

Help with Architecture Help Requests

responses.

Help with Creating Architecture Variance

Business Case.

Recommend Architecture Framework

enhancements.

Document and Recommend Domain
Architecture Changes (such as domain
boundary limits, associated disciplines, and

technology drivers).

Document and Recommend Discipline
Architecture Changes (such as discipline

boundary limits).

Conduct Technology Scan.

Evaluate Product and Compliance
Components for classification in the

Architecture Blueprint.

Architecture
Documentation Process

Architecture
Documentation Process

Architecture
Documentation Process

Architecture
Documentation
Process, Architecture
Review Process

Architecture
Documentation Process

Architecture Review
Process

Architecture
Communication Process

Adaptive Enterprise
Architecture Framework

Architecture
Compliance Process

Architecture
Compliance Process

Architecture Framework
Vitality Process

Architecture
Documentation Process

Architecture
Documentation Process

Architecture
Documentation Process

Architecture
Documentation Process

Manager (Executive)

Manager (Executive),
Subject Matter Experts

Manager (Executive),
Subject Matter Experts

Manager (Executive)

Manager (Executive)

Manager (Executive)

Communicator

Manager (Executive)

Manager (Executive),
Manager (Team),
Subject Matter Experts,
Project Teams, Service
Teams

Manager (Executive),
Manager (Team),
Project Teams, Service
Teams

Manager (Executive),
Subject Matter Experts

Subject Matter Experts,
Reviewer

Subject Matter Experts,
Reviewer

Subject Matter Experts

Subject Matter Experts
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Level

Responsibility Definition

Element Acted upon

Interacts with

All

All

All

Executive

Executive

Executive

Executive

Executive

Executive

Executive

Executive

Executive

Executive

Executive

244

Conduit for Architecture Information into the

enterprise.

Create a specific Communication Document
based upon a request for information.

Create a routine Communication Document
based upon the completion of a process or

period timing.

Responsible Role:

Provide clarity and support to the Manager of

the Architecture.

Represent the Strategic Elements based on
their background IT and/or Business.

Provide guidance on Architecture Variance
Requests from a business and economical

perspective.

Create the Adaptive Enterprise Architecture
Framework (including identifying Enterprise
Elements, creation of Architecture
Governance Roles, definition of Architecture

Elements).

Review and approve the Architecture
Governance Organization Structure.

Review and approve the Architecture

Lifecycle processes.

Develop Technology Drivers.

Create initial Architecture Blueprint (Domain

[Disciplines).

Consider proposed Architecture Review
Request and Architecture Change Request.

Offer recommendations based on the
consideration of the Architecture Review
Request and Architecture Change Request.

Provide changed Strategic Elements.

Responsible Role: COMMUNICATOR

Architecture
Communication Process

Architecture
Communication
Process

Architecture
Communication
Process

ADVISOR

Strategic Elements

Strategic Elements

Architecture
Compliance Process

Adaptive Enterprise
Architecture Framework

Governance Processes

Governance Processes

Architecture
Documentation Process

Architecture Blueprint

Architecture Review
Process

Architecture Review
Process

Architecture Framework
Vitality Process and
Architecture Blueprint
Vitality Process

Audience, Manager
(Executive), Documenter

Audience

Audience

Manager (Executive)

Manager (Executive)

Manager (Executive),
Reviewer

Manager (Executive),
Champion

Manager (Executive),
Champion

Manager (Executive),
Champion

Manager (Executive),
Reviewer

Manager (Executive),
Reviewer

Manager (Executive),
Reviewer

Manager (Executive),
Reviewer

Manager (Executive)
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Level Responsibility Definition Element Acted upon Interacts with
Responsible Role: REVIEWER
Framework Review the various Architecture Governance  Architecture Manager (Executive),
Element Changes. Documentation Documenter
Process, Architecture
Review Process
Framework Review and approve the Architecture Governance Processes  Manager (Executive),
Governance Organization Structure. Advisor
Framework Review and approve the Architecture Governance Processes  Manager (Executive),
Lifecycle processes. Advisor
Framework  Develop Technology Drivers. Architecture Manager (Executive),
Documentation Process  Advisor
Blueprint Create initial Architecture Blueprint (Domain/  Architecture Blueprint Manager (Executive),
Disciplines). Advisor
Blueprint Review and approve Architecture Blueprint Architecture Review Subject Matter Experts,
changes and additions. Process Advisors, Manager
(Executive),
Documenter, Manager
(Team)
Framework Review and approve Architecture Framework  Architecture Review Subject Matter Experts,
changes and additions. Process Advisors, Manager
(Executive),
Documenter
All Request Architecture Information and Architecture Communicator
Architecture Review items for the Communication
Architecture Framework and Architecture Process
Blueprint.
Blueprint Review and approve Architecture Domain Architecture Documenter
and Discipline scope changes. Documentation Process
Responsible Role: AUDIENCE
All Review and receive Architecture information.  Architecture Communicator
Communication
Process
Responsible Role: OVERSEER
Executive Ensure that IT plans follow the proper Strategic Elements Manager (Executive),
direction for the enterprise and IT budgets Champion, Advisor
are well spent.
Responsible Role: SUBJECT MATTER EXPERT
All Clarify and state technical opinions during Architecture Review Documenter, Manager
Architecture Review Process. Process (Executive), Manager
(Team)
Blueprint Review Technical Recommendations during Architecture Manger (Executive)
Architecture Compliance Process. Compliance Process
Blueprint Provide Technical Oversight opinion during Architecture Manger (Executive)
Architecture Compliance Process. Compliance Process
Blueprint Help Documenters to create the Architecture  Architecture Documenter

Blueprint.
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Level Responsibility Definition Element Acted upon Interacts with

Blueprint Determine if existing technology can support  Architecture Blueprint Documenter, Manager
requested services. (Executive), Manager

(Team)

Blueprint Communicate new compliances or Architecture Blueprint Documenter, Manager
technology needs to Manager. (This can (Executive), Manager
include version updates.) (Team)

All Request Architecture Information for the Architecture Communicator
Architecture Framework and Architecture Communication
Blueprint. Process

Blueprint Request Architecture Help. Architecture Manager (Team),

Compliance Process Manager (Executive)

Blueprint Help Team Manager determine Architecture Manager (Team)
recommended Technology Option for Compliance Process
implementation.

Blueprint Help document the Physical Implementation Architecture Compliance Manager (Team),
Requirements for the Architecture Variance Process Manager (Executive),
Business Case. Documenter

Blueprint Help create the Total Cost of Ownership for Architecture Manager (Team),
the Architecture Variance Business Case. Compliance Process Manager (Executive),

Documenter
Responsible Role: PROJECT TEAMS

Blueprint Seek further technology scans to extend the Architecture Blueprint Documenter, Manager

Architecture Blueprint. (Executive), Manager
(Team)

Blueprint Request Architecture Information for the Architecture Communicator
Architecture Framework and Architecture Communication
Blueprint. Process

Blueprint Request Architecture Help. Architecture Manager (Team),

Compliance Process Manager (Executive)

Blueprint Help Team Manager determine Architecture Manager (Team)
recommended Technology Option for Compliance Process
implementation.

Blueprint Help document the Physical Implementation Architecture Manager (Team),
Requirements for the Architecture Variance Compliance Process Manager (Executive),
Business Case. Documenter

Blueprint Help create the Total Cost of Ownership for Architecture Manager (Team),
the Architecture Variance Business Case. Compliance Process Manager (Executive),

Documenter
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Level Responsibility Definition Element Acted upon

Interacts with

Responsible Role: PROCUREMENT MANAGER

Executive Develop procurement policies and Procedural Elements
procedures.

Blueprint Verify purchase requests have the Procedural Elements,
appropriate Architecture compliance review Architecture
sign off. Compliance Process

Manager (Executive)

Manager (Executive)

Responsible Role: PROJECT/SERVICE METHODOLOGY COMMUNICATOR

Executive Develop project and service methods, Procedural Elements
policies and procedures.

Blueprint Verify projects and service plans include the Procedural Elements,
appropriate Architecture Compliance review Architecture
steps. Compliance Process

Responsible Role: SPECIAL INTEREST GROUP

All Provide advisory input into the Enterprise Architecture Blueprint,
Architecture by identifying special needs, Business Drivers,
interests, or considerations as well as Technology Drivers

architecture compliance requirements
specific to the group.

Responsible Role: ENTERPRISE EXECUTIVE

Executive Provide the Strategic Elements that give Strategic Elements
direction, goals and objectives to the
enterprise.

Manger (Executive)

Manager (Executive)

Manager (Executive)

Manager (Executive),
Overseer, Advisor
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NASCIO Online
Visit NASCIO on the web for the latest information
on the Architecture Program or to download the
current version of the Enterprise Architecture

Development Tool-Kit.

WWW.Nasci0.0rg
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